**Impressum**

Informationspflicht laut §5 E-Commerce Gesetz, §14 Unternehmensgesetzbuch, §63 Gewerbeordnung und Offenlegungspflicht laut §25 Mediengesetz.

Konstantin Seiller-Tarbuk

Döblinger Hauptstraße 71,   
1190 Wien,   
Österreich

**Tel.:** 06803164482  
**E-Mail:** [hautarztdigital@gmail.com](mailto:hautarztdigital@gmail.com)

**EU-Streitschlichtung**

Gemäß Verordnung über Online-Streitbeilegung in Verbraucherangelegenheiten (ODR-Verordnung) möchten wir Sie über die Online-Streitbeilegungsplattform (OS-Plattform) informieren.  
Verbraucher haben die Möglichkeit, Beschwerden an die Online Streitbeilegungsplattform der Europäischen Kommission unter [http://ec.europa.eu/odr?tid=221126186](https://ec.europa.eu/consumers/odr/main/index.cfm?event=main.home2.show&lng=DE) zu richten. Die dafür notwendigen Kontaktdaten finden Sie oberhalb in unserem Impressum.

Wir möchten Sie jedoch darauf hinweisen, dass wir nicht bereit oder verpflichtet sind, an Streitbeilegungsverfahren vor einer Verbraucherschlichtungsstelle teilzunehmen.

**Haftung für Inhalte dieser Webseite**

Wir entwickeln die Inhalte dieser Webseite ständig weiter und bemühen uns korrekte und aktuelle Informationen bereitzustellen. Leider können wir keine Haftung für die Korrektheit aller Inhalte auf dieser Webseite übernehmen, speziell für jene die seitens Dritter bereitgestellt wurden.

Sollten Ihnen problematische oder rechtswidrige Inhalte auffallen, bitten wir Sie uns umgehend zu kontaktieren, Sie finden die Kontaktdaten im Impressum.

**Haftung für Links auf dieser Webseite**

Unsere Webseite enthält Links zu anderen Webseiten für deren Inhalt wir nicht verantwortlich sind. Haftung für verlinkte Websites besteht laut [§ 17 ECG](https://www.ris.bka.gv.at/Dokument.wxe?Abfrage=Bundesnormen&Dokumentnummer=NOR40025813&tid=221126186) für uns nicht, da wir keine Kenntnis rechtswidriger Tätigkeiten hatten und haben, uns solche Rechtswidrigkeiten auch bisher nicht aufgefallen sind und wir Links sofort entfernen würden, wenn uns Rechtswidrigkeiten bekannt werden.

Wenn Ihnen rechtswidrige Links auf unserer Website auffallen, bitten wir Sie uns zu kontaktieren, Sie finden die Kontaktdaten im Impressum.

**Urheberrechtshinweis**

Alle Inhalte dieser Webseite (Bilder, Fotos, Texte, Videos) unterliegen dem Urheberrecht. Falls notwendig, werden wir die unerlaubte Nutzung von Teilen der Inhalte unserer Seite rechtlich verfolgen.

**Bildernachweis**

Die Bilder, Fotos und Grafiken auf dieser Webseite sind urheberrechtlich geschützt.

Die Bilderrechte liegen bei den folgenden Fotografen und Unternehmen:

* Fotograf Mustermann

**Datenschutzerklärung**

**WooCommerce Datenschutzerklärung**

Wir haben auf unserer Website das Open-Source Shopsystem WooCommerce als Plugin eingebunden. Dieses WooCommerce-Plugin basiert auf dem Content-Management-System WordPress, das ein Tochterunternehmen der Firma Automattic Inc. (60 29th Street #343, San Francisco, CA 94110, USA) ist. Durch die implementierten Funktionen werden Daten an Automattic Inc. versandt, gespeichert und verarbeitet. In dieser Datenschutzerklärung informieren wir Sie, um welche Daten es sich handelt, wie das Netzwerk diese Daten verwendet und wie Sie die Datenspeicherung verwalten bzw. unterbinden können.

**Was ist WooCommerce?**

WooCommerce ist ein Onlineshop-System, das seit 2011 Teil des Verzeichnisses von WordPress ist und speziell für WordPress-Websites entwickelt wurde. Es ist eine anpassbare, quelloffene eCommerce-Plattform, die auf WordPress basiert und auch als WordPress-Plugin in unsere Website eingebunden wurde.

**Warum verwenden wir WooCommerce auf unserer Webseite?**

Wir nutzen diese praktische Onlineshop-Lösung, um Ihnen unserer physischen oder digitalen Produkte oder Dienstleistungen bestmöglich auf unserer Website anbieten zu können. Ziel ist es, Ihnen einen einfachen und leichten Zugang zu unserem Angebot zu ermöglichen, damit Sie unkompliziert und schnell zu Ihren gewünschten Produkten kommen. Mit WooCommerce haben wir hier ein gutes Plugin gefunden, das unseren Ansprüchen an einen Onlineshop erfüllt.

**Welche Daten werden von WooCommerce gespeichert?**

Informationen, die Sie aktiv in ein Textfeld in unserem Onlineshop eingeben, können von WooCommerce bzw. von Automattic gesammelt und gespeichert werden. Also wenn Sie sich bei uns anmelden bzw. ein Produkt bestellen, kann Automattic diese Daten sammeln, verarbeiten und speichern. Dabei kann es sich neben E-Mail-Adresse, Namen oder Adresse auch um Kreditkarten- oder Rechnungsinformationen handeln. Automattic kann diese Informationen in weiterer Folge auch für eigene Marketing-Kampagnen nützen.

Zudem gibt es auch noch Informationen, die Automattic automatisch in sogenannten Serverlogfiles von Ihnen sammelt:

* IP-Adresse
* Browserinformationen
* Voreingestellte Spracheinstellung
* Datum und Uhrzeit des Webzugriffs

WooCommerce setzt in Ihrem Browser auch Cookies und verwendet Technologien wie Pixel-Tags (Web Beacons), um beispielsweise Sie als User klar zu identifizieren und möglicherweise interessensbezogene Werbung anbieten zu können. WooCommerce verwendet eine Reihe verschiedener Cookies, die je nach Useraktion gesetzt werden. Das heißt, wenn Sie zum Beispiel ein Produkt in den Warenkorb legen wird ein Cookie gesetzt, damit das Produkt auch im Warenkorb bleibt, wenn Sie unsere Website verlassen und zu einem späteren Zeitpunkt wiederkommen.

Hier zeigen wir Ihnen eine beispielhafte Liste möglicher Cookies, die von WooCommerce gesetzt werden können:

**Name:** woocommerce\_items\_in\_cart  
**Wert:** 1  
**Verwendungszweck:** Das Cookie hilft WooCommerce festzustellen, wann sich der Inhalt im Warenkorb verändert.  
**Ablaufdatum:** nach Sitzungsende

**Name:** woocommerce\_cart\_hash  
**Wert:** 447c84f810834056ab37cfe5ed27f204221126186-7  
**Verwendungszweck:** Auch dieses Cookie wird dafür eingesetzt, um die Veränderungen in Ihrem Warenkorb zu erkennen und zu speichern.  
**Ablaufdatum:** nach Sitzungsende

**Name:** wp\_woocommerce\_session\_d9e29d251cf8a108a6482d9fe2ef34b6  
**Wert:** 1146%7C%7C1589034207%7C%7C95f8053ce0cea135bbce671043e740221126186-4aa  
**Verwendungszweck:** Dieses Cookie enthält eine eindeutige Kennung für Sie, damit die Warenkorbdaten in der Datenbank auch gefunden werden können.  
**Ablaufdatum:** nach 2 Tagen

**Wie lange und wo werden die Daten gespeichert?**

Sofern es keine gesetzliche Verpflichtung gibt, Daten für einen längeren Zeitraum aufzubewahren, löscht WooCommerce die Daten dann, wenn Sie für die eigenen Zwecke, für die Sie gespeichert wurden, nicht mehr benötigt werden. So werden zum Beispiel Serverlogfiles, die technische Daten zu Ihrem Browser und Ihrer IP-Adresse erhalten etwa nach 30 Tagen wieder gelöscht. Solange verwendet Automattic die Daten, um den Verkehr auf den eigenen Websites (zum Beispiel alle WordPress-Seiten) zu analysieren und mögliche Probleme zu beheben. Die Daten werden auf amerikanischen Servern von Automattic gespeichert.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und Einspruch gegen die Nutzung und Verarbeitung dieser zu erheben. Sie können auch jederzeit bei einer staatlichen Aufsichtsbehörde eine Beschwerde einreichen.

In Ihrem Browser haben Sie auch die Möglichkeit, Cookies individuell zu verwalten, zu löschen oder zu deaktivieren. Nehmen Sie aber bitte zur Kenntnis, dass deaktivierte oder gelöschte Cookies mögliche negative Auswirkungen auf die Funktionen unseres WooCommerce-Onlineshops haben. Je nachdem, welchen Browser Sie verwenden, funktioniert das Verwalten der Cookies etwas anders. Im Folgenden sehen Sie Links zu den Anleitungen der gängigsten Browser:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Automattic ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf <https://www.privacyshield.gov/participant?id=a2zt0000000CbqcAAC>.  
Mehr Details zur Datenschutzrichtlinie und welche Daten auf welche Art durch WooCommerce erfasst werden, finden Sie auf [https://automattic.com/privacy/](https://automattic.com/privacy/?tid=221126186) und allgemeine Informationen zu WooCommerce auf [https://woocommerce.com/](https://woocommerce.com/?tid=221126186).

**Eingebettete Social Media Elemente Datenschutzerklärung**

Wir binden auf unserer Webseite Elemente von Social Media Diensten ein um Bilder, Videos und Texte anzuzeigen.  
Durch den Besuch von Seiten die diese Elemente darstellen, werden Daten von Ihrem Browser zum jeweiligen Social Media Dienst übertragen und dort gespeichert. Wir haben keinen Zugriff auf diese Daten.  
Die folgenden Links führen Sie zu den Seiten der jeweiligen Social Media Dienste wo erklärt wird, wie diese mit Ihren Daten umgehen:

* Instagram-Datenschutzrichtlinie: [https://help.instagram.com/519522125107875](https://help.instagram.com/519522125107875?tid=221126186)
* Für YouTube gilt die Google Datenschutzerklärung: [https://policies.google.com/privacy?hl=de](https://policies.google.com/privacy?hl=de&tid=221126186)
* Facebook-Datenrichtline: [https://www.facebook.com/about/privacy](https://www.facebook.com/about/privacy?tid=221126186)
* Twitter Datenschutzrichtlinie: [https://twitter.com/de/privacy](https://twitter.com/de/privacy?tid=221126186)

**Datenschutz**

Wir haben diese Datenschutzerklärung (Fassung 17.05.2020-221126186) verfasst, um Ihnen gemäß der Vorgaben der [Datenschutz-Grundverordnung (EU) 2016/679](https://eur-lex.europa.eu/legal-content/DE/ALL/?uri=celex%3A32016R0679&tid=221126186) zu erklären, welche Informationen wir sammeln, wie wir Daten verwenden und welche Entscheidungsmöglichkeiten Sie als Besucher dieser Webseite haben.

Leider liegt es in der Natur der Sache, dass diese Erklärungen sehr technisch klingen, wir haben uns bei der Erstellung jedoch bemüht die wichtigsten Dinge so einfach und klar wie möglich zu beschreiben.

**Automatische Datenspeicherung**

Wenn Sie heutzutage Webseiten besuchen, werden gewisse Informationen automatisch erstellt und gespeichert, so auch auf dieser Webseite.

Wenn Sie unsere Webseite so wie jetzt gerade besuchen, speichert unser Webserver (Computer auf dem diese Webseite gespeichert ist) automatisch Daten wie

* die Adresse (URL) der aufgerufenen Webseite
* Browser und Browserversion
* das verwendete Betriebssystem
* die Adresse (URL) der zuvor besuchten Seite (Referrer URL)
* den Hostname und die IP-Adresse des Geräts von welchem aus zugegriffen wird
* Datum und Uhrzeit

in Dateien (Webserver-Logfiles).

In der Regel werden Webserver-Logfiles zwei Wochen gespeichert und danach automatisch gelöscht. Wir geben diese Daten nicht weiter, können jedoch nicht ausschließen, dass diese Daten beim Vorliegen von rechtswidrigem Verhalten eingesehen werden.

**Cookies**

Unsere Webseite verwendet HTTP-Cookies, um nutzerspezifische Daten zu speichern.  
Im Folgenden erklären wir, was Cookies sind und warum Sie genutzt werden, damit Sie die folgende Datenschutzerklärung besser verstehen.

**Was genau sind Cookies?**

Immer wenn Sie durch das Internet surfen, verwenden Sie einen Browser. Bekannte Browser sind beispielsweise Chrome, Safari, Firefox, Internet Explorer und Microsoft Edge. Die meisten Webseiten speichern kleine Text-Dateien in Ihrem Browser. Diese Dateien nennt man Cookies.

Eines ist nicht von der Hand zu weisen: Cookies sind echt nützliche Helferlein. Fast alle Webseiten verwenden Cookies. Genauer gesprochen sind es HTTP-Cookies, da es auch noch andere Cookies für andere Anwendungsbereiche gibt. HTTP-Cookies sind kleine Dateien, die von unserer Webseite auf Ihrem Computer gespeichert werden. Diese Cookie-Dateien werden automatisch im Cookie-Ordner, quasi dem „Hirn“ Ihres Browsers, untergebracht. Ein Cookie besteht aus einem Namen und einem Wert. Bei der Definition eines Cookies müssen zusätzlich ein oder mehrere Attribute angegeben werden.

Cookies speichern gewisse Nutzerdaten von Ihnen, wie beispielsweise Sprache oder persönliche Seiteneinstellungen. Wenn Sie unsere Seite wieder aufrufen, übermittelt Ihr Browser die „userbezogenen“ Informationen an unsere Seite zurück. Dank der Cookies weiß unsere Webseite, wer Sie sind und bietet Ihnen die Einstellung, die Sie gewohnt sind. In einigen Browsern hat jedes Cookie eine eigene Datei, in anderen wie beispielsweise Firefox sind alle Cookies in einer einzigen Datei gespeichert.

Es gibt sowohl Erstanbieter Cookies als auch Drittanbieter-Cookies. Erstanbieter-Cookies werden direkt von unserer Seite erstellt, Drittanbieter-Cookies werden von Partner-Webseiten (z.B. Google Analytics) erstellt. Jedes Cookie ist individuell zu bewerten, da jedes Cookie andere Daten speichert. Auch die Ablaufzeit eines Cookies variiert von ein paar Minuten bis hin zu ein paar Jahren. Cookies sind keine Software-Programme und enthalten keine Viren, Trojaner oder andere „Schädlinge“. Cookies können auch nicht auf Informationen Ihres PCs zugreifen.

So können zum Beispiel Cookie-Daten aussehen:

**Name:** \_ga  
**Wert:** GA1.2.1326744211.152221126186-6  
**Verwendungszweck:** Unterscheidung der Webseitenbesucher  
**Ablaufdatum:** nach 2 Jahren

Diese Mindestgrößen sollte ein Browser unterstützen können:

* Mindestens 4096 Bytes pro Cookie
* Mindestens 50 Cookies pro Domain
* Mindestens 3000 Cookies insgesamt

**Welche Arten von Cookies gibt es?**

Die Frage welche Cookies wir im Speziellen verwenden, hängt von den verwendeten Diensten ab und wird in den folgenden Abschnitten der Datenschutzerklärung geklärt. An dieser Stelle möchten wir kurz auf die verschiedenen Arten von HTTP-Cookies eingehen.

Man kann 4 Arten von Cookies unterscheiden:

**Unerlässliche Cookies**Diese Cookies sind nötig, um grundlegende Funktionen der Webseite sicherzustellen. Zum Beispiel braucht es diese Cookies, wenn ein User ein Produkt in den Warenkorb legt, dann auf anderen Seiten weitersurft und später erst zur Kasse geht. Durch diese Cookies wird der Warenkorb nicht gelöscht, selbst wenn der User sein Browserfenster schließt.

**Zweckmäßige Cookies**Diese Cookies sammeln Infos über das Userverhalten und ob der User etwaige Fehlermeldungen bekommt. Zudem werden mithilfe dieser Cookies auch die Ladezeit und das Verhalten der Webseite bei verschiedenen Browsern gemessen.

**Zielorientierte Cookies**Diese Cookies sorgen für eine bessere Nutzerfreundlichkeit. Beispielsweise werden eingegebene Standorte, Schriftgrößen oder Formulardaten gespeichert.

**Werbe-Cookies**Diese Cookies werden auch Targeting-Cookies genannt. Sie dienen dazu dem User individuell angepasste Werbung zu liefern. Das kann sehr praktisch, aber auch sehr nervig sein.

Wir können über unsere Dienste und unsere digitalen Assets (einschließlich Websites und Anwendungen, die unsere Dienste einsetzen) Werbung bereitstellen, die auch auf Sie zugeschnitten sein kann, z. B. Anzeigen, die auf Ihrem jüngsten Surfverhalten auf Websites, Geräten oder Browsern basieren.

Um diese Werbeanzeigen für Sie bereitzustellen, können wir Cookies und/oder JavaScript und/oder Webbeacons (einschließlich durchsichtiger GIFs) und/oder HTML5 Local Storage und/oder andere Technologien einsetzen. Wir können auch Dritte einsetzen, wie z. B. Netzwerkinserenten (d. h. Dritte, die Werbeanzeigen auf der Grundlage Ihrer Website-Besuche einblenden), um gezielte Anzeigen zu schalten. Externe Anbieter von Werbenetzwerken, Werbetreibende, Sponsoren und/oder Dienste zur Messung des Website-Traffics können ebenfalls Cookies und/oder JavaScript und/oder Webbeacons (einschließlich durchsichtiger GIFs) und/oder Flash-Cookies und/oder andere Technologien verwenden, um die Wirksamkeit ihrer Anzeigen zu messen und Werbeinhalte für Sie anzupassen (z.B. Personalisierung von Anzeigen). Diese Drittanbieter-Cookies und andere Technologien unterliegen der spezifischen Datenschutzrichtlinie des jeweiligen Drittanbieters und nicht dieser hier.

Üblicherweise werden Sie beim erstmaligen Besuch einer Webseite gefragt, welche dieser Cookiearten Sie zulassen möchten. Und natürlich wird diese Entscheidung auch in einem Cookie gespeichert.

**Wie kann ich Cookies löschen?**

Wie und ob Sie Cookies verwenden wollen, entscheiden Sie selbst. Unabhängig von welchem Service oder welcher Webseite die Cookies stammen, haben Sie immer die Möglichkeit Cookies zu löschen, zu deaktivieren oder nur teilweise zuzulassen. Zum Beispiel können Sie Cookies von Drittanbietern blockieren, aber alle anderen Cookies zulassen.

Wenn Sie feststellen möchten, welche Cookies in Ihrem Browser gespeichert wurden, wenn Sie Cookie-Einstellungen ändern oder löschen wollen, können Sie dies in Ihren Browser-Einstellungen finden:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Falls Sie grundsätzlich keine Cookies haben wollen, können Sie Ihren Browser so einrichten, dass er Sie immer informiert, wenn ein Cookie gesetzt werden soll. So können Sie bei jedem einzelnen Cookie entscheiden, ob Sie das Cookie erlauben oder nicht. Die Vorgangsweise ist je nach Browser verschieden. Am besten Sie suchen die Anleitung in Google mit dem Suchbegriff “Cookies löschen Chrome” oder „Cookies deaktivieren Chrome“ im Falle eines Chrome Browsers.

**Wie sieht es mit meinem Datenschutz aus?**

Seit 2009 gibt es die sogenannten „Cookie-Richtlinien“. Darin ist festgehalten, dass das Speichern von Cookies eine Einwilligung des von Ihnen verlangt. Innerhalb der EU-Länder gibt es allerdings noch sehr unterschiedliche Reaktionen auf diese Richtlinien. In Österreich erfolgte aber die Umsetzung dieser Richtlinie in § 96 Abs. 3 des Telekommunikationsgesetzes (TKG).

Wenn Sie mehr über Cookies wissen möchten und vor technischen Dokumentationen nicht zurückscheuen, empfehlen wir <https://tools.ietf.org/html/rfc6265>, dem Request for Comments der Internet Engineering Task Force (IETF) namens „HTTP State Management Mechanism“.

**Speicherung persönlicher Daten**

Persönliche Daten, die Sie uns auf dieser Website elektronisch übermitteln, wie zum Beispiel Name, E-Mail-Adresse, Adresse oder andere persönlichen Angaben im Rahmen der Übermittlung eines Formulars oder Kommentaren im Blog, werden von uns gemeinsam mit dem Zeitpunkt und der IP-Adresse nur zum jeweils angegebenen Zweck verwendet, sicher verwahrt und nicht an Dritte weitergegeben.

Wir nutzen Ihre persönlichen Daten somit nur für die Kommunikation mit jenen Besuchern, die Kontakt ausdrücklich wünschen und für die Abwicklung der auf dieser Webseite angebotenen Dienstleistungen und Produkte. Wir geben Ihre persönlichen Daten ohne Zustimmung nicht weiter, können jedoch nicht ausschließen, dass diese Daten beim Vorliegen von rechtswidrigem Verhalten eingesehen werden.

Wenn Sie uns persönliche Daten per E-Mail schicken – somit abseits dieser Webseite – können wir keine sichere Übertragung und den Schutz Ihrer Daten garantieren. Wir empfehlen Ihnen, vertrauliche Daten niemals unverschlüsselt per E-Mail zu übermitteln.

**Rechte laut Datenschutzgrundverordnung**

Ihnen stehen laut den Bestimmungen der DSGVO und des österreichischen [Datenschutzgesetzes (DSG)](https://www.ris.bka.gv.at/GeltendeFassung.wxe?Abfrage=Bundesnormen&Gesetzesnummer=10001597&tid=221126186) grundsätzlich die folgende Rechte zu:

* Recht auf Berichtigung (Artikel 16 DSGVO)
* Recht auf Löschung („Recht auf Vergessenwerden“) (Artikel 17 DSGVO)
* Recht auf Einschränkung der Verarbeitung (Artikel 18 DSGVO)
* Recht auf Benachrichtigung – Mitteilungspflicht im Zusammenhang mit der Berichtigung oder Löschung personenbezogener Daten oder der Einschränkung der Verarbeitung (Artikel 19 DSGVO)
* Recht auf Datenübertragbarkeit (Artikel 20 DSGVO)
* Widerspruchsrecht (Artikel 21 DSGVO)
* Recht, nicht einer ausschließlich auf einer automatisierten Verarbeitung — einschließlich Profiling — beruhenden Entscheidung unterworfen zu werden (Artikel 22 DSGVO)

Wenn Sie glauben, dass die Verarbeitung Ihrer Daten gegen das Datenschutzrecht verstößt oder Ihre datenschutzrechtlichen Ansprüche sonst in einer Weise verletzt worden sind, können Sie sich bei der Aufsichtsbehörde beschweren, welche in Österreich die Datenschutzbehörde ist, deren Webseite Sie unter [https://www.dsb.gv.at/](https://www.dsb.gv.at/?tid=221126186) finden.

**Auswertung des Besucherverhaltens**

In der folgenden Datenschutzerklärung informieren wir Sie darüber, ob und wie wir Daten Ihres Besuchs dieser Website auswerten. Die Auswertung der gesammelten Daten erfolgt in der Regel anonym und wir können von Ihrem Verhalten auf dieser Website nicht auf Ihre Person schließen.

Mehr über Möglichkeiten dieser Auswertung der Besuchsdaten zu widersprechen erfahren Sie in der folgenden Datenschutzerklärung.

**TLS-Verschlüsselung mit https**

Wir verwenden https um Daten abhörsicher im Internet zu übertragen (Datenschutz durch Technikgestaltung [Artikel 25 Absatz 1 DSGVO](https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:32016R0679&from=DE&tid=221126186)). Durch den Einsatz von TLS (Transport Layer Security), einem Verschlüsselungsprotokoll zur sicheren Datenübertragung im Internet können wir den Schutz vertraulicher Daten sicherstellen. Sie erkennen die Benutzung dieser Absicherung der Datenübertragung am kleinen Schlosssymbol links oben im Browser und der Verwendung des Schemas https (anstatt http) als Teil unserer Internetadresse.

**Google Maps Datenschutzerklärung**

Wir benützen auf unserer Website Google Maps der Firma Google Inc. Für den europäischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) für alle Google-Dienste verantwortlich. Mit Google Maps können wir Ihnen Standorte besser zeigen und damit unser Service an Ihre Bedürfnisse anpassen. Durch die Verwendung von Google Maps werden Daten an Google übertragen und auf den Google-Servern gespeichert. Hier wollen wir nun genauer darauf eingehen, was Google Maps ist, warum wir diesen Google-Dienst in Anspruch nehmen, welche Daten gespeichert werden und wie Sie dies unterbinden können.

**Was ist Google Maps?**

Google Maps ist ein Internet-Kartendienst der Firma Google. Mit Google Maps können Sie online über einen PC, ein Tablet oder eine App genaue Standorte von Städten, Sehenswürdigkeiten, Unterkünften oder Unternehmen suchen. Wenn Unternehmen auf Google My Business vertreten sind, werden neben dem Standort noch weitere Informationen über die Firma angezeigt. Um die Anfahrtsmöglichkeit anzuzeigen, können Kartenausschnitte eines Standorts mittels HTML-Code in eine Website eingebunden werden. Google Maps zeigt die Erdoberfläche als Straßenkarte oder als Luft- bzw. Satellitenbild. Dank der Street View Bilder und den hochwertigen Satellitenbildern sind sehr genaue Darstellungen möglich.

**Warum verwenden wir Google Maps auf unserer Webseite?**

All unsere Bemühungen auf dieser Seite verfolgen das Ziel, Ihnen eine nützliche und sinnvolle Zeit auf unserer Webseite zu bieten. Durch die Einbindung von Google Maps können wir Ihnen die wichtigsten Informationen zu diversen Standorten liefern. Sie sehen auf einen Blick wo wir unseren Firmensitz haben. Die Wegbeschreibung zeigt Ihnen immer den besten bzw. schnellsten Weg zu uns. Sie können den Anfahrtsweg für Routen mit dem Auto, mit öffentlichen Verkehrsmitteln, zu Fuß oder mit dem Fahrrad abrufen. Für uns ist die Bereitstellung von Google Maps Teil unseres Kundenservice.

**Welche Daten werden von Google Maps gespeichert?**

Damit Google Maps ihren Dienst vollständig anbieten kann, muss das Unternehmen Daten von Ihnen aufnehmen und speichern. Dazu zählen unter anderem die eingegebenen Suchbegriffe, Ihre IP-Adresse und auch die Breiten- bzw. Längenkoordinaten. Benutzen Sie die Routenplaner-Funktion wird auch die eingegebene Startadresse gespeichert. Diese Datenspeicherung passiert allerdings auf den Webseiten von Google Maps. Wir können Sie darüber nur informieren, aber keinen Einfluss nehmen. Da wir Google Maps in unsere Webseite eingebunden haben, setzt Google mindestens ein Cookie (Name: NID) in Ihrem Browser. Dieses Cookie speichert Daten über Ihr Userverhalten. Google nutzt diese Daten in erster Linie, um eigene Dienste zu optimieren und individuelle, personalisierte Werbung für Sie bereitzustellen.

Folgendes Cookie wird aufgrund der Einbindung von Google Maps in Ihrem Browser gesetzt:

**Name:** NID  
**Wert:** 188=h26c1Ktha7fCQTx8rXgLyATyITJ221126186-5  
**Verwendungszweck:** NID wird von Google verwendet, um Werbeanzeigen an Ihre Google-Suche anzupassen. Mit Hilfe des Cookies „erinnert“ sich Google an Ihre am häufigsten eingegebenen Suchanfragen oder Ihre frühere Interaktion mit Anzeigen. So bekommen Sie immer maßgeschneiderte Werbeanzeigen. Das Cookie enthält eine einzigartige ID, die Google benutzt, um Ihre persönlichen Einstellungen für Werbezwecke zu sammeln.  
**Ablaufdatum:** nach 6 Monaten

**Anmerkung:** Wir können bei den Angaben der gespeicherten Daten keine Vollständigkeit gewährleisten. Speziell bei der Verwendung von Cookies sind Veränderungen nie auszuschließen. Um das Cookie NID zu identifizieren, wurde eine eigene Testseite angelegt, wo ausschließlich Google Maps eingebunden war.

**Wie lange und wo werden die Daten gespeichert?**

Die Google-Server stehen in Rechenzentren auf der ganzen Welt. Die meisten Server befinden sich allerdings in Amerika. Aus diesem Grund werden Ihre Daten auch vermehrt in den USA gespeichert. Hier können Sie genau nachlesen wo sich die Google-Rechenzentren befinden: <https://www.google.com/about/datacenters/inside/locations/?hl=de>

Die Daten verteilt Google auf verschiedenen Datenträgern. Dadurch sind die Daten schneller abrufbar und werden vor etwaigen Manipulationsversuchen besser geschützt. Jedes Rechenzentrum hat auch spezielle Notfallprogramme. Wenn es zum Beispiel Probleme bei der Google-Hardware gibt oder eine Naturkatastrophe die Server lahm legt, bleiben die Daten ziemlich sicher trotzdem geschützt.

Manche Daten speichert Google für einen festgelegten Zeitraum. Bei anderen Daten bietet Google lediglich die Möglichkeit, diese manuell zu löschen. Weiters anonymisiert das Unternehmen auch Informationen (wie zum Beispiel Werbedaten) in Serverprotokollen, indem es einen Teil der IP-Adresse und Cookie-Informationen nach 9 bzw.18 Monaten löscht.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Mit der 2019 eingeführten automatischen Löschfunktion von Standort- und Aktivitätsdaten werden Informationen zur Standortbestimmung und Web-/App-Aktivität – abhängig von Ihrer Entscheidung – entweder 3 oder 18 Monate gespeichert und dann gelöscht. Zudem kann man diese Daten über das Google-Konto auch jederzeit manuell aus dem Verlauf löschen. Wenn Sie Ihre Standorterfassung vollständig verhindern wollen, müssen Sie im Google-Konto die Rubrik „Web- und App-Aktivität“ pausieren. Klicken Sie „Daten und Personalisierung“ und dann auf die Option „Aktivitätseinstellung“. Hier können Sie die Aktivitäten ein- oder ausschalten.

In Ihrem Browser können Sie weiters auch einzelne Cookies deaktivieren, löschen oder verwalten. Je nach dem welchen Browser Sie verwenden, funktioniert dies immer etwas anders. Die folgenden Anleitungen zeigen, wie Sie Cookies in Ihrem Browser verwalten:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Falls Sie grundsätzlich keine Cookies haben wollen, können Sie Ihren Browser so einrichten, dass er Sie immer informiert, wenn ein Cookie gesetzt werden soll. So können Sie bei jedem einzelnen Cookie entscheiden, ob Sie es erlauben oder nicht.

Google ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf <https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI>. Wenn Sie mehr über die Datenverarbeitung von Google erfahren wollen, empfehlen wir Ihnen die hauseigene Datenschutzerklärung des Unternehmens unter <https://policies.google.com/privacy?hl=de>.

**Google Fonts Datenschutzerklärung**

Auf unserer Website verwenden wir Google Fonts. Das sind die „Google-Schriften“ der Firma Google Inc. Für den europäischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) für alle Google-Dienste verantwortlich.

Für die Verwendung von Google-Schriftarten müssen Sie sich nicht anmelden bzw. ein Passwort hinterlegen. Weiters werden auch keine Cookies in Ihrem Browser gespeichert. Die Dateien (CSS, Schriftarten/Fonts) werden über die Google-Domains fonts.googleapis.com und fonts.gstatic.com angefordert. Laut Google sind die Anfragen nach CSS und Schriften vollkommen getrennt von allen anderen Google-Diensten. Wenn Sie ein Google-Konto haben, brauchen Sie keine Sorge haben, dass Ihre Google-Kontodaten, während der Verwendung von Google Fonts, an Google übermittelt werden. Google erfasst die Nutzung von CSS (Cascading Style Sheets) und der verwendeten Schriftarten und speichert diese Daten sicher. Wie die Datenspeicherung genau aussieht, werden wir uns noch im Detail ansehen.

**Was sind Google Fonts?**

Google Fonts (früher Google Web Fonts) ist ein Verzeichnis mit über 800 Schriftarten, die [Google](https://de.wikipedia.org/wiki/Google_LLC?tid=221126186) Ihren Nutzern kostenlos zu Verfügung stellen.

Viele dieser Schriftarten sind unter der SIL Open Font License veröffentlicht, während andere unter der Apache-Lizenz veröffentlicht wurden. Beides sind freie Software-Lizenzen.

**Warum verwenden wir Google Fonts auf unserer Webseite?**

Mit Google Fonts können wir auf der eigenen Webseite Schriften nutzen, und müssen sie nicht auf unserem eigenen Server hochladen. Google Fonts ist ein wichtiger Baustein, um die Qualität unserer Webseite hoch zu halten. Alle Google-Schriften sind automatisch für das Web optimiert und dies spart Datenvolumen und ist speziell für die Verwendung bei mobilen Endgeräten ein großer Vorteil. Wenn Sie unsere Seite besuchen, sorgt die niedrige Dateigröße für eine schnelle Ladezeit. Des Weiteren sind Google Fonts sichere Web Fonts. Unterschiedliche Bildsynthese-Systeme (Rendering) in verschiedenen Browsern, Betriebssystemen und mobilen Endgeräten können zu Fehlern führen. Solche Fehler können teilweise Texte bzw. ganze Webseiten optisch verzerren. Dank des schnellen Content Delivery Network (CDN) gibt es mit Google Fonts keine plattformübergreifenden Probleme. Google Fonts unterstützt alle gängigen Browser (Google Chrome, Mozilla Firefox, Apple Safari, Opera) und funktioniert zuverlässig auf den meisten modernen mobilen Betriebssystemen, einschließlich Android 2.2+ und iOS 4.2+ (iPhone, iPad, iPod). Wir verwenden die Google Fonts also, damit wir unser gesamtes Online-Service so schön und einheitlich wie möglich darstellen können.

**Welche Daten werden von Google gespeichert?**

Wenn Sie unsere Webseite besuchen, werden die Schriften über einen Google-Server nachgeladen. Durch diesen externen Aufruf werden Daten an die Google-Server übermittelt. So erkennt Google auch, dass Sie bzw. Ihre IP-Adresse unsere Webseite besucht. Die Google Fonts API wurde entwickelt, um Verwendung, Speicherung und Erfassung von Endnutzerdaten auf das zu reduzieren, was für eine ordentliche Bereitstellung von Schriften nötig ist. API steht übrigens für „Application Programming Interface“ und dient unter anderem als Datenübermittler im Softwarebereich.

Google Fonts speichert CSS- und Schrift-Anfragen sicher bei Google und ist somit geschützt. Durch die gesammelten Nutzungszahlen kann Google feststellen, wie gut die einzelnen Schriften ankommen. Die Ergebnisse veröffentlicht Google auf internen Analyseseiten, wie beispielsweise Google Analytics. Zudem verwendet Google auch Daten des eigenen Web-Crawlers, um festzustellen, welche Webseiten Google-Schriften verwenden. Diese Daten werden in der BigQuery-Datenbank von Google Fonts veröffentlicht. Unternehmer und Entwickler nützen das Google-Webservice BigQuery, um große Datenmengen untersuchen und bewegen zu können.

Zu bedenken gilt allerdings noch, dass durch jede Google Font Anfrage auch Informationen wie Spracheinstellungen, IP-Adresse, Version des Browsers, Bildschirmauflösung des Browsers und Name des Browsers automatisch an die Google-Server übertragen werden. Ob diese Daten auch gespeichert werden, ist nicht klar feststellbar bzw. wird von Google nicht eindeutig kommuniziert.

**Wie lange und wo werden die Daten gespeichert?**

Anfragen für CSS-Assets speichert Google einen Tag lang auf seinen Servern, die hauptsächlich außerhalb der EU angesiedelt sind. Das ermöglicht uns, mithilfe eines Google-Stylesheets die Schriftarten zu nutzen. Ein Stylesheet ist eine Formatvorlage, über die man einfach und schnell z.B. das Design bzw. die Schriftart einer Webseite ändern kann.

Die Font-Dateien werden bei Google ein Jahr gespeichert. Google verfolgt damit das Ziel, die Ladezeit von Webseiten grundsätzlich zu verbessern. Wenn Millionen von Webseiten auf die gleichen Schriften verweisen, werden sie nach dem ersten Besuch zwischengespeichert und erscheinen sofort auf allen anderen später besuchten Webseiten wieder. Manchmal aktualisiert Google Schriftdateien, um die Dateigröße zu reduzieren, die Abdeckung von Sprache zu erhöhen und das Design zu verbessern.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Jene Daten, die Google für einen Tag bzw. ein Jahr speichert können nicht einfach gelöscht werden. Die Daten werden beim Seitenaufruf automatisch an Google übermittelt. Um diese Daten vorzeitig löschen zu können, müssen Sie den Google-Support auf <https://support.google.com/?hl=de&tid=221126186> kontaktieren. Datenspeicherung verhindern Sie in diesem Fall nur, wenn Sie unsere Seite nicht besuchen.

Anders als andere Web-Schriften erlaubt uns Google uneingeschränkten Zugriff auf alle Schriftarten. Wir können also unlimitiert auf ein Meer an Schriftarten zugreifen und so das Optimum für unsere Webseite rausholen. Mehr zu Google Fonts und weiteren Fragen finden Sie auf <https://developers.google.com/fonts/faq?tid=221126186>. Dort geht zwar Google auf datenschutzrelevante Angelegenheiten ein, doch wirklich detaillierte Informationen über Datenspeicherung sind nicht enthalten. Es ist relativ schwierig, von Google wirklich präzise Informationen über gespeicherten Daten zu bekommen.

Welche Daten grundsätzlich von Google erfasst werden und wofür diese Daten verwendet werden, können Sie auch auf [https://www.google.com/intl/de/policies/privacy/](https://policies.google.com/privacy?hl=de&tid=221126186) nachlesen.

**Google Fonts Lokal Datenschutzerklärung**

Auf unserer Website nutzen wir Google Fonts der Firma Google Inc. Für den europäischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) verantwortlich. Wir haben die Google-Schriftarten lokal, d.h. auf unserem Webserver – nicht auf den Servern von Google – eingebunden. Dadurch gibt es keine Verbindung zu Google-Servern und somit auch keine Datenübertragung oder Speicherung.

**Was sind Google Fonts?**

Früher nannte man Google Fonts auch Google Web Fonts. Dabei handelt es sich um ein interaktives Verzeichnis mit über 800 Schriftarten, die [Google](https://de.wikipedia.org/wiki/Google_LLC?tid=221126186) kostenlos bereitstellt. Mit Google Fonts könnte man Schriften nutzen, ohne sie auf den eigenen Server hochzuladen. Doch um diesbezüglich jede Informationsübertragung zu Google-Servern zu unterbinden, haben wir die Schriftarten auf unseren Server heruntergeladen. Auf diese Weise handeln wir datenschutzkonform und senden keine Daten an Google Fonts weiter.

Anders als andere Web-Schriften erlaubt uns Google uneingeschränkten Zugriff auf alle Schriftarten. Wir können also unlimitiert auf ein Meer an Schriftarten zugreifen und so das Optimum für unsere Webseite rausholen. Mehr zu Google Fonts und weiteren Fragen finden Sie auf <https://developers.google.com/fonts/faq?tid=221126186>.

**Google Analytics Datenschutzerklärung**

Wir verwenden auf unserer Website das Analyse-Tracking Tool Google Analytics (GA) des amerikanischen Unternehmens Google Inc. Für den europäischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) für alle Google-Dienste verantwortlich. Google Analytics sammelt Daten über Ihre Handlungen auf unserer Website. Wenn Sie beispielsweise einen Link anklicken, wird diese Aktion in einem Cookie gespeichert und an Google Analytics versandt. Mithilfe der Berichte, die wir von Google Analytics erhalten, können wir unsere Website und unser Service besser an Ihre Wünsche anpassen. Im Folgenden gehen wir näher auf das Tracking Tool ein und informieren Sie vor allem darüber, welche Daten gespeichert werden und wie Sie das verhindern können.

**Was ist Google Analytics?**

Google Analytics ist ein Trackingtool, das der Datenverkehrsanalyse unserer Website dient. Damit Google Analytics funktioniert, wird ein Tracking-Code in den Code unserer Website eingebaut. Wenn Sie unsere Website besuchen, zeichnet dieser Code verschiedene Handlungen auf, die Sie auf unserer Website ausführen. Sobald Sie unsere Website verlassen, werden diese Daten an die Google-Analytics-Server gesendet und dort gespeichert.

Google verarbeitet die Daten und wir bekommen Berichte über Ihr Userverhalten. Dabei kann es sich unter anderem um folgende Berichte handeln:

* Zielgruppenberichte: Über Zielgruppenberichte lernen wir unsere User besser kennen und wissen genauer, wer sich für unser Service interessiert.
* Anzeigeberichte: Durch Anzeigeberichte können wir unsere Onlinewerbung leichter analysieren und verbessern.
* Akquisitionsberichte: Akquisitionsberichte geben uns hilfreiche Informationen darüber, wie wir mehr Menschen für unser Service begeistern können.
* Verhaltensberichte: Hier erfahren wir, wie Sie mit unserer Website interagieren. Wir können nachvollziehen welchen Weg Sie auf unserer Seite zurücklegen und welche Links Sie anklicken.
* Conversionsberichte: Conversion nennt man einen Vorgang, bei dem Sie aufgrund einer Marketing-Botschaft eine gewünschte Handlung ausführen. Zum Beispiel, wenn Sie von einem reinen Websitebesucher zu einem Käufer oder Newsletter-Abonnent werden. Mithilfe dieser Berichte erfahren wir mehr darüber, wie unsere Marketing-Maßnahmen bei Ihnen ankommen. So wollen wir unsere Conversionrate steigern.
* Echtzeitberichte: Hier erfahren wir immer sofort, was gerade auf unserer Website passiert. Zum Beispiel sehen wir wie viele User gerade diesen Text lesen.

**Warum verwenden wir Google Analytics auf unserer Webseite?**

Unser Ziel mit dieser Website ist klar: Wir wollen Ihnen das bestmögliche Service bieten. Die Statistiken und Daten von Google Analytics helfen uns dieses Ziel zu erreichen.

Die statistisch ausgewerteten Daten zeigen uns ein klares Bild von den Stärken und Schwächen unserer Website. Einerseits können wir unsere Seite so optimieren, dass sie von interessierten Menschen auf Google leichter gefunden wird. Andererseits helfen uns die Daten, Sie als Besucher besser zu verstehen. Wir wissen somit sehr genau, was wir an unserer Website verbessern müssen, um Ihnen das bestmögliche Service zu bieten. Die Daten dienen uns auch, unsere Werbe- und Marketing-Maßnahmen individueller und kostengünstiger durchzuführen. Schließlich macht es nur Sinn, unsere Produkte und Dienstleistungen Menschen zu zeigen, die sich dafür interessieren.

**Welche Daten werden von Google Analytics gespeichert?**

Google Analytics erstellt mithilfe eines Tracking-Codes eine zufällige, eindeutige ID, die mit Ihrem Browser-Cookie verbunden ist. So erkennt Sie Google Analytics als neuen User. Wenn Sie das nächste Mal unsere Seite besuchen, werden Sie als „wiederkehrender“ User erkannt. Alle gesammelten Daten werden gemeinsam mit dieser User-ID gespeichert. So ist es überhaupt erst möglich pseudonyme Userprofile auszuwerten.

Durch Kennzeichnungen wie Cookies und App-Instanz-IDs werden Ihre Interaktionen auf unserer Website gemessen. Interaktionen sind alle Arten von Handlungen, die Sie auf unserer Website ausführen. Wenn Sie auch andere Google-Systeme (wie z.B. ein Google-Konto) nützen, können über Google Analytics generierte Daten mit Drittanbieter-Cookies verknüpft werden. Google gibt keine Google Analytics-Daten weiter, außer wir als Websitebetreiber genehmigen das. Zu Ausnahmen kann es kommen, wenn es gesetzlich erforderlich ist.

Folgende Cookies werden von Google Analytics verwendet:

**Name:** \_ga  
**Wert:**2.1326744211.152221126186-5  
**Verwendungszweck:** Standardmäßig verwendet analytics.js das Cookie \_ga, um die User-ID zu speichern. Grundsätzlich dient es zur Unterscheidung der Webseitenbesucher.  
**Ablaufdatum:** nach 2 Jahren

**Name:** \_gid  
**Wert:**2.1687193234.152221126186-1  
**Verwendungszweck:** Das Cookie dient auch zur Unterscheidung der Webseitenbesucher  
**Ablaufdatum:** nach 24 Stunden

**Name:** \_gat\_gtag\_UA\_  
**Wert:** 1  
**Verwendungszweck:** Wird zum Senken der Anforderungsrate verwendet. Wenn Google Analytics über den Google Tag Manager bereitgestellt wird, erhält dieser Cookie den Namen \_dc\_gtm\_ .  
**Ablaufdatum:** nach 1 Minute

**Name:** AMP\_TOKEN  
**Wert:** keine Angaben  
**Verwendungszweck:** Das Cookie hat einen Token, mit dem eine User ID vom AMP-Client-ID-Dienst abgerufen werden kann. Andere mögliche Werte weisen auf eine Abmeldung, eine Anfrage oder einen Fehler hin.  
**Ablaufdatum:** nach 30 Sekunden bis zu einem Jahr

**Name:** \_\_utma  
**Wert:**1564498958.1564498958.1564498958.1  
**Verwendungszweck:** Mit diesem Cookie kann man Ihr Verhalten auf der Website verfolgen und die Leistung messen. Das Cookie wird jedes Mal aktualisiert, wenn Informationen an Google Analytics gesendet werden.  
**Ablaufdatum:** nach 2 Jahren

**Name:** \_\_utmt  
**Wert:** 1  
**Verwendungszweck:** Das Cookie wird wie \_gat\_gtag\_UA\_ zum Drosseln der Anforderungsrate verwendet.  
**Ablaufdatum:** nach 10 Minuten

**Name:** \_\_utmb  
**Wert:**3.10.1564498958  
**Verwendungszweck:** Dieses Cookie wird verwendet, um neue Sitzungen zu bestimmen. Es wird jedes Mal aktualisiert, wenn neue Daten bzw. Infos an Google Analytics gesendet werden.  
**Ablaufdatum:** nach 30 Minuten

**Name:** \_\_utmc  
**Wert:** 167421564  
**Verwendungszweck:** Dieses Cookie wird verwendet, um neue Sitzungen für wiederkehrende Besucher festzulegen. Dabei handelt es sich um ein Session-Cookie und wird nur solange gespeichert, bis Sie den Browser wieder schließen.  
**Ablaufdatum:** Nach Schließung des Browsers

**Name:** \_\_utmz  
**Wert:** m|utmccn=(referral)|utmcmd=referral|utmcct=/  
**Verwendungszweck:** Das Cookie wird verwendet, um die Quelle des Besucheraufkommens auf unserer Website zu identifizieren. Das heißt, das Cookie speichert, von wo Sie auf unsere Website gekommen sind. Das kann eine andere Seite bzw. eine Werbeschaltung gewesen sein.  
**Ablaufdatum:** nach 6 Monaten

**Name:** \_\_utmv  
**Wert:** keine Angabe  
**Verwendungszweck:** Das Cookie wird verwendet, um benutzerdefinierte Userdaten zu speichern. Es wird immer aktualisiert, wenn Informationen an Google Analytics gesendet werden.  
**Ablaufdatum:** nach 2 Jahren

**Anmerkung:** Diese Aufzählung kann keinen Anspruch auf Vollständigkeit erheben, da Google die Wahl ihrer Cookies immer wieder auch verändert.

Hier zeigen wir Ihnen einen Überblick über die wichtigsten Daten, die mit Google Analytics erhoben werden:

**Heatmaps:** Google legt sogenannte Heatmaps an. Über Heatmaps sieht man genau jene Bereiche, die Sie anklicken. So bekommen wir Informationen, wo Sie auf unserer Seite „unterwegs“ sind.

**Sitzungsdauer:** Als Sitzungsdauer bezeichnet Google die Zeit, die Sie auf unserer Seite verbringen, ohne die Seite zu verlassen. Wenn Sie 20 Minuten inaktiv waren, endet die Sitzung automatisch.

**Absprungrate** (engl. Bouncerate): Von einem Absprung ist die Rede, wenn Sie auf unserer Website nur eine Seite ansehen und dann unsere Website wieder verlassen.

**Kontoerstellung:** Wenn Sie auf unserer Website ein Konto erstellen bzw. eine Bestellung machen, erhebt Google Analytics diese Daten.

**IP-Adresse:** Die IP-Adresse wird nur in gekürzter Form dargestellt, damit keine eindeutige Zuordnung möglich ist.

**Standort:** Über die IP-Adresse kann das Land und Ihr ungefährer Standort bestimmt werden. Diesen Vorgang bezeichnet man auch als IP- Standortbestimmung.

**Technische Informationen:** Zu den technischen Informationen zählen unter anderem Ihr Browsertyp, Ihr Internetanbieter oder Ihre Bildschirmauflösung.

**Herkunftsquelle:** Google Analytics beziehungsweise uns interessiert natürlich auch über welche Website oder welche Werbung Sie auf unsere Seite gekommen sind.

Weitere Daten sind Kontaktdaten, etwaige Bewertungen, das Abspielen von Medien (z.B., wenn Sie ein Video über unsere Seite abspielen), das Teilen von Inhalten über Social Media oder das Hinzufügen zu Ihren Favoriten. Die Aufzählung hat keinen Vollständigkeitsanspruch und dient nur zu einer allgemeinen Orientierung der Datenspeicherung durch Google Analytics.

**Wie lange und wo werden die Daten gespeichert?**

Google hat Ihre Server auf der ganzen Welt verteilt. Die meisten Server befinden sich in Amerika und folglich werden Ihr Daten meist auf amerikanischen Servern gespeichert. Hier können Sie genau nachlesen wo sich die Google-Rechenzentren befinden: <https://www.google.com/about/datacenters/inside/locations/?hl=de>

Ihre Daten werden auf verschiedenen physischen Datenträgern verteilt. Das hat den Vorteil, dass die Daten schneller abrufbar sind und vor Manipulation besser geschützt sind. In jedem Google-Rechenzentrum gibt es entsprechende Notfallprogramme für Ihre Daten. Wenn beispielsweise die Hardware bei Google ausfällt oder Naturkatastrophen Server lahmlegen, bleibt das Risiko einer Dienstunterbrechung bei Google dennoch gering.

Standardisiert ist bei Google Analytics eine Aufbewahrungsdauer Ihrer Userdaten von 26 Monaten eingestellt. Dann werden Ihre Userdaten gelöscht. Allerdings haben wir die Möglichkeit, die Aufbewahrungsdauer von Nutzdaten selbst zu wählen. Dafür stehen uns fünf Varianten zur Verfügung:

* Löschung nach 14 Monaten
* Löschung nach 26 Monaten
* Löschung nach 38 Monaten
* Löschung nach 50 Monaten
* Keine automatische Löschung

Wenn der festgelegte Zeitraum abgelaufen ist, werden einmal im Monat die Daten gelöscht. Diese Aufbewahrungsdauer gilt für Ihre Daten, die mit Cookies, Usererkennung und Werbe-IDs (z.B. Cookies der DoubleClick-Domain) verknüpft sind. Berichtergebnisse basieren auf aggregierten Daten und werden unabhängig von Nutzerdaten gespeichert. Aggregierte Daten sind eine Zusammenschmelzung von Einzeldaten zu einer größeren Einheit.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Nach dem Datenschutzrecht der Europäischen Union haben Sie das Recht, Auskunft über Ihre Daten zu erhalten, sie zu aktualisieren, zu löschen oder einzuschränken. Mithilfe des Browser-Add-ons zur Deaktivierung von Google Analytics-JavaScript (ga.js, analytics.js, dc.js) verhindern Sie, dass Google Analytics Ihre Daten verwendet. Das Browser-Add-on können Sie unter <https://tools.google.com/dlpage/gaoptout?hl=de> runterladen und installieren. Beachten Sie bitte, dass durch dieses Add-on nur die Datenerhebung durch Google Analytics deaktiviert wird.

Falls Sie grundsätzlich Cookies (unabhängig von Google Analytics) deaktivieren, löschen oder verwalten wollen, gibt es für jeden Browser eine eigene Anleitung:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Google Analytics ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf [https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI&tid=221126186](https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI). Wir hoffen wir konnten Ihnen die wichtigsten Informationen rund um die Datenverarbeitung von Google Analytics näherbringen. Wenn Sie mehr über den Tracking-Dienst erfahren wollen, empfehlen wir diese beiden Links: <http://www.google.com/analytics/terms/de.html> und <https://support.google.com/analytics/answer/6004245?hl=de>.

**Google Analytics IP-Anonymisierung**

Wir haben auf dieser Webseite die IP-Adressen-Anonymisierung von Google Analytics implementiert. Diese Funktion wurde von Google entwickelt, damit diese Webseite die geltenden Datenschutzbestimmungen und Empfehlungen der lokalen Datenschutzbehörden einhalten kann, wenn diese eine Speicherung der vollständigen IP-Adresse untersagen. Die Anonymisierung bzw. Maskierung der IP findet statt, sobald die IP-Adressen im Google Analytics-Datenerfassungsnetzwerk eintreffen und bevor eine Speicherung oder Verarbeitung der Daten stattfindet.

Mehr Informationen zur IP-Anonymisierung finden Sie auf <https://support.google.com/analytics/answer/2763052?hl=de>.

**Google Analytics Berichte zu demografischen Merkmalen und Interessen**

Wir haben in Google Analytics die Funktionen für Werbeberichte eingeschaltet. Die Berichte zu demografischen Merkmalen und Interessen enthalten Angaben zu Alter, Geschlecht und Interessen. Damit können wir uns – ohne diese Daten einzelnen Personen zuordnen zu können – ein besseres Bild von unseren Nutzern machen. Mehr über die Werbefunktionen erfahren Sie [auf https://support.google.com/analytics/answer/3450482?hl=de\_AT&utm\_id=ad](https://support.google.com/analytics/answer/3450482?hl=de_AT&utm_id=ad).

Sie können die Nutzung der Aktivitäten und Informationen Ihres Google Kontos unter “Einstellungen für Werbung” auf <https://adssettings.google.com/authenticated> per Checkbox beenden.

**Google Analytics Deaktivierungslink**

Wenn Sie auf folgenden **Deaktivierungslink** klicken, können Sie verhindern, dass Google weitere Besuche auf dieser Webseite erfasst. Achtung: Das Löschen von Cookies, die Nutzung des Inkognito/Privatmodus ihres Browsers, oder die Nutzung eines anderen Browsers führt dazu, dass wieder Daten erhoben werden.

[Google Analytics deaktivieren](javascript:gaOptout())

**Google Analytics Zusatz zur Datenverarbeitung**

Wir haben mit Google einen Direktkundenvertrag zur Verwendung von Google Analytics abgeschlossen, indem wir den “Zusatz zur Datenverarbeitung” in Google Analytics akzeptiert haben.

Mehr über den Zusatz zur Datenverarbeitung für Google Analytics finden Sie hier: <https://support.google.com/analytics/answer/3379636?hl=de&utm_id=ad>

**Google Analytics Google-Signale Datenschutzerklärung**

Wir haben in Google Analytics die Google-Signale aktiviert. So werden die bestehenden Google-Analytics-Funktionen (Werbeberichte, Remarketing, gerätübergreifende Berichte und Berichte zu Interessen und demografische Merkmale) aktualisiert, um zusammengefasste und anonymisierte Daten von Ihnen zu erhalten, sofern Sie personalisierte Anzeigen in Ihrem Google-Konto erlaubt haben.

Das besondere daran ist, dass es sich dabei um ein Cross-Device-Tracking handelt. Das heißt Ihre Daten können geräteübergreifend analysiert werden. Durch die Aktivierung von Google-Signale werden Daten erfasst und mit dem Google-Konto verknüpft. Google kann dadurch zum Beispiel erkennen, wenn Sie auf unsere Webseite über ein Smartphone ein Produkt ansehen und erst später über einen Laptop das Produkt kaufen. Dank der Aktivierung von Google-Signale können wir gerätübergreifende Remarketing-Kampagnen starten, die sonst in dieser Form nicht möglich wären. Remarketing bedeutet, dass wir Ihnen auch auf anderen Webseiten unser Angebot zeigen können.

In Google Analytics werden zudem durch die Google-Signale weitere Besucherdaten wie Standort, Suchverlauf, YouTube-Verlauf und Daten über Ihre Handlungen auf unserer Webseite, erfasst. Wir erhalten dadurch von Google bessere Werbeberichte und nützlichere Angaben zu Ihren Interessen und demografischen Merkmalen. Dazu gehören Ihr Alter, welche Sprache sie sprechen, wo Sie wohnen oder welchem Geschlecht Sie angehören. Weiters kommen auch noch soziale Kriterien wie Ihr Beruf, Ihr Familienstand oder Ihr Einkommen hinzu. All diese Merkmal helfen Google Analytics Personengruppen bzw. Zielgruppen zu definieren.

Die Berichte helfen uns auch Ihr Verhalten, Ihre Wünsche und Interessen besser einschätzen zu können. Dadurch können wir unsere Dienstleistungen und Produkte für Sie optimieren und anpassen. Diese Daten laufen standardmäßig nach 26 Monaten ab. Bitte beachten Sie, dass diese Datenerfassung nur erfolgt, wenn Sie personalisierte Werbung in Ihrem Google-Konto zugelassen haben. Es handelt sich dabei immer um zusammengefasste und anonyme Daten und nie um Daten einzelner Personen. In Ihrem Google-Konto können Sie diese Daten verwalten bzw. auch löschen.

**Facebook-Pixel Datenschutzerklärung**

Wir verwenden auf unserer Webseite das Facebook-Pixel von Facebook. Dafür haben wir einen Code auf unserer Webseite implementiert. Der Facebook-Pixel ist ein Ausschnitt aus JavaScript-Code, der eine Ansammlung von Funktionen lädt, mit denen Facebook Ihre Userhandlungen verfolgen kann, sofern Sie über Facebook-Ads auf unsere Webseite gekommen sind. Wenn Sie beispielsweise ein Produkt auf unserer Webseite erwerben, wird das Facebook-Pixel ausgelöst und speichert Ihre Handlungen auf unserer Webseite in einem oder mehreren Cookies. Diese Cookies ermöglichen es Facebook Ihre Userdaten (Kundendaten wie IP-Adresse, User-ID) mit den Daten Ihres Facebook-Kontos abzugleichen. Dann löscht Facebook diese Daten wieder. Die erhobenen Daten sind für uns anonym und nicht einsehbar und werden nur im Rahmen von Werbeanzeigenschaltungen nutzbar. Wenn Sie selbst Facebook-User sind und angemeldet sind, wird der Besuch unserer Webseite automatisch Ihrem Facebook-Benutzerkonto zugeordnet.

Wir wollen unsere Dienstleistungen bzw. Produkte nur jenen Menschen zeigen, die sich auch wirklich dafür interessieren. Mithilfe von Facebook-Pixel können unsere Werbemaßnahmen besser auf Ihre Wünsche und Interessen abgestimmt werden. So bekommen Facebook-User (sofern sie personalisierte Werbung erlaubt haben) passende Werbung zu sehen. Weiters verwendet Facebook die erhobenen Daten zu Analysezwecken und eigenen Werbeanzeigen.

Im Folgenden zeigen wir Ihnen jene Cookies, die durch das Einbinden von Facebook-Pixel auf einer Testseite gesetzt wurden. Bitte beachten Sie, dass dies nur Beispiel-Cookies sind. Je nach Interaktion auf unserer Webseite werden unterschiedliche Cookies gesetzt.

**Name:** \_fbp  
**Wert:** fb.1.1568287647279.257405483-6221126186-7  
**Verwendungszweck:** Dieses Cookie verwendet Facebook, um Werbeprodukte anzuzeigen.  
**Ablaufdatum:** nach 3 Monaten

**Name:** fr  
**Wert:** 0aPf312HOS5Pboo2r..Bdeiuf…1.0.Bdeiuf.  
**Verwendungszweck:** Dieses Cookie wird verwendet, damit Facebook-Pixel auch ordentlich funktioniert.  
**Ablaufdatum:** nach 3 Monaten

**Name:** comment\_author\_50ae8267e2bdf1253ec1a5769f48e062221126186-3  
**Wert:** Name des Autors  
**Verwendungszweck:** Dieses Cookie speichert den Text und den Namen eines Users, der beispielsweise einen Kommentar hinterlässt.  
**Ablaufdatum:** nach 12 Monaten

**Name:** comment\_author\_url\_50ae8267e2bdf1253ec1a5769f48e062  
**Wert:** https%3A%2F%2Fwww.testseite…%2F (URL des Autors)  
**Verwendungszweck:** Dieses Cookie speichert die URL der Website, die der User in einem Textfeld auf unserer Webseite eingibt.  
**Ablaufdatum:** nach 12 Monaten

**Name:** comment\_author\_email\_50ae8267e2bdf1253ec1a5769f48e062  
**Wert:** E-Mail-Adresse des Autors  
**Verwendungszweck:** Dieses Cookie speichert die E-Mail-Adresse des Users, sofern er sie auf der Website bekannt gegeben hat.  
**Ablaufdatum:** nach 12 Monaten

**Anmerkung:**Die oben genannten Cookies beziehen sich auf ein individuelles Userverhalten. Speziell bei der Verwendung von Cookies sind Veränderungen bei Facebook nie auszuschließen.

Sofern Sie bei Facebook angemeldet sind, können Sie Ihre Einstellungen für Werbeanzeigen unter <https://www.facebook.com/ads/preferences/?entry_product=ad_settings_screen> selbst verändern. Falls Sie kein Facebook-User sind, können Sie auf [http://www.youronlinechoices.com/de/praferenzmanagement/](http://www.youronlinechoices.com/de/praferenzmanagement/?tid=221126186) grundsätzlich Ihre nutzungsbasierte Online-Werbung verwalten. Dort haben Sie die Möglichkeit, Anbieter zu deaktivieren bzw. zu aktivieren.

Wenn Sie mehr über den Datenschutz von Facebook erfahren wollen, empfehlen wir Ihnen die eigenen Datenrichtlinien des Unternehmens auf <https://www.facebook.com/policy.php>.

**Facebook Automatischer erweiterter Abgleich Datenschutzerklärung**

Wir haben im Rahmen der Facebook-Pixel-Funktion auch den automatischen erweiterten Abgleich (engl. Automatic Advanced Matching) aktiviert. Diese Funktion des Pixels ermöglicht uns, gehashte E-Mails, Namen, Geschlecht, Stadt, Bundesland, Postleitzahl und Geburtsdatum oder Telefonnummer als zusätzliche Informationen an Facebook zu senden, sofern Sie uns diese Daten zur Verfügung gestellt haben. Diese Aktivierung ermöglicht uns Werbekampagnen auf Facebook noch genauer auf Menschen, die sich für unsere Dienstleistungen oder Produkte interessieren, anzupassen.

**Google Tag Manager Datenschutzerklärung**

Für unsere Website verwenden wir den Google Tag Manager des Unternehmens Google Inc. Für den europäischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) für alle Google-Dienste verantwortlich. Dieser Tag Manager ist eines von vielen hilfreichen Marketing-Produkten von Google. Über den Google Tag Manager können wir Code-Abschnitte von diversen Trackingtools, die wir auf unserer Webseite verwenden, zentral einbauen und verwalten.

In dieser Datenschutzerklärung wollen wir Ihnen genauer erklären was der Google Tag Manager macht, warum wir ihn verwenden und in welcher Form Daten verarbeitet werden.

**Was ist der Google Tag Manager?**

Der Google Tag Manager ist ein Organisationstool, mit dem wir Webseiten-Tags zentral und über eine Benutzeroberfläche einbinden und verwalten können. Als Tags bezeichnet man kleine Code-Abschnitte, die beispielsweise Ihre Aktivitäten auf unserer Webseite aufzeichnen (tracken). Dafür werden JavaScript-Code-Abschnitte in den Quelltext unserer Seite eingesetzt. Die Tags stammen oft von google-internen Produkten wie Google Ads oder Google Analytics, aber auch Tags von anderen Unternehmen können über den Manager eingebunden und verwaltet werden. Solche Tags übernehmen unterschiedliche Aufgaben. Sie können Browserdaten sammeln, Marketingtools mit Daten füttern, Buttons einbinden, Cookies setzen und auch Nutzer über mehrere Webseiten hinweg verfolgen.

**Warum verwenden wir den Google Tag Manager für unserer Webseite?**

Wie sagt man so schön: Organisation ist die halbe Miete! Und das betrifft natürlich auch die Pflege unserer Webseite. Um unsere Webseite für Sie und alle Menschen, die sich für unsere Produkte und Dienstleistungen interessieren, so gut wie möglich zu gestalten, brauchen wir diverse Trackingtools wie beispielsweise Google Analytics. Die erhobenen Daten dieser Tools zeigen uns, was Sie am meisten interessiert, wo wir unsere Leistungen verbessern können und welchen Menschen wir unsere Angebote noch zeigen sollten. Und damit dieses Tracking funktioniert, müssen wir entsprechende JavaScript-Codes in unsere Webseite einbinden. Grundsätzlich könnten wir jeden Code-Abschnitt der einzelnen Tracking-Tools separat in unseren Quelltext einbauen. Das erfordert allerdings relativ viel Zeit und man verliert leicht den Überblick. Darum nützen wir den Google Tag Manager. Wir können die nötigen Skripte einfach einbauen und von einem Ort aus verwalten. Zudem bietet der Google Tag Manager eine leicht zu bedienende Benutzeroberfläche und man benötigt keine Programmierkenntnisse. So schaffen wir es, Ordnung in unserem Tag-Dschungel zu halten.

**Welche Daten werden vom Google Tag Manager gespeichert?**

Der Tag Manager selbst ist eine Domain, die keine Cookies setzt und keine Daten speichert. Er fungiert als bloßer „Verwalter“ der implementierten Tags. Die Daten erfassen die einzelnen Tags der unterschiedlichen Web-Analysetools. Die Daten werden im Google Tag Manager quasi zu den einzelnen Tracking-Tools durchgeschleust und nicht gespeichert.

Ganz anders sieht das allerdings mit den eingebundenen Tags der verschiedenen Web-Analysetools, wie zum Beispiel Google Analytics, aus. Je nach Analysetool werden meist mit Hilfe von Cookies verschiedene Daten über Ihr Webverhalten gesammelt, gespeichert und verarbeitet. Dafür lesen Sie bitte unsere Datenschutztexte zu den einzelnen Analyse- und Trackingtools, die wir auf unserer Webseite verwenden.

In den Kontoeinstellungen des Tag Managers haben wir Google erlaubt, dass Google anonymisierte Daten von uns erhält. Dabei handelt es sich aber nur um die Verwendung und Nutzung unseres Tag Managers und nicht um Ihre Daten, die über die Code-Abschnitte gespeichert werden. Wir ermöglichen Google und anderen, ausgewählte Daten in anonymisierter Form zu erhalten. Wir stimmen somit der anonymen Weitergabe unseren Website-Daten zu. Welche zusammengefassten und anonymen Daten genau weitergeleitet werden, konnten wir – trotz langer Recherche – nicht in Erfahrung bringen. Auf jeden Fall löscht Google dabei alle Infos, die unsere Webseite identifizieren könnten. Google fasst die Daten mit Hunderten anderen anonymen Webseiten-Daten zusammen und erstellt, im Rahmen von Benchmarking-Maßnahmen, Usertrends. Bei Benchmarking werden eigene Ergebnisse mit jenen der Mitbewerber verglichen. Auf Basis der erhobenen Informationen können Prozesse optimiert werden.

**Wie lange und wo werden die Daten gespeichert?**

Wenn Google Daten speichert, dann werden diese Daten auf den eigenen Google-Servern gespeichert. Die Server sind auf der ganzen Welt verteilt. Die meisten befinden sich in Amerika. Unter <https://www.google.com/about/datacenters/inside/locations/?hl=de> können Sie genau nachlesen, wo sich die Google-Server befinden.

Wie lange die einzelnen Tracking-Tools Daten von Ihnen speichern, entnehmen Sie unseren individuellen Datenschutztexten zu den einzelnen Tools.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Der Google Tag Manager selbst setzt keine Cookies, sondern verwaltet Tags verschiedener Tracking-Webseiten. In unseren Datenschutztexten zu den einzelnen Tracking-Tools, finden Sie detaillierte Informationen wie Sie Ihre Daten löschen bzw. verwalten können.

Google ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf [https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI&tid=221126186](https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI). Wenn Sie mehr über den Google Tag Manager erfahren wollen, empfehlen wir Ihnen die FAQs unter <https://www.google.com/intl/de/tagmanager/faq.html>.

**Hotjar Datenschutzerklärung**

Wir verwenden auf unserer Webseite Hotjar der Firma Hotjar Limited (Level 2, St Julian’s Business Centre, 3, Elia Zammit Street, St Julian’s STJ 1000, Malta), um Besucherdaten statistisch auszuwerten. Hotjar ist ein Dienst, der das Verhalten und das Feedback von Ihnen als Nutzer auf unserer Webseite durch eine Kombination von Analyse- und Feedback-Tools analysiert. Wir erhalten von Hotjar Berichte und visuelle Darstellungen, die uns zeigen wo und wie Sie sich auf unserer Seite „bewegen“. Personenbezogenen Daten werden automatisch anonymisiert und erreichen niemals die Server von Hotjar. Das heißt Sie werden als Webseitenbenutzer nicht persönlich identifiziert und wir lernen dennoch vieles über Ihr Userverhalten.

**Was ist Hotjar?**

Wie im oberen Abschnitt bereits erwähnt, hilft uns Hotjar das Verhalten unserer Seitenbesucher zu analysieren. Zu diesen Tools, die Hotjar anbietet,  gehören Heatmaps, Conversion Funnels, Visitor Recording, Incoming Feedback, Feedback Polls und Surveys (mehr Informationen darüber erhalten Sie unter [https://www.hotjar.com/](https://www.hotjar.com?tid=221126186/)). Damit hilft uns Hotjar, Ihnen eine bessere Nutzererfahrung und ein besseres Service anzubieten. Es bietet somit einerseits eine gute Analyse über das Onlineverhalten, andererseits erhalten wir auch ein gutes Feedback über die Qualität unserer Webseite. Denn neben all den analysetechnischen Aspekten wollen wir natürlich auch einfach Ihre Meinung über unsere Webseite wissen. Und mit dem Feedbacktool ist genau das möglich.

**Warum verwenden wir Hotjar auf unserer Webseite?**

In den letzten Jahren nahm die Bedeutung von User Experience (also Benutzererfahrung) auf Webseiten stark zu. Und das auch aus gutem Grund. Eine Webseite soll so aufgebaut sein, dass Sie sich als Besucher wohl fühlen und sich einfach zurechtfinden. Wir können dank der Analyse-Tools und des Feedback-Tools von Hotjar unsere Webseite und unser Angebot attraktiver gestalten. Für uns besonders wertvoll erweisen sich die Heatmaps von Hotjar. Bei Heatmaps handelt es sich um eine Darstellungsform für die Visualisierung von Daten. Durch die Heatmaps von Hotjar sehen wir beispielsweise sehr genau, was Sie gerne anklicken, antippen und wohin Sie scrollen.

**Welche Daten werden von Hotjar gespeichert?**

Während Sie durch unsere Webseite surfen, sammelt Hotjar automatisch Informationen über Ihr Userverhalten. Um diese Informationen sammeln zu können, haben wir auf unserer Webseite einen eigenen Tracking-Code eingebaut. Folgende Daten können über Ihren Computer beziehungsweise Ihren Browser gesammelt werden:

* IP-Adresse Ihres Computers (wird in einem anonymen Format gesammelt und gespeichert)
* Bildschirmgröße
* Browserinfos (welcher Browser, welche Version usw.)
* Ihr Standort (aber nur das Land)
* Ihre bevorzugte Spracheinstellung
* Besuchte Webseiten (Unterseiten)
* Datum und Uhrzeit des Zugriffs auf eine unserer Unterseiten (Webseiten)

Zudem speichern auch Cookies Daten, die auf Ihrem Computer (meist in Ihrem Browser) platziert werden. Darin werden keine personenbezogenen Daten gesammelt. Grundsätzlich gibt Hotjar keine gesammelten Daten an Dritte weiter. Hotjar weist allerdings ausdrücklich darauf hin, dass es manchmal notwendig ist, Daten mit Amazon Web Services zu teilen. Dann werden Teile Ihrer Informationen auf deren Servern gespeichert. Amazon ist aber durch eine Geheimhaltungspflicht gebunden, diese Daten nicht preiszugeben.

Auf die gespeicherten Informationen haben nur eine begrenzte Anzahl an Personen (Mitarbeiter von Hotjar) Zugriff. Die Hotjar-Server sind durch Firewalls und IP-Beschränkungen (Zugriff nur genehmigter IP-Adressen) geschützt. Firewalls sind Sicherheitssysteme, die Computer vor unerwünschten Netzwerkzugriffen schützen. Sie sollen als Barriere zwischen dem sicheren internen Netzwerk von Hotjar und dem Internet dienen. Weiters verwendet Hotjar für Ihre Dienste auch Drittunternehmen, wie etwa Google Analytics oder Optimizely. Diese Firmen können auch Informationen, die Ihr Browser an unsere Webseite sendet, speichern.

Folgende Cookies werden von Hotjar verwendet. Da wir uns unter anderem auf die Cookie-Liste aus der Datenschutzerklärung von Hotjar unter [https://www.hotjar.com/legal/policies/cookie-information](https://help.hotjar.com/hc/en-us/articles/115011789248-Hotjar-Cookies) beziehen, liegt nicht bei jedem Cookie ein exemplarischer Wert vor. Die Liste zeigt Beispiele von verwendeten Hotjar-Cookies und erhebt keinen Anspruch auf Vollständigkeit.

**Name**: ajs\_anonymous\_id  
**Wert:**%2258832463-7cee-48ee-b346-a195f18b06c3%22221126186-5  
**Verwendungszweck:** Das Cookie wird gewöhnlich für Analysezwecke verwendet und hilft beim Zählen von Besuchern unserer Website, indem sie verfolgen, ob sie schon mal auf dieser Seite waren.  
**Ablaufdatum:** nach einem Jahr

**Name**: ajs\_group\_id  
**Wert:**0  
**Verwendungszweck:**Dieses Cookie sammelt Daten über das User-Verhalten. Diese Daten können dann, basierend auf Gemeinsamkeiten der Websitebesucher, einer bestimmten Besuchergruppe zugeordnet werden.  
**Ablaufdatum:** nach einem Jahr

**Name**: \_hjid  
**Wert:**699ffb1c-4bfb-483f-bde1-22cfa0b59c6c  
**Verwendungszweck:**Das Cookie wird verwendet, um eine Hotjar-User-ID beizubehalten, die für die Website im Browser eindeutig ist. So kann das Userverhalten bei den nächsten Besuchen derselben User-ID zugeordnet werden.  
**Ablaufdatum:** nach einem Jahr

**Name:** \_hjMinimizedPolls  
**Wert:** 462568221126186-8  
**Verwendungszweck:** Immer, wenn Sie ein Feedback Poll Widget minimieren, setzt Hotjar dieses Cookie. Das Cookie stellt sicher, dass das Widget auch wirklich minimiert bleibt, wenn Sie auf unseren Seiten surfen.  
**Ablaufdatum:** nach einem Jahr

**Name:** \_hjIncludedInSample  
**Wert:** 1  
**Verwendungszweck:** Dieses Session-Cookie wird gesetzt, um Hotjar darüber zu informieren, ob Sie Teil der ausgewählten Personen (Sample) sind, die zum Erzeugen von Trichtern (Funnels) herangezogen werden.  
**Ablaufdatum:** nach einem Jahr

**Name**: \_hjClosedSurveyInvites  
**Verwendungszweck:** Dieses Cookie wird gesetzt, wenn Sie über ein Popup-Fenster eine Einladung zu einer Feedback-Umfrage sehen. Das Cookie wird verwendet, um sicherzustellen, dass diese Einladung für Sie nur einmal erscheint.  
**Ablaufdatum:** nach einem Jahr

**Name:** \_hjDonePolls  
**Verwendungszweck:** Sobald Sie eine Feedback- „Fragerunde“ mit dem sogenannten Feedback Poll Widget beenden, wird dieses Cookie in Ihrem Browser gesetzt. Damit verhindert Hotjar, dass Sie in Zukunft nicht wieder dieselben Umfragen erhalten.  
**Ablaufdatum:** nach einem Jahr

**Name:** \_hjDoneTestersWidgets **Verwendungszweck:** Dieses Cookie wird verwendet, sobald Sie Ihre Daten im „Recruit User Tester Widget“ angeben. Mit diesem Widget wollen wir Sie als Tester anheuern. Damit dieses Formular nicht immer wieder erscheint, wird das Cookie verwendet.  
**Ablaufdatum:** nach einem Jahr

**Name:** \_hjMinimizedTestersWidgets  
**Verwendungszweck:** Damit der „Recruit User Tester“ auch wirklich auf all unseren Seiten minimiert bleibt, sobald Sie Ihn einmal minimiert haben, wird dieses Cookie gesetzt.  
**Ablaufdatum:** nach einem Jahr

**Name:** \_hjShownFeedbackMessage  
**Verwendungszweck:** Dieses Cookie wird gesetzt, wenn Sie das eingehende Feedback minimiert oder ergänzt haben. Dies geschieht, damit das eingehende Feedback sofort als minimiert geladen wird, wenn Sie zu einer anderen Seite navigieren, auf der es angezeigt werden soll.  
**Ablaufdatum:** nach einem Jahr

**Wie lange und wo werden die Daten gespeichert?**

Wir haben einen Tracking-Code auf unserer Webseite eingebaut, der an die Hotjar-Server in Irland (EU) übertragen wird. Dieser Tracking-Code kontaktiert die Server von Hotjar und sendet ein Skript an Ihren Computer oder Ihr Endgerät, mit dem Sie auf unsere Seite zugreifen. Das Skript erfasst bestimmte Daten in Bezug auf Ihre Interaktion mit unserer Webseite. Diese Daten werden dann zur Verarbeitung an die Server von Hotjar gesendet. Hotjar hat sich selbst eine 365-Tage-Datenspeicherungsfrist auferlegt. Das heißt alle Daten, die Hotjar gesammelt hat und älter als ein Jahr sind, werden automatisch wieder gelöscht.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Hotjar speichert für die Analyse keine personenbezogenen Daten von Ihnen. Das Unternehmen wirbt sogar mit dem Slogan „We track behavior, not individuals“ (also „Wir tracken Userverhalten, aber keine identifizierbaren, individuellen Daten). Sie haben auch immer die Möglichkeit die Erhebung Ihrer Daten zu unterbinden. Dafür müssen Sie nur auf die „[Opt-out-Seite](https://www.hotjar.com/legal/compliance/opt-out)“ gehen und auf „Hotjar deaktivieren“ klicken. Bitte beachten Sie, dass das Löschen von Cookies, die Nutzung des Privatmodus Ihres Browsers oder die Nutzung eines anderen Browsers dazu führt, Daten wieder zu erheben. Weiters können Sie auch in Ihrem Browser den „Do Not Track“-Button aktivieren. Im Browser Chrome beispielsweise müssen Sie dafür rechts oben auf die drei Balken klicken und auf „Einstellungen“ gehen. Dort finden Sie im Abschnitt „Datenschutz“ die Option „Mit Browserzugriffen eine „Do Not Track“-Anforderung senden“. Jetzt aktivieren Sie nur noch diese Schaltfläche und schon werden keinen Daten von Hotjar erhoben.

Mehr Details zur Datenschutzrichtlinie und welche Daten auf welche Art durch Hotjar erfasst werden finden Sie auf <https://www.hotjar.com/legal/policies/privacy?tid=221126186>.

**wao.io Datenschutzerklärung**

Um unsere Website auch technisch so gut wie möglich zu optimieren, verwenden wir den Onlinedienst wao.io. des Technologie-Unternehmens Avenga Germany GmbH, Bahnhofsvorplatz 1, 50667 Köln, Deutschland. Der Dienst hilft uns unserer Website vor Cyberangriffen zu schützen, die Ladegeschwindigkeit unserer Website zu erhöhen, und die Leistung unserer Website im allgemeinen zu verbessern.

Bei wao.io handelt es sich um eine Cloud-Lösung. Das heißt, damit dieser Dienst funktioniert, mussten wir am Code nichts ändern und auch kein Plugin installieren. Dennoch übermitteln wir allerdings Inhalte unserer Website an wao.io. Dabei wird auch Ihre IP-Adresse übermittelt, durch wao.io verarbeitet und für sieben Tagen anonymisiert in sogenannten Logfiles gespeichert. Weiters speichert wao.io ein Cookie in Ihrem Browser auf Ihrem Endgerät (PC, Laptop, Tablet usw.). Dieses Cookie ist ein sogenanntes Session-Cookie und wenn Sie Ihren Browser schließen, wird auch das Cookie wieder gelöscht. Es werden aber zu Analysezwecken auch dauerhafte Cookies gespeichert. Dabei werden Daten über Ihr Userverhalten auf unserer Website ermittelt und gespeichert. Zum Beispiel welche Unterseite Sie ansehen, die Verweildauer auf einer Seite oder welche Buttons Sie anklicken. Anhand der Daten ermöglicht uns wao.io eine pseudonymisierte Analyse des Userverhaltens auf unserer Website. Das hilft uns natürlich, besser auf Ihre Wünsche einzugehen und so unser gesamtes Service zu optimieren. Diese dauerhaften Cookies werden teilweise bereits nach 30 Minuten wieder gelöscht und andere bestehen bis zu einem Jahr.

Hier sehen Sie eine beispielhafte Liste von Cookies, die von wao.io gesetzt werden können:

**Name**: fdx2v  
**Wert:** 1cf811cb0cdf86c6e32b263c4c17554d  
**Verwendungszweck:** Das Cookie dient der Identifizierung eines Seitenaufrufs.  
**Ablaufdatum:** nach Sitzungsende

**Name**: fdx2s  
**Wert:** d8deeaf0c692d4110da9ecd566eca782221126186-5  
**Verwendungszweck:** Dieses Cookie dient der Identifizierung einer Sitzung.  
**Ablaufdatum:** nach 30 Minuten

**Name**: fdx2u  
**Wert:** d4546d1f71b6f5f19bf347f644ace784221126186-0  
**Verwendungszweck:** Dieses Cookie dient dazu, Sie wieder zu erkennen, wenn Sie auf unsere Website zurückkehren.  
**Ablaufdatum:** nach einem Jahr

**Anmerkung:** Bitte beachten Sie, dass es sich hierbei lediglich um eine beispielhafte Liste handelt und keinen Anspruch auf Vollständigkeit hat.

Wenn Sie nicht wollen, dass diese Cookies gesetzt werden und Daten dadurch von Ihnen bzw. Ihrem Userverhalten gespeichert werden, können Sie in Ihrem Browser das Setzen der Cookies auch verhindern. Denn in Ihrem Browser können Sie Cookies verwalten, deaktivieren oder löschen. Abhängig von Ihrem Browser funktioniert das immer etwas unterschiedlich. Hier finden Sie die Anleitungen der gängigsten Browser.

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Nähere Informationen über die Datenverarbeitung durch wao.io erhalten Sie in der Datenschutzerklärung von wao.io unter der Internetadresse [https://wao.io/de/privacy](https://wao.io/de/privacy?tid=221126186).

**Newsletter Datenschutzerklärung**

Wenn Sie sich für unseren Newsletter eintragen übermitteln Sie die oben genannten persönlichen Daten und geben uns das Recht Sie per E-Mail zu kontaktieren. Die im Rahmen der Anmeldung zum Newsletter gespeicherten Daten nutzen wir ausschließlich für unseren Newsletter und geben diese nicht weiter.

Sollten Sie sich vom Newsletter abmelden – Sie finden den Link dafür in jedem Newsletter ganz unten – dann löschen wir alle Daten die mit der Anmeldung zum Newsletter gespeichert wurden.

**MailChimp Datenschutzerklärung**

Wie viele andere Webseiten verwenden auch wir auf unserer Website die Dienste des Newsletter-Unternehmens MailChimp. Der Betreiber von MailChimp ist das Unternehmen The Rocket Science Group, LLC, 675 Ponce de Leon Ave NE, Suite 5000, Atlanta, GA 30308 USA. Dank MailChimp können wir Ihnen interessante Neuigkeiten sehr einfach per Newsletter zukommen lassen. Mit MailChimp müssen wir nichts installieren und können trotzdem aus einem Pool an wirklich nützlichen Funktionen schöpfen. Im Folgenden gehen wir näher auf dieses E-Mail-Marketing-Service ein und informieren Sie über die wichtigsten datenschutzrelevanten Aspekte.

**Was ist MailChimp?**

MailChimp ist ein cloudbasiertes Newsletter-Management-Service. „Cloudbasiert“ heißt, dass wir MailChimp nicht auf unserem eigenen Rechner bzw. Server installieren müssen. Wir nutzen den Dienst stattdessen über eine IT-Infrastruktur – die über das Internet verfügbar ist – auf einem externen Server. Diese Art eine Software zu nutzen, wird auch SaaS (Software as a Service) genannt.

Mit MailChimp können wir aus einer breiten Palette an verschiedenen E-Mail-Typen auswählen. Abhängig davon, was wir mit unserem Newsletter erreichen wollen, können wir Einzel-Kampagnen, regelmäßige Kampagnen, Autoresponder (automatische E-Mails), A/B Tests, RSS-Kampagnen (Aussendung in vordefinierter Zeit und Häufigkeit) und Follow-Up Kampagnen durchführen.

**Warum verwenden wir MailChimp auf unserer Webseite?**

Grundsätzlich nutzen wir einen Newsletter-Dienst, damit wir mit Ihnen in Kontakt bleiben. Wir wollen Ihnen erzählen was es bei uns Neues gibt oder welche attraktiven Angebote wir gerade in unserem Programm haben. Für unsere Marketing-Maßnahmen suchen wir immer die einfachsten und besten Lösungen. Und aus diesem Grund haben wir uns auch für das Newsletter-Management-Service von Mailchimp entschieden. Obwohl die Software sehr einfach zu bedienen ist, bietet sie eine große Anzahl an hilfreichen Features. So können wir in nur kurzer Zeit interessante und schöne Newsletter gestalten. Durch die angebotenen Designvorlagen gestalten wir jeden Newsletter ganz individuell und dank des „Responsive Design“ werden unsere Inhalte auch auf Ihrem Smartphone (oder einem anderen mobilen Endgeräten) leserlich und schön angezeigt.

Durch Tools wie beispielsweise den A/B-Test oder den umfangreichen Analysemöglichkeiten, sehen wir sehr schnell, wie unsere Newsletter bei Ihnen ankommen. So können wir gegebenenfalls reagieren und unser Angebot oder unsere Dienstleistungen verbessern.

Ein weiterer Vorteil ist das „Cloudsystem“ von Mailchimp. Die Daten werden nicht direkt auf unserem Server abgelegt und verarbeitet. Wir können die Daten von externen Servern abrufen und schonen auf diese Weise unseren Speicherplatz. Zudem wird der Pflegeaufwand deutlich geringer.

**Welche Daten werden von MailChimp gespeichert?**

Die Rocket Science Group LLC (MailChimp) unterhält Online-Plattformen, die es uns ermöglichen, mit Ihnen (sofern Sie unseren Newsletter abonniert haben) in Kontakt zu treten. Wenn Sie über unsere Website Abonnent unseres Newsletters werden, bestätigen Sie per E-Mail die Mitgliedschaft in einer E-Mail-Liste von MailChimp. Damit MailChimp auch nachweisen kann, dass Sie sich in den „Listenprovider“ eingetragen haben, werden das Datum der Eintragung und Ihre IP-Adresse gespeichert. Weiters speichert MailChimp Ihre E-Mail-Adresse, Ihren Namen, die physische Adresse und demografische Informationen, wie Sprache oder Standort.

Diese Informationen werden verwendet, um Ihnen E-Mails zu senden und bestimmte andere MailChimp-Funktionen (wie z.B. Auswertung der Newsletter) zu ermöglichen.

MailChimp teilt Informationen auch mit Drittanbietern, um bessere Dienste bereitzustellen. Einige Daten teilt MailChimp auch mit Werbepartnern von Drittanbietern, um die Interessen und Anliegen seiner Kunden besser zu verstehen, damit relevantere Inhalte und zielgerichtete Werbung bereitgestellt werden können.

Durch sogenannte „Web Beacons“ (das sind kleine Grafiken in HTML-E-Mails) kann MailChimp feststellen, ob die E-Mail angekommen ist, ob sie geöffnet wurde und ob Links angeklickt wurden. All diese Informationen werden auf den MailChimp-Servern gespeichert. Dadurch erhalten wir statistische Auswertungen und sehen genau, wie gut unser Newsletter bei Ihnen ankam. Auf diese Weise können wir unser Angebot viel besser an Ihre Wünsche anpassen und unser Service verbessern.

MailChimp darf zudem diese Daten auch zur Verbesserung des eigenen Service-Dienstes verwenden. Dadurch kann beispielsweise der Versand technisch optimiert werden oder der Standort (das Land) der Empfänger bestimmt werden.

Die folgenden Cookies können von Mailchimp gesetzt werden. Dabei handelt es sich nicht um eine vollständige Cookie-Liste, sondern vielmehr um eine exemplarische Auswahl:

**Name**: AVESTA\_ENVIRONMENT  
**Wert:**Prod  
**Verwendungszweck:** Dieses Cookie ist notwendig, um die Mailchimp-Dienste zur Verfügung zu stellen. Es wird immer gesetzt, wenn ein User sich für eine Newsletter-Mailing-Liste registriert.  
**Ablaufdatum:** nach Sitzungsende

**Name**: ak\_bmsc  
**Wert:**F1766FA98C9BB9DE4A39F70A9E5EEAB55F6517348A7000001221126186-3  
**Verwendungszweck:** Das Cookie wird verwendet, um einen Menschen von einem Bot unterscheiden zu können. So können sichere Berichte über die Nutzung einer Website erstellt werden.  
**Ablaufdatum:** nach 2 Stunden

**Name**: bm\_sv  
**Wert:**A5A322305B4401C2451FC22FFF547486~FEsKGvX8eovCwTeFTzb8//I3ak2Au…  
**Verwendungszweck:** Das Cookie ist von MasterPass Digital Wallet (ein MasterCard-Dienst) und wird verwendet, um einem Besucher einen virtuellen Zahlungsvorgang sicher und einfach anbieten zu können. Dafür wird der User auf der Website anonym identifiziert.  
**Ablaufdatum:** nach 2 Stunden

**Name**: \_abck  
**Wert:**8D545C8CCA4C3A50579014C449B045221126186-9  
**Verwendungszweck:** Wir konnten über den Zweck dieses Cookies keine näheren Informationen in Erfahrung bringen  
**Ablaufdatum:** nach einem Jahr

Manchmal kann es vorkommen, dass Sie unseren Newsletter zur besseren Darstellung über einen angegebenen Link öffnen. Das ist zum Beispiel der Fall, wenn Ihr E-Mail-Programm nicht funktioniert oder der Newsletter nicht ordnungsgemäß anzeigt wird. Der Newsletter wir dann über eine Website von MailChimp angezeigt. MailChimp verwendet auf seinen eigenen Webseiten auch Cookies (kleine Text-Dateien, die Daten auf Ihrem Browser speichern). Dabei können personenbezogenen Daten durch MailChimp und dessen Partner (z.B. Google Analytics) verarbeitet werden. Diese Datenerhebung liegt in der Verantwortung von MailChimp und wir haben darauf keinen Einfluss. Im „Cookie Statement“ von MailChimp (unter: <https://mailchimp.com/legal/cookies/>) erfahren Sie genau, wie und warum das Unternehmen Cookies verwendet.

**Wie lange und wo werden die Daten gespeichert?**

Da MailChimp ein amerikanisches Unternehmen ist, werden alle gesammelten Daten auch auf amerikanischen Servern gespeichert.

Grundsätzlich bleiben die Daten auf den Servern von Mailchimp dauerhaft gespeichert und werden erst gelöscht, wenn eine Aufforderung von Ihnen erfolgt. Sie können Ihren Kontakt bei uns löschen lassen. Das entfernt für uns dauerhaft all Ihre persönlichen Daten und anonymisiert Sie in den Mailchimp-Berichten. Sie können allerdings auch direkt bei MailChimp die Löschung Ihrer Daten anfordern. Dann werden dort all Ihre Daten entfernt und wir bekommen eine Benachrichtigung von MailChimp. Nachdem wir die E-Mail erhalten haben, haben wir 30 Tage Zeit, um Ihren Kontakt von allen verbundenen Integrationen zu löschen.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie können Ihre Zustimmung für den Erhalt unseres Newsletters jederzeit innerhalb der empfangenen E-Mail per Klick auf den Link im unteren Bereich entziehen. Wenn Sie sich mit einem Klick auf den Abmeldelink abgemeldet haben, werden Ihre Daten bei MailChimp gelöscht.

Falls Sie über einen Link in unserem Newsletter auf eine Website von MailChimp gelangen und Cookies in Ihrem Browser gesetzt werden, können Sie diese Cookies jederzeit löschen oder deaktivieren.

Je nach Browser funktioniert das Deaktivieren bzw. Löschen etwas anders. Die folgenden Anleitungen zeigen, wie Sie Cookies in Ihrem Browser verwalten:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Falls Sie grundsätzlich keine Cookies haben wollen, können Sie Ihren Browser so einrichten, dass er Sie immer informiert, wenn ein Cookie gesetzt werden soll. So können Sie bei jedem einzelnen Cookie entscheiden, ob Sie es erlauben oder nicht.

MailChimp ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf [https://www.privacyshield.gov/participant?id=a2zt0000000TO6hAAG&tid=221126186](https://www.privacyshield.gov/participant?id=a2zt0000000TO6hAAG). Mehr über den Einsatz von Cookies bei MailChimp erfahren Sie auf <https://mailchimp.com/legal/cookies/>, Informationen zum Datenschutz bei MailChimp (Privacy) können Sie auf <https://mailchimp.com/legal/privacy/> nachlesen.

**MailChimp Auftragsdatenverarbeitung Vertrag**

Wir haben mit MailChimp einen Vertrag über die Auftragsdatenverarbeitung (Data Processing Addendum) abgeschlossen. Dieser Vertrag dient zur Absicherung Ihrer persönlichen Daten und stellt sicher, dass sich MailChimp an die geltenden Datenschutzbestimmungen hält und Ihre persönlichen Daten nicht an Dritte weitergibt.

Mehr Informationen zu diesem Vertrag finden Sie auf <https://mailchimp.com/legal/data-processing-addendum/>.

**Sendinblue Datenschutzerklärung**

Sie können sich auf unserer Website kostenlos für unseren Newsletter anmelden. Damit das auch funktioniert, verwenden wir für unseren Newsletter den E-Mail-Versanddienst Sendinblue. Das ist ein Service des deutschen Unternehmens Sendinblue GmbH, Köpenicker Str. 126, 10179 Berlin.

Uns freut es natürlich sehr, wenn Sie sich für unseren Newsletter anmelden. So können wir Ihnen immer aktuell und aus erster Hand mitteilen, was sich in unserem Unternehmen gerade so abspielt. Sie sollten aber wissen, dass beim Anmeldevorgang zum Newsletter alle Daten, die Sie eingeben (wie zum Beispiel Ihre E-Mailadresse oder Ihr Vor- und Nachname) auf unserem Server und bei Sendinblue gespeichert und verwaltet werden. Dabei handelt es sich auch um personenbezogene Daten. So wird beispielsweise neben der Uhrzeit und dem Datum der Anmeldung auch Ihre IP-Adresse gespeichert. Im Verlauf der Anmeldung willigen Sie auch ein, dass wir Ihnen den Newsletter senden können und es wird weiters auf diese Datenschutzerklärung hingewiesen.  
Der Newsletter-Dienst bietet uns auch hilfreiche Analysemöglichkeiten. Das heißt, wenn wir einen Newsletter verschicken, erfahren wir beispielsweise ob und wann der Newsletter von Ihnen geöffnet wurde. Auch ob und auf welchen Link Sie im Newsletter klicken, wird von der Software erkannt und aufgezeichnet. Diese Informationen helfen enorm, unser Service an Ihre Wünsche und Anliegen anzupassen und zu optimieren. Schließlich wollen wir natürlich Ihnen die bestmögliche Dienstleistung bieten. Neben den oben bereits erwähnten Daten werden also auch solche Daten über Ihre Userverhalten gespeichert.

Die von Ihnen durchgeführte Einwilligung dieser Datenverarbeitung können Sie jederzeit widerrufen. Zum Beispiel, wenn Sie direkt im Newsletter auf den Abmeldelink klicken. Nach der Abmeldung werden die personenbezogenen Daten von unserem Server und von den Sendinblue-Servern, die in Deutschland angesiedelt sind, gelöscht. Sie haben ein Recht auf unentgeltliche Auskunft über Ihre gespeicherten Daten und gegebenenfalls auch ein Recht auf Löschung, Sperrung oder Berichtigung.

Wenn sie nähere Informationen über die Datenverarbeitung einholen wollen, empfehlen wir Ihnen die Datenschutzrichtlinie des Unternehmens unter [https://de.sendinblue.com/legal/privacypolicy/](https://de.sendinblue.com/legal/privacypolicy/?tid=221126186) und zudem auch noch folgende Informationsseite unter [https://de.sendinblue.com/informationen-newsletter-empfaenger/](https://de.sendinblue.com/informationen-newsletter-empfaenger/?tid=221126186)

**Google AdSense Datenschutzerklärung**

Wir verwenden auf dieser Webseite Google AdSense. Das ist ein Anzeigenprogramm der Firma Google Inc. (1600 Amphitheatre Parkway Mountain View, CA 94043, USA). Mit Google AdSense können wir auf dieser Webseite Werbeanzeigen einblenden, die zu unserem Thema passen. So bieten wir Ihnen Anzeigen, die im Idealfall einen richtigen Mehrwert für Sie darstellen. Im Zuge dieser Datenschutzerklärung über Google AdSense erklären wir Ihnen, warum wir Google AdSense auf unserer Webseite verwenden, welche Daten von Ihnen verarbeitet und gespeichert werden und wie Sie diese Datenspeicherung unterbinden können.

**Was ist Google AdSense?**

Das Werbeprogramm Google AdSense gibt es mittlerweile seit 2003. Im Gegensatz zu Google Ads (früher: Google AdWords) kann man hier nicht selbst Werbung schalten. Über Google AdSense werden Werbeanzeigen auf Webseiten, wie zum Beispiel auf unserer, ausgespielt. Der größte Vorteil dieses Werbedienstes im Vergleich zu manch anderen ist, dass Ihnen Google AdSense nur Anzeigen zeigt, die zu unseren Inhalten passen. Google hat einen eigenen Algorithmus, der berechnet, welche Werbeanzeigen Sie zu Gesicht bekommen. Natürlich wollen wir Ihnen nur Werbung bieten, die Sie auch interessiert und Ihnen einen Mehrwert bietet. Google überprüft anhand Ihrer Interessen bzw. Ihres Userverhaltens und anhand unseres Angebots, welche Werbeanzeigen für unsere Webseite und für unserer User geeignet sind. An dieser Stelle wollen wir auch gleich erwähnen, dass wir für die Auswahl der Werbeanzeigen nicht verantwortlich sind. Wir bieten mit unserer Webseite lediglich die Werbefläche an. Die Auswahl der angezeigten Werbung trifft Google. Seit August 2013 werden die Anzeigen auch an die jeweilige Benutzeroberfläche angepasst. Das heißt, egal ob Sie von Ihrem Smartphone, Ihrem PC oder Laptop unsere Webseite besuchen, die Anzeigen passen sich an Ihr Endgerät an.

**Warum verwenden wir Google AdSense auf unserer Webseite?**

Das Betreiben einer hochwertigen Webseite erfordert viel Hingabe und großen Einsatz. Im Grunde sind wir mit der Arbeit an unserer Webseite nie fertig. Wir versuchen stets unsere Seite zu pflegen und so aktuell wie möglich zu halten. Natürlich wollen wir mit dieser Arbeit auch einen wirtschaftlichen Erfolg erzielen. Darum haben wir uns für Werbeanzeigen als Einnahmequelle entschieden. Das Wichtigste für uns ist allerdings, Ihren Besuch auf unserer Webseite durch diese Anzeigen nicht zu stören. Mithilfe von Google AdSense wird Ihnen nur Werbung angeboten, die zu unseren Themen und Ihren Interessen passt.

Ähnlich wie bei der Google-Indexierung für eine Webseite, untersucht ein Bot den entsprechenden Content und die entsprechenden Angebote unserer Webseite. Dann werden die Werbeanzeigen inhaltlich angepasst und auf der Webseite präsentiert. Neben den inhaltlichen Überschneidungen zwischen Anzeige und Webseiten-Angebot unterstützt AdSense auch interessensbezogenes Targeting. Das bedeutet, dass Google auch Ihre Daten dazu verwendet, um auf Sie zugeschnittene Werbung anzubieten. So erhalten Sie Werbung, die Ihnen im Idealfall einen echten Mehrwert bietet und wir haben eine höhere Chance ein bisschen etwas zu verdienen.

**Welche Daten werden von Google AdSense gespeichert?**

Damit Google AdSense eine maßgeschneiderte, auf Sie angepasste Werbung anzeigen kann, werden unter anderem Cookies verwendet. Cookies sind kleine Textdateien, die bestimmte Informationen auf Ihrem Computer speichern.

In AdSense sollen Cookies bessere Werbung ermöglichen. Die Cookies enthalten keine personenidentifizierbaren Daten. Hierbei ist allerdings zu beachten, dass Google Daten wie zum Beispiel „Pseudonyme Cookie-IDs“ (Name oder anderes Identifikationsmerkmal wird durch ein Pseudonym ersetzt) oder IP-Adressen als nicht personenidentifizierbare Informationen ansieht. Im Rahmen der DSGVO können diese Daten allerdings als personenbezogene Daten gelten. Google AdSense sendet nach jeder Impression (das ist immer dann der Fall, wenn Sie eine Anzeige sehen), jedem Klick und jeder anderen Aktivität, die zu einem Aufruf der Google AdSense-Server führt, ein Cookie an den Browser. Sofern der Browser das Cookie akzeptiert, wird es dort gespeichert.

Drittanbieter können im Rahmen von AdSense unter Umständen Cookies in Ihrem Browser platzieren und auslesen bzw. Web-Beacons verwenden, um Daten zu speichern, die sie durch die Anzeigenbereitstellung auf der Webseite erhalten. Als Web-Beacons bezeichnet man kleine Grafiken, die eine Logdatei-Analyse und eine Aufzeichnung der Logdatei machen. Diese Analyse ermöglicht eine statistische Auswertung für das Online-Marketing.

Google kann über diese Cookies bestimmte Informationen über Ihr Userverhalten auf unserer Webseite sammeln. Dazu zählen:

* Informationen wie Sie mit einer Anzeige umgehen (Klicks, Impression, Mausbewegungen)
* Informationen, ob in Ihrem Browser schon eine Anzeige zu einem früheren Zeitpunkt erschienen ist. Diese Daten helfen dabei, Ihnen eine Anzeige nicht öfter anzuzeigen.

Dabei analysiert Google die Daten zu den angezeigten Werbemitteln und Ihre IP-Adresse und wertet diese aus. Google verwendet die Daten in erster Linie, um die Effektivität einer Anzeige zu messen und das Werbeangebot zu verbessern. Diese Daten werden nicht mit personenbezogenen Daten, die Google möglicherweise über andere Google-Dienste von Ihnen hat, verknüpft.

Im Folgenden stellen wir Ihnen Cookies vor, die Google AdSense für Trackingzwecke verwendet. Hierbei beziehen wir uns auf eine Test-Webseite, die ausschließlich Google AdSense installiert hat:

**Name:** uid  
**Wert:** 891269189221126186-0  
**Verwendungszweck:** Das Cookie wird unter der Domain adform.net gespeichert. Es stellt eine eindeutig zugewiesene, maschinell generierte User-ID bereit und sammelt Daten über die Aktivität auf unserer Webseite.  
**Ablaufdatum:** nach 2 Monaten

**Name:** C  
**Wert:** 1  
**Verwendungszweck:** Dieses Cookie identifiziert, ob Ihrer Browser Cookies akzeptiert. Das Cookie wird unter der Domain track.adform.net gespeichert.  
**Ablaufdatum:** nach 1 Monat

**Name:** cid  
**Wert:** 8912691894970695056,0,0,0,0  
**Verwendungszweck:**Dieses Cookie wird unter der Domain track.adform.net gespeichert, steht für Client-ID und wird verwendet, um die Werbung für Sie zu verbessern. Es kann relevantere Werbung an den Besucher weiterleiten und hilft, die Berichte über die Kampagnenleistung zu verbessern.  
**Ablaufdatum:** nach 2 Monaten

**Name:** IDE  
**Wert:** zOtj4TWxwbFDjaATZ2TzNaQmxrU221126186-3  
**Verwendungszweck:** Das Cookie wird unter der Domain doubkeklick.net gespeichert. Es dient dazu, Ihre Aktionen nach der Anzeige bzw. nach dem Klicken der Anzeige zu registrieren. Dadurch kann man messen, wie gut eine Anzeige bei unseren Besuchern ankommt.  
**Ablaufdatum:** nach 1 Monat

**Name:** test\_cookie  
**Wert:** keine Angabe  
**Verwendungszweck:** Mithilfe des „test\_cookies“ kann man überprüfen, ob Ihr Browser überhaupt Cookies unterstützt. Das Cookie wird unter der Domain doubkeklick.net gespeichert.  
**Ablaufdatum:** nach 1 Monat

**Name:** CT592996  
**Wert:**733366  
**Verwendungszweck:** Wird unter der Domain adform.net gespeichert. Das Cookie wird gesetzt sobald Sie auf eine Werbeanzeige klicken. Genauere Informationen über die Verwendung dieses Cookies konnten wir nicht in Erfahrung bringen.  
**Ablaufdatum:** nach einer Stunde

**Anmerkung:** Diese Aufzählung kann keinen Anspruch auf Vollständigkeit erheben, da Google erfahrungsgemäß die Wahl ihrer Cookies immer wieder auch verändert.

**Wie lange und wo werden die Daten gespeichert?**

Google erfasst Ihre IP-Adresse und verschiedene Aktivitäten, die Sie auf der Webseite ausführen. Cookies speichern diese Informationen zu den Interaktionen auf unsere Webseite. Laut Google sammelt und speichert das Unternehmen die angegebenen Informationen auf sichere Weise auf den hauseigenen Google-Servern in den USA.

Wenn Sie kein Google-Konto haben bzw. nicht angemeldet sind, speichert Google die erhobenen Daten mit einer eindeutigen Kennung (ID) meist auf Ihrem Browser. Die in Cookies gespeicherten eindeutigen IDs dienen beispielsweise dazu, personalisierte Werbung zu gewährleisten. Wenn Sie in einem Google-Konto angemeldet sind, kann Google auch personenbezogene Daten erheben.

Einige der Daten, die Google speichert, können Sie jederzeit wieder löschen (siehe nächsten Abschnitt). Viele Informationen, die in Cookies gespeichert sind, werden automatisch nach einer bestimmten Zeit wieder gelöscht. Es gibt allerdings auch Daten, die von Google über einen längeren Zeitraum gespeichert werden. Dies ist dann der Fall, wenn Google aus wirtschaftlichen oder rechtlichen Notwendigkeiten, gewisse Daten über einen unbestimmten, längeren Zeitraum speichern muss.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben immer die Möglichkeit Cookies, die sich auf Ihrem Computer befinden, zu löschen oder zu deaktivieren. Wie genau das funktioniert hängt von Ihrem Browser ab.

Hier finden Sie die Anleitung, wie Sie Cookies in Ihrem Browser verwalten:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

[ATP - Ad technology providers](https://support.google.com/admanager/answer/9012903?hl=en&)

* [Google](https://www.google.com/policies/technologies/partner-sites/) \*
* [1plusX](https://www.1plusx.com/privacy-policy/)
* [1trn](https://1trn.com/privacy.php)
* [22-Visions](http://www.universalmediasolutions.net/DataPrivacy)
* [2KDirect Inc.](https://www.ipromote.com/privacy-policy/)
* [33Across](https://www.33across.com/privacy-policy/)
* [42 Ads](https://www.42ads.io/42privacy.pdf)
* [6Sense Insights, Inc](https://6sense.com/privacy-policy)
* [90Degree](https://90degr.ee/privacy/)
* [A Million Ads Limited](https://www.amillionads.com/privacy-policy)
* [A1 PerformanceFactory](https://www.perfact.co.kr/privacy)
* [ADBOX](http://www.adboxdigital.uk/privacy)
* [ADCELL](https://www.adcell.de/agb#sector_6)
* [ADEX](http://theadex.com/) \*
* [ADEX](https://adex.com/privacy)
* [ADLOOP](https://adloop.co/en/privacy-policy/)
* [ADSOCY](https://adsocy.com/politica-de-privacidad-y-aviso-legal/)
* [ADman Media](https://admanmedia.com/politica.html?setLng=es)
* [ADn.AI](https://www.adn.ai/fr/politique-de-confidentialite-des-formats-publicitaires-dadn-ai-et-de-son-adserver-pour-google-ads-dv360/)
* [AKTYVUS SEKTORIUS](https://www.eskimi.com/privacy-policy)
* [APEX Mobile Media](https://www.apexmobilemedia.com/privacy-policy)
* [APNIC](https://labs.apnic.net/privacy.shtml)
* [AT Internet](https://www.atinternet.com/en/company/data-protection/)
* [Aarki](http://corp.aarki.com/privacy) \*
* [Acuityads](https://www.acuityads.com/privacy-policy/)
* [Ad Lightning](https://www.adlightning.com/privacy)
* [Ad Optima Digital](http://adoptimadigital.com/privacy-policy.html)
* [Ad2iction](https://www.ad2iction.com/privacy/)
* [Ad360](https://www.ad360.media/privacy.html)
* [AdButler](https://adbutler.com/gdpr.spark)
* [AdColony](https://www.adcolony.com/privacy-policy/)
* [AdElement](http://adelement.com/privacy-policy.html)
* [AdFalcon](http://www.adfalcon.com/en/tech-policy.html)
* [AdGear](http://adgear.com/privacy)
* [AdGibbon BV](https://www.agcs.works/privacy-policy/)
* [AdKernel](https://adkernel.com/privacy-policy/)
* [AdLib Digital Limited](https://www.ad-lib.io/privacy-policy)
* [AdMaxim](http://www.admaxim.com/admaxim-privacy-policy/) \*
* [AdPlay](https://rtb.adplay-mobile.com/privacy-policy)
* [AdPlayer.Pro](https://adplayer.pro/privacy)
* [AdPlugg](https://www.adplugg.com/legal/privacy)
* [AdPredictive](https://adpredictive.com/privacy)
* [AdRetarget](https://adretarget.me/privacy-policy)
* [AdSpirit AdServer](https://www.adspirit.de/datenschutz00.0.html)
* [AdTheorent, Inc.](https://adtheorent.com/privacy-policy)
* [AdTile](https://www.adtile.me/privacy-policy/)
* [AdTiming](https://www.adtiming.com/privacy-policy.php)
* [AdTrader](https://adtrader.com/privacy.html)
* [AdTriba](https://privacy.adtriba.com/) \*
* [AdUnity LTD](https://www.adunity.com/privacy-policy.html)
* [Adacado](https://www.adacado.com/privacy-policy-april-25-2018/) \*
* [Adagio](https://adagio.io/privacy)
* [Adapt Retail - Advertising Platform](https://www.adaptretail.com/privacy/application/)
* [Adara Media](https://adara.com/2018/04/10/adara-gdpr-faq/) \*
* [Adbalancer](https://www.adbalancer.com/datenschutz/)
* [Adblade](https://www.adblade.com/doc/privacy)
* [Adcash](https://adcash.com/legal/)
* [Adcombi](https://www.adcombi.com/privacy/)
* [Addroid](https://addroid.com/privacy.html)
* [Adelaide Metrics Inc](https://adelaidemetrics.com/privacy)
* [Adello](http://www.adello.com/privacy-policy)
* [Adflare](https://www.adflare.com/privacy-policy/?utm_source=&utm_medium=&utm_campaign=&utm_term=&utm_content=)
* [Adform](https://site.adform.com/uncategorized/product-and-services-privacy-policy/) \*
* [Adhese](https://adhese.com/privacy-and-cookie-policy)
* [Adikteev](https://www.adikteev.com/eu/privacy/) \*
* [Adimo](https://adimo.co/privacy-policy)
* [Adjust GmbH](https://www.adjust.com/terms/gdpr/)
* [Adloox](http://adloox.com/disclaimer) \*
* [Adludio](https://www.adludio.com/terms-conditions/) \*
* [Admedo](https://www.admedo.com/privacy-policy) \*
* [Admetrics](https://admetrics.io/en/privacy_policy/) \*
* [Admixer](https://admixer.net/privacy)
* [Admo.TV](https://www.admo.tv/en/privacy-policy)
* [Admost](http://adserver.admost.com/privacypolicy.html)
* [Adnami ApS](https://adnami.io/privacy-policy.html)
* [Adnetic](https://adnetic.ru/policies/privacy)
* [Adnuntius AS](https://adnuntius.com/resources/privacy-policy/)
* [Adobe Advertising Cloud](https://www.adobe.com/privacy/general-data-protection-regulation.html) \*
* [AdotMob](https://adotmob.com/privacy.html)
* [Adpone](http://www.adpone.com/privacy-policy/)
* [Adriver](https://www.adriver.ru/about/privacy-en/)
* [AdsWizz Inc.](https://adswizz.com/our-privacy-policy/)
* [Adsniper](http://ad-sniper.com/docs/privacy-en.pdf)
* [Adsolutions BV](https://www.adsolutions.com/privacy-policy/)
* [Adsonica](https://adsonica.com/privacy.html)
* [Adssets](http://adssets.com/policy)
* [Adstra](https://www.alc.com/privacy-policy/)
* [Adtelligence](https://adtelligence.com/en/data-privacy/)
* [Adtelligent Inc.](https://adtelligent.com/terms-and-conditions/)
* [Adtoox](https://www.adtoox.com/en/privacy-policy)
* [Advanse](https://advanse.io/advanse-privacy-policy/)
* [Adventive](https://www.adventive.com/legal/privacy-policy)
* [Adventori](https://www.adventori.com/fr/avec-nous/mentions-legales/) \*
* [Adverline](https://www.adverline.com/privacy/privacy.html)
* [Advertserve](https://privacy.advertserve.com/)
* [Advrtas](https://advrtas.com/privacy-policy/)
* [Adwatch](http://theadwatch.com/politica-privacidad/)
* [Adways SAS](http://www.adways.com/privacy/)
* [Adzerk](https://dev.adzerk.com/docs/privacy-policy-customers)
* [Adzymic](http://www.adzymic.co/privacy)
* [AerServ](https://www.aerserv.com/privacy-policy/)
* [Affiliate Future](http://affiliatefuture.co.uk/Legal/privacy)
* [Affle India](https://www.revx.io/privacy-policy)
* [Aidata](https://my.aidata.me/data/uploads/aidata.me-privacy-policy.pdf)
* [Airtory](https://www.airtory.com/privacy-policy)
* [Akamai](http://www.akamai.com/compliance/privacy) \*
* [AlgoriX](https://www.algorix.co/privacy-policy)
* [AlikeAudience](https://alikeaudience.com/privacy-policy/)
* [Alion](https://www.alion.nl/privacy/)
* [Alkami Technology, Inc.](https://www.alkami.com/privacy-policy/)
* [Alkemics](https://www.alkemics.com/privacy/)
* [Allegro.pl sp. z o. o.](https://allegro.pl/help/for-buyers/account-settings/gdpr-general-information-PDEZ4dlKmUO)
* [Aller Media AS](https://personvern.aller.no/)
* [Alooma](http://alooma.tv/privacypolicy.htm)
* [Alpha Architect](https://velet.jp/optout/index.html)
* [Alphalyr SAS](https://alphalyr.fr/marketing-studio-traitements-donnees-personnelles/)
* [Alphonso.tv](https://alphonso.tv/privacy/)
* [Altice Media Ads & Connect](https://www.bfmtv.com/politique-donnees-personnelles/)
* [Altum](http://svgmedia.in/privacy-policy.pdf)
* [Amazon](https://www.amazon.co.uk/gp/help/customer/display.html?nodeId=201909010) \*
* [Amino Payments, Inc.](https://integralads.com/ias-privacy-data-management/)
* [Amobee](https://www.amobee.com/trust/privacy-guidelines) \*
* [Amp.ai by Scaled Inference](https://scaledinference.com/privacy-policy)
* [Amplified Intelligence](https://www.amplifiedintelligence.com.au/privacy-policy/)
* [Analights](https://analights.com/docs/analights-consent-to-the-processing-of-personal-data-en.pdf) \*
* [AniView Ltd](https://www.aniview.com/privacy-policy/)
* [Animmoov Media](https://www.animmoov.com/privacy-policy.html)
* [Ansira Partners](https://www.ansira.com/PrivacyPolicy)
* [Answer Media](http://www.answermedia.com/privacy)
* [AntVoice](https://www.antvoice.com/en/privacypolicy/)
* [AppGrowth Inc.](https://s3.amazonaws.com/appgrowth-cloud/legal/Privacy-Policy-Appgrowth.pdf)
* [AppLovin Corp.](https://www.applovin.com/privacy) \*
* [AppNexus (Xandr) Inc](https://www.xandr.com/privacy/) \*
* [Appier](https://www.appier.com/privacy_policy/latest/privacy_policy.html)
* [Appreciate](https://appreciate.mobi/page.html#!/privacy-terms)
* [AppsFlyer](https://www.appsflyer.com/privacy-policy/)
* [Arbigo Inc.](http://www.arbigo.com/terms--policy.html)
* [Arcspire](https://public.arcspire.io/privacy.pdf)
* [Arkeero](https://arkeero.com/privacy/)
* [Armis](https://armis.tech/en/armis-personal-data-privacy-policy/)
* [Arpeely](https://arpeely.com/yourprivacy)
* [Arrivalist](https://www.arrivalist.com/privacy#gdpr) \*
* [Art of Click](http://www.artofclick.com/privacy-policy/)
* [Artsai](https://artsai.com/privacy/)
* [Artworx AS](http://adserve.zone/adserveprivacypolicy.html)
* [Ask Locala (F.K.A Fusio by S4M)](https://asklocala.com/privacy-policy/) \*
* [Astromotion](http://astromotiongames.com/gdpr)
* [Atedra](https://www.atedra.com/privacy-policy/)
* [Audience Solutions](https://netsprint.eu/privacy.html)
* [Audience2Media](https://www.audience2media.com/privacy)
* [AudienceProject](https://privacy.audienceproject.com/) \*
* [AudienceRate](http://audiencerate.com/privacy/)
* [AudienceRun](https://www.audiencerun.com/privacy-policy)
* [Audiencevalue](https://www.audiencevalue.com/legal.php)
* [Audigent](https://audigent.com/privacypolicy/)
* [Aunica](https://aunica.com/privacy-policy/) \*
* [Avantis Video](https://www.avantisvideo.com/privacy-policy/)
* [Avocet](http://avocet.io/privacy-portal) \*
* [Awin](https://www.awin.com/gb/privacy)
* [Axonix](https://axonix.com/privacy-cookie-policy/)
* [Azameo](http://www.azameo.fr/en/privacy-policy-notice/)
* [B2BIQ - AdServer](https://b2bmg.net/en/data-privacy)
* [BDSK Handels GmbH & Co. KG](https://www.xxxlutz.de/c/privacy) \*
* [BEYOND X](https://www.cci.co.jp/privacypolicy/)
* [BLIINK](https://bliink.io/privacy-policy)
* [BMS](https://www.bluems.com/privacy/en/)
* [BMind](https://bmind.es/privacy)
* [BSmartData](https://ad.bsmartdata.com/privacy.php?lang=en)
* [BannerNow](https://bannernow.com/privacy)
* [Bannercloud.io](https://www.bannercloud.io/privacy-policy)
* [Bannerflow](https://www.bannerflow.com/privacy) \*
* [Bannerwise](https://www.bannerwise.io/privacy-policy)
* [BanterX Inc](https://www.banterx.com/privacy-policy.html)
* [Barometric](https://barometric.com/privacy)
* [Basis Technologies](https://privacy.basis.net/) \*
* [Batch Media](https://theadex.com/privacy-opt-out/) \*
* [Bauhof Group AS](https://www.bauhof.ee/kliendiandmete-kasutamise-pohimotted)
* [Beeswax](https://www.beeswax.com/privacy.html) \*
* [Beintoo](https://beintoo.com/privacy-cookie-policy-2/)
* [Belboon](https://belboon.com/en/privacy/)
* [Betgenius](https://ssl.connextra.com/resources/Connextra/privacy-policy/index-v2.html) \*
* [Better Ads GmbH](http://www.d3sv.net/privacy/)
* [Better Banners](https://betterbanners.com/en/privacy)
* [Biddeo Ad Server](https://biddeo.me/en/gdpr-basic-information.html)
* [Bidease](https://bidease.com/terms-of-use)
* [Bidtellect](https://www.bidtellect.com/gdpr-user-information)
* [Bidtheatre](https://www.bidtheatre.com/privacy-policy)
* [Big Happy](https://bighappy.co/privacy-policy/)
* [Bigabid](https://www.bigabid.com/Legal/)
* [Bilendi](https://www.maximiles.com/privacy-policy)
* [Bizible](https://www.bizible.com/gdpr)
* [Blingby](https://blingby.com/privacy)
* [Blismedia](https://blis.com/privacy/) \*
* [Bliss Point Media](https://www.blisspointmedia.com/privacy)
* [Blockchain4media](https://blockchain4media.com/files/b4m-privacy-policy.docx.pdf)
* [Blue](https://getblue.io/privacy/)
* [Blue Billywig](https://www.bluebillywig.com/privacy-statement/)
* [Blue Face co.,Ltd](https://www.clickmon.co.kr/home_new/rt_info.php)
* [Bluecore, Inc.](https://www.bluecore.com/privacy/)
* [Bluesummit](https://www.bluesummit.de/datenschutz/)
* [Bombora](http://bombora.com/privacy) \*
* [Bonzai](https://www.bonzai.co/privacy-policy/)
* [Booking.com](https://www.booking.com/content/privacy.en-gb.html) \*
* [Boomplay](https://www.boomplay.com/privacyPolicy)
* [Bose](https://www.bose.co.uk/en_gb/legal/cookie_policy.html)
* [Boston Consulting Group](https://www.bcg.com/en-us/about/privacy-policy.aspx)
* [BounceX](https://bouncex.com/privacy/)
* [Brainworkz](https://brainworks.pl/index.php?option=com_content&view=article&id=83)
* [Branch](https://branch.io/policies/)
* [Brand Metrics](https://collector.brandmetrics.com/brandmetrics_privacypolicy.pdf)
* [Brandhouse/Subsero A/S](https://subserohost.com/privacy_policy.aspx)
* [BridTV](https://cms.brid.tv/pages/view/privacy)
* [Bridgewell](https://www.bridgewell.com/privacy/)
* [BritePool, Inc.](https://www.britepool.com/gdpr-privacy-notice)
* [Bucksense](https://www.bucksense.com/platform-privacy-policy/)
* [Butlers GmbH & Co. KG](https://www.butlers.com/COMPANY_PRIVACY.html)
* [Buzzoola](https://buzzoola.com/en/privacy)
* [Bytelogics](https://beta.facewallet.io/privacy-policy/)
* [C WIRE](https://www.cwire.com/company/privacy-policy)
* [C3 Metrics](https://c3metrics.com/privacy) \*
* [CONTXTFUL](https://www.contxtful.com/Privacy/)
* [CTP TECH, LLC](https://www.creatopy.com/legal-information/privacy-policy/)
* [CUBED](http://cubed.ai/privacy-policy/gdpr/) \*
* [Cablato](https://cablato.com/privacy-policy/) \*
* [Calzedonia](https://world.calzedonia.com/custserv/custserv.jsp?pageName=faq-legal-information#tab1)
* [CapitalData](https://www.capitaldata.fr/politique-de-confidentialite/)
* [Captify](http://www.captify.co.uk/technologies/brand-safety)
* [Carrefour](https://www.carrefour.es/politica-de-privacidad/mas-info/)
* [Cauly](https://www.cauly.net/index.html#/home/privacy4)
* [Cavai](http://cav.ai/privacy-policy/)
* [Cazamba Serviços de Internet Ltda](https://cazamba.com/platform-privacy/)
* [Cedato](https://www.cedato.com/privacy-policy/)
* [Celtra](https://www.celtra.com/privacy-policy/) \*
* [Chalk Digital](https://www.chalkdigital.com/index.php/privacy-policy-2/)
* [Channel Four Television Corporation](https://www.channel4.com/4viewers/policies-overview)
* [ChannelAdvisor](https://www.channeladvisor.com/privacy-policy/)
* [Chartboost](https://answers.chartboost.com/en-us/articles/200780269)
* [Cheetah Mobile](https://www.cmcm.com/en/policies/privacy-policy)
* [Cheq](https://www.cheq.ai/privacy)
* [Chocolate Platform](https://chocolateplatform.com/privacy-policy/)
* [Cint](https://www.cint.com/participant-privacy-notice/) \*
* [Clario](https://www.clar.io/privacy)
* [Click2Buy](https://www.click2buy.com/privacy-policy/)
* [ClickForce](https://www.clickforce.com.tw/edcontent.php?lang=tw&tb=15)
* [ClickOcean](https://novilimited.com/clickoceanprivacypolicy)
* [Clickadu](https://www.clickadu.com/privacy)
* [Clickagy](https://www.clickagy.com/privacy/)
* [Clickpoint](https://www.clickpoint.com/privacy/)
* [Clickwise](https://clickwise.net/section/terms)
* [Clinch](https://clinch.co/pages/privacy.html) \*
* [Clipcentric, Inc.](https://clipcentric.com/privacy.bhtml)
* [Clipr](https://clipr.co/privacy-terms)
* [Cloud Technologies](http://green.erne.co/assets/PolicyCT.pdf) \*
* [Cloudflare](https://www.cloudflare.com/security-policy/) \*
* [Cloudinary, Inc.](https://cloudinary.com/privacy)
* [CoAdvertise](http://www.coadvertise.com/en/gdpr/)
* [Coinzilla](https://coinzilla.com/privacy-policy/)
* [CollegeHumor](https://www.dropout.tv/privacy)
* [Combell](https://www.combell.com/nl/over-combell/privacy-policy)
* [Commanders Act](https://www.commandersact.com/en/privacy/) \*
* [Connatix](https://connatix.com/privacy-policy/)
* [ConnectAd Realtime GmbH](https://www.connectadrealtime.com/privacy)
* [Connected-Stories](https://www.connected-stories.com/privacy)
* [Connexity](http://connexity.com/gb/privacy-policy/)
* [Conrad](https://www.conrad.de/de/ueber-conrad/rechtliches/datenschutz)
* [Constant Contact](https://www.constantcontact.com/legal/privacy-statement)
* [Content Ignite](https://www.contentignite.com/gdpr/)
* [Converge Digital](https://converge-digital.com/privacy-policy/)
* [Conversion Logic](http://www.conversionlogic.com/privacy-policy-overview/)
* [Conversive](https://conversive.nl/privacy/)
* [Convo Ink](https://www.convo.ink/privacy-policy)
* [Cortex](http://www.heraldweekly.com/privacy-policy/)
* [Corvidae](https://www.queryclick.com/privacy-policy/)
* [Coupang](https://www.coupang.com/np/policies/privacy)
* [Credebat](https://www.credebat.com/privacy-policy)
* [Crimtan](https://crimtan.com/privacy-ctl/) \*
* [Criteo](https://www.criteo.com/privacy) \*
* [CrossInstall, Inc](https://www.crossinstall.com/data)
* [Crucial Interactive Inc.](https://www.advertisers.contobox.com/privacy-policy)
* [Crutchfield](https://www.crutchfield.com/support/privacy.aspx)
* [Cuebiq](https://www.cuebiq.com/privacypolicy/)
* [Cxense](https://www.cxense.com/about-us/platform-privacy-policy)
* [CyberAgent](https://privacy-policy.cyberagent.ai/index-en.html)
* [Czech Publisher Exchange z.s.p.o.](https://www.cpex.cz/en/for-users/)
* [D4](https://www.dentsu.com/nz/en/policies/privacy-notices)
* [DAC](http://www.dac.co.jp/english/utility/rule)
* [DAPP GLOBAL LIMITED](http://ad.duapps.com/gdpr/)
* [DAX from Global](https://global.com/privacy-policy/)
* [DENTSU](http://www.dentsu.co.jp/terms/data_policy.html) \*
* [DMA Institute](https://www.dma-institute.com/privacy-compliancy/) \*
* [DPG Media BV](https://www.persgroep.nl/privacy)
* [DYNADMIC](http://eu.dynadmic.com/privacy-policy/)
* [DaVinci11](http://www.adsfactor.com/gdpr.html)
* [Dailymotion](https://legal.dailymotion.com/en/privacy-policy/)
* [Data2Decisions](http://data2decisions.com/privacy-and-cookie-policy/)
* [DataExchanger](https://www.dataexchanger.pl/privacy-policy)
* [DataXu](https://docs.roku.com/published/userprivacypolicy/en/gb) \*
* [Datablocks, Inc](https://datablocks.net/privacy.html)
* [Datafy](http://www.datafy-software.com/cookie-policy/)
* [Datalicious](https://www.datalicious.com/privacy/)
* [Dataseat](https://dataseat.com/privacy-policy)
* [Dativa](https://www.dativa.com/privacy/)
* [DeepIntent](https://www.deepintent.com/platformprivacypolicy)
* [Delta Air Lines](https://www.delta.com/us/en/legal/privacy-and-security)
* [DeltaX](http://www.deltax.com/gdpr.html)
* [Demand Side Science, Inc.](http://demand-side-science.jp/privacy)
* [Demandbase](https://www.demandbase.com/privacy-policy/) \*
* [Dentsu Aegis Network](http://www.dentsu.com/termsofuse/data_policy.html) \*
* [Dianomi](https://www.dianomi.com/legal/privacy.epl)
* [Digiseg](http://www.digiseg.io/GDPR/) \*
* [Digital Ad Systems, Corp.](https://eu.dashboard.digitaladsystems.com/privacy.html)
* [Digital Hub Hannover GmbH](https://www.digitalhub-h.de/datenschutz/)
* [Digitaleast](https://www.digitaleast.mobi/en/privacy-policy/)
* [Digitalist Group](https://digitalist.global/privacy-policy/)
* [Digitalsunray](https://www.digitalsunray.com/de/datenschutz)
* [Discover-Tech LTD](http://discover-tech.io/dsp-privacy-policy/)
* [Display.direct](https://display.direct/wp-content/uploads/2018/04/Privacy-Policy.pdf)
* [DistroScale](http://www.distroscale.com/about/privacy-policy/)
* [Divvit AB](https://www.divvit.com/privacy)
* [Double Check](https://adchex.com/privacy-policy/)
* [DoubleVerify](https://www.doubleverify.com/privacy/) \*
* [Dstillery](https://dstillery.com/privacy-policy/) \*
* [Dumarca Gaming Ltd](https://www.verajohn.com/about/privacy-policy)
* [DynAd](https://www.dynad.net/en/privacy-and-terms.html)
* [DynAdmic Corporation](http://us.dynadmic.com/privacy-policy/)
* [Dynamic 1001 GmbH](https://www.dynamic1001.com/Datenschutz.aspx)
* [Dynamic Yield](https://www.dynamicyield.com/gdpr/)
* [Dynamo.video](https://dynamo.video/en/privacy-policy/)
* [Dynata](https://www.opinionoutpost.co.uk/en-gb/policies/privacy) \*
* [E-Contenta](https://e-contenta.com/en/privacy/)
* [E-Planning](https://www.e-planning.net/en/privacy.html)
* [E.ON Energie Deutschland GmbH](https://www.eon.de/de/pk/datenschutz.html)
* [EASY Marketing GmbH](https://www.easy-m.de/datenschutzerklaerung)
* [EASYmedia](https://www.rvty.net/gdpr) \*
* [EFICIENS](https://www.eficiens.com/privacy/)
* [EMX Digital](https://enginemediaexchange.com/terms-and-conditions/)
* [ENVISIONX LTD](http://envisionx.co/privacy)
* [ETARGET](https://sk.search.etargetnet.com/policy.html)
* [ETERNA](https://www.eterna.de/datenschutz)
* [EVC](http://morequalifiedleads.co.uk/privacy.html)
* [Eacnur](https://eacnur.org/es/politica-privacidad)
* [EasyPlatform](https://easyplatform.com/policy.php)
* [Edge NPD](http://edgenpd.com/privacy-policy/)
* [Effinity](https://www.effiliation.com/politique-confidentialite.html) \*
* [Emerse](https://www.emerse.com/privacy-policy/)
* [Emodo](https://www.emodoinc.com/privacy-policy/)
* [Enbritely](https://enbrite.ly/privacy)
* [Ensighten](https://www.ensighten.com/privacy-policy/) \*
* [Epic Combo](http://adagnit.io/privacy-policy/)
* [Epom](https://epom.com/privacy-policy)
* [Epsilon](https://www.conversantmedia.eu/legal/privacy-policy) \*
* [Erate](http://www.eratead.com/privacy_policy.pdf)
* [Essens](https://essens.no/privacy-policy/) \*
* [Eulerian Technologies](https://www.eulerian.com/en/privacy/)
* [Euvic 360e-com](https://www.clickonometrics.com/optout/)
* [Everflow – Partner Marketing Platform](https://www.everflow.io/legal/gdpr-policy)
* [Evidon](https://www.crownpeak.com/privacy) \*
* [Evolution Tech](https://e-volution.ai/privacy-policy-3/)
* [Exactag](https://www.exactag.com/en/data-privacy) \*
* [Expedia, Inc.](https://www.expedia.co.uk/p/support/privacy)
* [Exponential](http://exponential.com/privacy/) \*
* [Exposebox](https://exposebox.com/privacy-policy/)
* [Extreme Reach](https://extremereach.com/privacy-policy/)
* [Eyeota](https://www.eyeota.com/eyeota-marketplace-privacy-policy)
* [Eyereturn Marketing](https://eyereturnmarketing.com/privacy/)
* [F Sharp](https://fsharp.co/privacy-policy)
* [F@N communications](https://www.fancs.com/privacypolicy)
* [FIDUCIA DLT](https://www.fiducia.eco/privacy)
* [FLYWHEEL](https://www.flywheel.jp/privacy-policy/)
* [FORTVISION](https://www.fortvision.com/privacy-policy/index.html)
* [FXCM.com](https://www.fxcm.com/uk/legal/data-protection-rights/)
* [Facebook](https://www.facebook.com/about/privacy/update) \*
* [Factual Inc.](https://www.factual.com/privacy)
* [Fastbooking SAS](https://www.fastbooking.com/privacy-policy/)
* [First-id](https://www.first-id.fr/politique-de-confidentialite)
* [Fiverr](https://www.fiverr.com/privacy-policy)
* [Flarie](https://flarie.com/privacy)
* [Flashtalking by Mediaocean](https://www.flashtalking.com/privacypolicy) \*
* [Flexitive](https://app.flexitive.com/signup/privacy)
* [Forbes](https://www.forbes.com/privacy/english/)
* [Fospha](https://fospha.com/privacy-policy/)
* [Foursquare](https://foursquare.com/legal/privacy)
* [Fractional Media](https://www.fractionalmedia.com/privacy-policy) \*
* [FranceTV Publicité](https://www.francetelevisions.fr/groupe/confidentialite/politique-de-confidentialite/quels-sont-mes-droits-et-comment-les-exercer-35)
* [Fraudlogix](http://www.fraudlogix.com/privacy-policy/)
* [FreeWheel](https://www.freewheel.com/privacy-policy)
* [Fresh8 Gaming](https://www.fresh8gaming.com/privacy)
* [Frii ApS](https://www.friidigital.io/privacy)
* [Fyber](https://www.fyber.com/legal/gdpr-faqs/)
* [GAMNED](https://www.gamned.com/privacy-policy/)
* [GDM Services, Inc d/b/a Fiksu DSP](https://fiksu.com/gdpr/)
* [GO.PL](https://go.pl/polityka-bezpieczenstwa-danych-osobowych/)
* [GP One](http://www.gsi-one.org/templates/gsi/en/files/privacy_policy.pdf) \*
* [GROUPE M6](https://www.6play.fr/politique-de-confidentialite)
* [Gameloft SE](https://www.gameloft.com/en/privacy-notice)
* [Gamesight](https://console.gamesight.io/privacy-policy)
* [Gemius](https://www.gemius.com/cookie-policy.html) \*
* [GeoProve Limited](https://www.geoprove.io/?page_id=222)
* [GetIntent](https://getintent.com/privacy/)
* [Getquanty](http://www.getquanty.com/mentions-legales/)
* [GfK](https://sensic.net/) \*
* [Giantmedia](http://giantmedia.com/about-giant/privacy-policy/)
* [Glassdoor, Inc.](https://www.glassdoor.com/gdpr/index.htm)
* [GlobalWebIndex](http://legal.trendstream.net/non-panellist_privacy_policy)
* [Go Mobile](https://gotechnology.io/privace-policy-adx.html)
* [Go Mobile Inc](https://gonet-ads.com/policy.html)
* [GoBID](https://gobid.auction/privacy-policy/)
* [GoldSpot Media](https://corp.fluct.jp/privacy/gsm/)
* [Good-Loop](https://doc.good-loop.com/policy/privacy-policy.html)
* [Goodeed](https://goodeed.com/knowmore/privacypolicy)
* [Goodway Group](https://goodwaygroup.com/privacy-policy/)
* Google, Inc.
* [Grabit Interactive](https://kervit.com/privacy-policy/)
* [Graphyte](https://graphyte.ai/privacy-policy/)
* [Gridsum](https://ad2.gridsumdissector.com/about-googleadwords-privacy?lang=en)
* [GroovinAds](http://www.groovinads.com/en#privacy_modal)
* [GroundTruth](https://www.groundtruth.com/privacy-policy/)
* [GroundhogTech](https://www.ghtinc.com/privacy-policy/)
* [GroupM](https://www.greenhousegroup.com/nl/privacy-statement) \*
* [Gruuv Interactive](https://www.gruuvinteractive.com/privacy-policy/)
* [Gruvi](http://www.gruvi.tv/gdpr)
* [GumGum, Inc](https://gumgum.com/privacy-policy)
* [HOPLA Ads](https://hopla.online/privacy-policy/)
* [HQ GmbH](https://www.hqgmbh.eu/datenschutz.html)
* [HYP Pty Ltd](https://www.hyp.mobi/privacy-policy)
* [Haensel AMS](https://haensel-ams.com/data-privacy/) \*
* [Happydemics](https://happydemics.com/en/privacy-policy)
* [Happyfication inc](https://happyfication.com/privacy-policy/)
* [Hargreaves Lansdown](https://www.hl.co.uk/privacy-policy)
* [HasOffer - Tune, Inc](https://www.hasoffers.com/privacy-policy/)
* [Hashtag'd](https://hashtagd.net/about/privacy)
* [Havas Media France - DBi](https://www.havasgroup.com/data-protection-policy/) \*
* [HockeyCurve](https://hockeycurve.com/optout.html)
* [Hotels.com L. P.](https://uk.hotels.com/customer_care/privacy.html)
* [Housing.com](https://housing.com/terms.html)
* [HueAds](https://www.hueads.com/privacypolicy.html)
* [Human Made Machine Limited](https://surveymachine.io/#privacy)
* [Hybrid Theory](https://hybridtheory.com/privacy-notice/)
* [IAB Tech Lab](https://www.iab.com/topics/public-policy/)
* [IBM](https://www.ibm.com/customer-engagement/digital-marketing/gdpr) \*
* [ID5](https://id5.io/privacy)
* [IGAWorks](http://www.igaworks.com/en/rule_user.html)
* [IMPACT+](https://impact-plus.fr/en/privacy-policy/)
* [INCUBIQ](https://incubiq.com/privacy)
* [INFINIA](https://www.infiniamobile.com/politica-de-privacidad/)
* [INFOnline](https://www.infonline.de/datenschutz/)
* [IOTEC](https://www.iotecglobal.com/privacy-policy/)
* [IPONWEB](http://www.bidswitch.com/privacy-policy/) \*
* [IQM](https://iqm.com/privacy-policy)
* [IVO](https://ivo.io/privacy/)
* [IVS](https://ivs.tv/privacy-policy)
* [Ignition One](https://www.ignitionone.com/privacy-policy/gdpr-subject-access-requests/) \*
* [IgnitionAI](http://www.ignition.ai/privacy-policy)
* [Illuma Technology](https://www.weareilluma.com/end-user-policy)
* [Impact](https://impact.com/privacy-policy/) \*
* [Impactify](https://impactify.io/privacy-policy/)
* [Improve Digital](https://improvedigital.com/platform-privacy-policy) \*
* [InMobi](https://www.inmobi.com/privacy-policy-for-eea)
* [Indeed](https://hrtechprivacy.com/brands/indeed#s8)
* [Index Exchange](http://www.indexexchange.com/privacy/) \*
* [Ingenious Technologies](https://www.ingenioustechnologies.com/privacy-policy/)
* [Inmind](https://opinion.com.ua/Default.aspx?p=confidential&l=1)
* [Innity](https://www.innity.com/privacy-policy.php)
* [Innovid](http://www.innovid.com/privacy-policy) \*
* [Inskin Media](http://www.inskinmedia.com/privacy-policy.html)
* [Instinctive](https://instinctive.io/privacy)
* [Intango Ltd.](https://8proof.com/privacy.html)
* [Integral Ad Science](http://www.integralads.com/privacy-policy) \*
* [Interpolls](https://www.interpolls.com/privacy)
* [Intimate Merger](https://corp.intimatemerger.com/privacypolicy-en/)
* [Isobar Czech Republic](https://www.isobar.com/cz/en/privacy/)
* [JW Player](https://www.jwplayer.com/privacy/)
* [JYSK LINNEN'N FURNITURE OÜ](https://www.jysk.ee/cookies)
* [JamLoop](https://jamloop.com/opt-out/)
* [Jampp](https://www.jampp.com/privacy-policy-terms-and-conditions)
* [Jetpack](https://www.jetpack.net/privacy)
* [Jivox](http://www.jivox.com/privacy/) \*
* [Journey by CAKE](http://getcake.com/privacy-policy/#rights)
* [Joystick Interactive](http://joystickinteractive.com/privacy.html)
* [JustWatch](https://www.justwatch.com/uk/imprint)
* [Justpremium](https://justpremium.com/terms-conditions/?section=privacy_policy)
* [KAYAK](https://www.kayak.com/privacy)
* [KEEN](https://www.ingenio.com/privacypolicy)
* [KPI Solutions](https://www.adv.admeme.net/en/privacy/optout.html)
* [Kadam](https://www.kadam.net/ru/privacy-policy)
* [Kaden](https://kaden.ai/privacy-policy/)
* [Kantar](https://www.kantar.com/Cookies-Policies) \*
* [Kargo](https://kargo.com/privacy)
* [Kaufda](https://www.kaufda.de/Datenschutz)
* [Kayzen](https://kayzen.io/data-privacy-policy)
* [Kelkoo](https://www.kelkoo.fr/info-societe/politique-confidentialite)
* [KeyCDN](https://www.keycdn.com/gdpr)
* [Keymantics](https://www.keymantics.com/assets/privacy-policy.pdf)
* [Kidoz](https://kidoz.net/gdpr/)
* [Kimia Group](https://kimiagroup.com/en/privacy-policy.html)
* [Kinesso](https://kinesso.com/privacy-center/)
* [Kiosked](http://kiosked.com/privacy-policy)
* [Knorex](https://www.knorex.com/privacy)
* [Kochava](https://www.kochava.com/support-privacy/) \*
* [Koninklijke Philips N.V.](https://www.philips.com/a-w/privacy-notice.html#triggername=info_how_we_protect_data)
* [Kubient](https://kubient.com/privacy-policy/)
* [Kupona](https://www.kupona.de/datenschutz)
* [Kwanko](http://www.kwanko.com/gdpr)
* [Kwanza DSP](https://kwanza.co.tz/gdpr-compliance)
* [Kwanzoo](https://www.kwanzoo.com/gdpr)
* [LANDS' END](https://www.landsend.com/customerservice/legal_policies/privacy/)
* [LIDL SUPERMERCADOS, S.A.U.](https://www.lidl.es/es/politica-de-privacidad/s797)
* [LINE](https://terms.line.me/line_rules)
* [LINK Institut](http://www.link.ch/privacy)
* [LKQD](https://www.nexstardigital.com/privacy/)
* [LOKA Research](https://lokaplatform.com/privacy/)
* [Lacuna](https://lacunads.ushareit.com/policy.html)
* [LeadBolt](https://www.leadbolt.com/privacy)
* [LeadsRx](https://leadsrx.com/gdpr)
* [Leanback Digital](https://leanback.digital/privacy-policy/)
* [LendGo & Innovative Metrics](https://ads.innovativeadserver.com/gdrp)
* [Lentainform](https://partner.lentainform.com/privacy-policy/)
* [LifeStreet](http://www.lifestreet.com/privacy) \*
* [Lifesight](https://www.lifesight.io/privacy-policy-eng/)
* [Liftoff](https://liftoff.io/privacy-policy/) \*
* [Ligatus](https://www.ligatus.com/en/privacy-policy)
* [LinkedIn](https://www.linkedin.com/legal/privacy-policy)
* [Linkstorm](https://www.linkstorm.net/privacy/)
* [LiquidM](https://liquidm.com/privacy-policy/)
* [ListenLoop](https://listenloop.com/user-consent-policy)
* [LiveIntent](https://liveintent.com/services-privacy-policy/)
* [LivePartners](https://www.livepartners.com/confidentiality.html)
* [LiveRamp](https://liveramp.com/service-privacy-policy/) \*
* [LivelyImpact](http://www.livelyimpact.com/privacy-policy.html)
* [LnData](https://www.admaster.com.cn/en/about_us/privacy)
* [Loblaw Media](https://www.loblaw.ca/en/privacy-policy/)
* [Localsensor](https://www.localsensor.com/privacy.html) \*
* [Localstars](https://www.localstars.com/localstars-privacy-policy)
* [Location Sciences](https://www.locationsciences.ai/privacy-policy/)
* [Logiq Digital Marketing](https://rebelai.com/gdpr)
* [LoopMe](https://loopme.com/privacy/) \*
* [Loopa](http://www.signifimedia.com.au/home/privacy)
* [LotLinx®](https://lotlinx.com/wp-content/uploads/LotLinx-Privacy-Statement.pdf)
* [Lotame](https://www.lotame.com/about-lotame/privacy/) \*
* [Louder](http://louder.com.au/privacy/)
* [Lucid](https://luc.id/gdpr)
* [Lucidity](https://golucidity.com/privacy-policy/)
* [Lupon Media](https://luponmedia.com/privacy-policy)
* [M,P,NEWMEDIA,](https://www.mp-newmedia.com/datenschutz)
* [MADGIC](https://www.madgic.com/privacy-and-protection-policy/)
* [MEDIAN](https://www.median.eu/en/?page_id=257/)
* [MG-Comm](https://www.mg-comm.com/privacy-policy/)
* [MGID Inc.](https://www.mgid.com/privacy-policy)
* [MHU](http://adprov.io/privacy-policy/)
* [MI DSP](http://whiteboxdigital.ru/policy.pdf)
* [MMG](https://themoneydaily.com/privacy-policy/)
* [MOBSUCCESS](https://www.mobsuccess.com/en/privacy)
* [MSI-ACI](http://site.msi-aci.com/Home/FlexTrackPrivacy) \*
* [MT-TECHNOLOGIES LLC](https://static.wi-fi.ru/docs/offers/offer_portal.pdf)
* [Machine Advertising](https://f.hubspotusercontent40.net/hubfs/5138747/Website_Assets/Policies/Privacy_Policy.pdf?hsLang=en)
* [Macromill group](https://www.metrixlab.com/privacy-statement/) \*
* [Madington](https://delivered-by-madington.com/dat-privacy-policy/)
* [Maelico LTD](https://hyperaudience.com/privacy_policy)
* [Magnite](https://www.magnite.com/legal/advertising-technology-privacy-policy/) \*
* [Mail.ru](https://help.mail.ru/mail-help/UA)
* [MainADV](http://www.mainad.com/privacy-policy) \*
* [Malaberg Ltd](https://madisondsp.com/privacy-policy/)
* [Manage.com](https://www.manage.com/privacy-policy/) \*
* [Market Points, Inc.](http://www.marketpointsinc.com/privacy.html)
* [Marketing Science Consulting Group, Inc.](http://mktsci.com/privacy_policy.htm) \*
* [Marketing Town](https://m-t.io/privacy)
* [Markit](https://www.markitdigital.com/products/ads/privacy-policy/)
* [Mashero](http://www.mashero.com/en/privacy-protection)
* [Maverick](https://www.mvrck.co.jp/privacy/about-targeting-ad/)
* [MaxCDN](https://www.stackpath.com/legal/privacy-statement/)
* [Maytrics](https://www.maytrics.com/privacy.php)
* [Meazy](https://meazy.co/privacy-policy)
* [Media Lab Limited](http://www.medialab.group/index.html#privacycenter)
* [Media.net](https://www.media.net/en/privacy-policy)
* [MediaGo](https://www.mediago.io/policy/)
* [MediaMath](http://www.mediamath.com/privacy-policy/) \*
* [MediaPal](http://mediapal.net/gdpr-compliance)
* [MediaWallah](http://mediawallah.com/privacy-policy/)
* [Mediahead](https://www.mediahead.com/privacy-policy)
* [Medialabs](https://medialabs.es/privacy-policy)
* [Mediarithmics](https://www.mediarithmics.com/en/data-privacy.html)
* [Melvad](https://melvad.com/policy)
* [MetaAds](https://metaads.io/user-privacy-policy/)
* [Metalyzer](https://metapeople.com/datenschutz/)
* [Method Media Intelligence](https://www.methodmi.com/privacy-policy)
* [MiQ](https://www.wearemiq.com/privacy-and-compliance/privacy-policy/)
* [Miaozhen Systems](http://www.miaozhen.com/index.php/EN/Index/articontent/articleid/202.html)
* [MicroAd](https://www.microad.co.jp/privacy/)
* [Microsoft](https://privacy.microsoft.com/en-us/privacystatement)
* [Milanoo](https://www.milanoo.com/help/index-id-1459-childcat-2043.html)
* [Millemedia](https://www.millemedia.de/datenschutz/)
* [MindTake Research](https://www.mindtake.com/en/reppublika-privacy-policy) \*
* [Mixmarket Affiliate Network](http://mixmarket.biz/confidential/)
* [Mixpo](http://www.netsertive.com/privacy-policy/)
* [MoMAGIC](https://www.momagic.com/privacy-policy/)
* [MoPub (a division of Twitter, Inc.)](https://www.mopub.com/en/gdpr)
* [Mobfox](https://www.mobfox.com/gdpr/)
* [Mobidriven](https://greengreyholding.com/static/policy.pdf)
* [Mobile Innovations](http://paypersale.ru/index/optout)
* [Mobinner](https://mobinner.com/end-user-privacy-policy.html)
* [Mobitrans](http://www.mobitrans.net/privacy-policy/) \*
* [Mobkoi](https://www.mobkoi.com/Ad-Platform-Privacy-Policy.pdf)
* [Mobpro](http://mobpro.com/privacy.html) \*
* [Mobusi](https://www.mobusi.com/privacy.en.html)
* [Mobvista/Mintegral](https://www.mintegral.com/en/privacy)
* [ModiFace](https://modiface.com/legal/privacy.htm)
* [Moloco Ads](http://www.molocoads.com/private-policy.html) \*
* [Momentum](https://www.m0mentum.co.jp/ja/privacy-policy.html)
* [Mopedo](http://mopedo.com/privacy-terms/)
* [Movable Ink](https://movableink.com/legal/privacy)
* [Mozoo](https://www.mozoo.com/privacy-policy)
* [N2](https://n2.fi/privacy-policy/)
* [NEORY GmbH](https://www.neory.com/privacy.html) \*
* [NETBET](https://affiliates.netbet.gr/en/terms-conditions.html)
* [NEXD](https://nexd.com/privacy-policy/)
* [NUROFY AS](https://www.nurofy.no/privacy-policy/)
* [Nano Interactive](http://www.nanointeractive.com/privacy) \*
* [Native Touch](https://nativetouch.com/privacy-policy/)
* [NativeAds.com](https://nativeads.com/privacy-policy.php)
* [Navegg](https://www.navegg.com/en/privacy-policy/) \*
* [Near Pte Ltd](https://near.co/privacy/)
* [Neodata Group](https://www.neodatagroup.com/en/security-policy) \*
* [Net Info](https://www.netinfocompany.bg/privacy.php)
* [NetSuccess](https://www.inres.sk/optout/index_sk.html)
* [Netflix](http://www.netflix.com/google-3PAS-info) \*
* [Netquest](https://www.nicequest.com/us/privacy) \*
* [Netscore](http://netscore.pl/polityka-prywatnosci/)
* [Neural.ONE](https://web.neural.one/privacy-policy/) \*
* [Neustar](https://www.home.neustar/privacy) \*
* [Newsroom AI](https://studio.nws.ai/terms)
* [Next](https://www.next.co.uk/privacy)
* [Next Level – Affiliate Marketing](https://nextlevel.sl/datenschutz/)
* [Next Media](https://get.next14.com/docs/platform_privacy_policy_SIGNALS_it.html)
* [NextRoll, Inc.](https://www.nextroll.com/privacy) \*
* [Nexus Soft](https://www.nexus-soft.org/index/privacy)
* [Nielsen](https://www.nielsen.com/us/en/legal/privacy-statement/digital-measurement/) \*
* [Nimbus](http://www.adsbynimbus.com/privacy-policy)
* [NinthDecimal](https://www.ninthdecimal.com/privacy/)
* [Nomura](https://www.nomuraholdings.com/policy/privacy.html)
* [Nordisk Film A/S](http://adnordic.eu/privacypolicy.html)
* [Norstat](https://www.norstatpanel.com/data-protection)
* [Novatiq](https://novatiq.com/privacy-by-design/)
* [Novem](http://www.novem.pl/doc/Novem_polityka_prywatnosci.pdf)
* [Nubo LTD](https://www.recod3.com/privacypolicy.php)
* [Nørgård Mikkelsen A/S](https://www.nmic.dk/privatlivspolitik?hsLang=da-dk)
* [OSCARO COM](https://www.oscaro.com/fr/info/securite-confidentialite)
* [OTM Worldwide LLC](http://otm-r.com/privacy_policy/)
* [OTTO](https://www.otto.de/shoppages/service/datenschutz) \*
* [OVC GmbH](https://www.kissnofrog.com/legal/privacy)
* [OXY AGENCY](https://si.salesengineonline.com/privacy)
* [Objective Partners](https://www.objectivepartners.com/cookie-policy-and-privacy-statement/) \*
* [Ogury Ltd](https://ogury.com/privacy-policy/#the-data-collection-opt-out)
* [Oktawave](https://www.oktawave.com/pl/firma/informacje-prawne/polityka-prywatnosci)
* [Okube](https://okube-attribution.com/en/privacy-policy/)
* [OmniVirt](https://www.omnivirt.com/tos/privacy/)
* [Omnicom Media Group](https://omnicommediagroup.com/privacy-notice/) \*
* [On Device Research](https://ondeviceresearch.com/GDPR) \*
* [OneDash](https://onedash.com/privacy-policy.html)
* [OneDigitalAd Technologies](https://www.onedigitalad.com/privacy/privacyPolicy.html)
* [OneTag](https://www.onetag.net/privacy/) \*
* [Onseo](http://onseo.biz/index.php/privacy-policy/)
* [OpenJS Foundation](https://openjsf.org/wp-content/uploads/sites/84/2021/04/OpenJS-Foundation-Privacy-Policy-2019-11-15.pdf)
* [OpenLedger ApS](https://hubdsp.com/assets_new/files/privacy_policy.pdf)
* [OpenSlate](https://www.openslate.com/general-data-protection-regulation-gdpr-compliance-statement/)
* [OpenX Technologies](https://www.openx.com/legal/privacy-policy/) \*
* [Opera Software Ireland Ltd](https://legal.opera.com/privacy)
* [OpinionAds](https://opinionads.com/privacy)
* [Opt Out Advertising](https://www.ortecadscience.com/privacy-policy/)
* [Optimise](https://www.optimisemedia.com/privacy-policy)
* [Optimize LCC D.B.A Genius Monkey](https://www.geniusmonkey.com/gdpr.php)
* [Optomaton](http://optomaton.com/privacy.html) \*
* [Oracle Data Cloud](https://www.oracle.com/legal/privacy/marketing-cloud-data-cloud-privacy-policy.html) \*
* [Orange Advertising](https://www.orangeadvertising.fr/confidentialite-et-cookies/)
* [Orbis Video](http://www.orbisvideo.com/privacy-policy/)
* [Outbrain Inc.](https://www.outbrain.com/legal/amplify-terms#privacy-policy)
* [Overstock](https://help.overstock.com/help/s/article/PRIVACY-AND-SECURITY-POLICY)
* [Oxford BioChronometrics](https://oxford-biochron.com/privacy-policy/)
* [PERMODO](http://permodo.com/de/privacy.html) \*
* [PLAYGROUND XYZ](https://playground.xyz/privacy/privacy-policy.pdf)
* [PML innovative media](https://www.pmlatam.com/privacy-policy)
* [POWSTER](https://nearestshowtimes.s-prod.pow.io/privacy)
* [PadSquad](https://padsquad.com/privacy-policy)
* [Pandora](https://it.pandora.net/it/politica-sui-cookie/cookie-policy.html)
* [Pangle DSP](https://partner.oceanengine.com/privacy)
* [Paradox Media Tech](https://paradoxgroup.uk/knowledge-base/privacy-policy/)
* [Parrable](https://parrable.com/privacy-policy/)
* [Parship](https://www.parship.de/privacypolicy/)
* [Partnerize](https://partnerize.com/en/privacy-policy)
* [Pathmatics](https://www.pathmatics.com/privacy#advertising)
* [PebblePost](https://www.pebblepost.com/privacy-policy)
* [Peer39](https://www.peer39.com/privacy-policy/)
* [Pelmorex Corp](https://www.theweathernetwork.com/privacy-policy-na)
* [Perfect Audience](https://www.perfectaudience.com/privacy/)
* [Persona.ly](http://persona.ly/privacy_policy)
* [Pexi B.V.](https://pexi.nl/privacy-policy)
* [Phaistos Networks](https://adman.gr/gdpr)
* [Phoenix Marketing International](https://www.phoenixmi.com/privacy-policy/)
* [Pi-rate / pubintl](https://pi-rate.com.au/privacy.html)
* [PixFuture](https://www.pixfuture.com/data-processing-agreement/)
* [Pixalate](http://www.pixalate.com/privacypolicy/) \*
* [Piximedia](https://piximedia.com/privacy/?lang=en)
* [Placed](https://foursquare.com/legal/privacy)
* [Plan.Net Performance](https://www.plan-net.com/en/privacy-policy.html)
* [Platform161](https://platform161.com/cookie-and-privacy-policy/) \*
* [PlatformOne](https://www.platform-one.co.jp/data/)
* [Playable Factory](https://playablefactory.com/privacy-policy/)
* [Playdigo](https://playdigo.com/home/privacy-policy/)
* [Playrcart](https://www.playrcart.com/privacy-policy/)
* [Polar](https://privacy.polar.me/)
* [Polldaddy](https://automattic.com/privacy/)
* [Porsche AG](https://ux.porsche.com/privacy-policy/)
* [Position2](https://www.position2.com/privacy-policy/)
* [PowerLinks Media Ltd.](http://powerlinks.com/privacy-policy/)
* [Prebid.org](https://prebid.org/privacy-policy/)
* [Preciso](https://preciso.net/privacy/)
* [Primis](https://www.primis.tech/privacy-policy/) \*
* [ProData Media](https://www.prodatamg.com/privacy-policy/)
* [Prodege, LLC.](https://www.prodege.com/privacy-policy-intl/)
* [ProgSol.cz](http://www.impressionmedia.cz/files/Zasady-ochrany-a-zpracovani-osobnich-udaju-IM.pdf)
* [Programmatic Ecosystem LLC](http://mediasniper.ru/confidency.php)
* [Project Agora Ltd.](https://projectagora.com/privacy-policy/project-agora-platform/)
* [Protected Media](http://www.protected.media/privacy-policy/) \*
* [Provoke](https://www.prvk.io/privacy-policy)
* [Proxistore](https://www.proxistore.com/en/privacy/)
* [PubMatic](https://pubmatic.com/legal/privacy-policy/) \*
* [PubWise](https://admin.pubwise.io/publisher/privacypolicy)
* [Publicis Media](https://www.publicismedia.de/datenschutz/) \*
* [Pulpo (An Entravision Company)](https://www.pulpo.com/privacy-policy/)
* [PulsePoint](https://www.pulsepoint.com/legal/gdpr) \*
* [Pure Cobalt](https://www.purecobalt.com/policy/)
* [Pure Local Media GmbH](https://purelocalmedia.de/?page_id=593)
* [Purple Patch](https://purplepatch.online/privacy-policy)
* [QWARRY](https://qwarry.com/privacy-policy/)
* [Qantas](http://www.qantas.com/au/en/support/privacy-and-security.html#our-contact-details)
* [Qriously Inc](https://www.brandwatch.com/legal/qriously-privacy-notice/)
* [Quality Media Network GmbH](https://qualitymedianetwork.de/datenschutz/)
* [Qualtrics](https://www.qualtrics.com/uk/platform/gdpr/)
* [Quantasy](http://planqk.com/)
* [Quantcast](https://www.quantcast.com/privacy/) \*
* [QuarticON](https://quarticon.com/en/privacy-policy/)
* [Quiet Media](http://qt.media/opt-out)
* [Quintesse](https://www.vibrantmedia.com/en/privacy-policy/)
* [R.O.EYE Limited](https://www.roeye.com/privacy)
* [RAM](http://www.rampanel.com/ram_privacy_policy.html)
* [REES46](https://docs.rees46.com/display/en/Legal)
* [RETENCY](http://www.retency.com/stats/fr/)
* [RIESENIA.com](https://www.adboost.sk/gdpr.html)
* [RMS (Ermes)](https://www.ermes.ai/politique-de-confidentialite/)
* [ROMIR](http://ssp.rmh.ru/files/privacy_policy_eng.pdf)
* [RTB House](https://www.rtbhouse.com/privacy-center/services-privacy-policy/) \*
* [Rackspace](http://www.rackspace.com/gdpr) \*
* [Rakuten Marketing](https://rakutenadvertising.com/legal-notices/services-privacy-policy/) \*
* [Rambla](https://www.rambla.be/privacy-policy/)
* [Raptor Services](https://www.raptorservices.com/privacy-policy/)
* [Reactive](http://reactive-agency.ru/privacy.html)
* [Read Peak](https://www.readpeak.com/platform-privacy-policy)
* [Realytics](https://blog.realytics.io/en/gdpr-and-how-realytics-is-getting-ready)
* [Realzeit](https://realzeit.io/privacy.html)
* [Reas Travel Group](https://www.tjingo.nl/privacy-beleid)
* [Recruit JP](https://www.r-ad.ne.jp/optout/)
* [Red Cubes Ltd](https://www.redcubes.biz/privacy-policy)
* [Relay42](https://relay42.com/privacy) \*
* [Remerge](http://remerge.io/privacy-policy.html) \*
* [Reset Digital](http://www.resetdigital.co/privacy-policy/)
* [Resolution Media](https://www.nonstoppartner.net/) \*
* [Resonate](https://www.resonate.com/privacy-policy/) \*
* [Resono](https://reso.no/privacy-policy/)
* [ResponsiveAds](https://responsiveads.com/privacy-policy/)
* [Retail Rocket LLC](https://my.retailrocket.ru/dsp/privacy)
* [Retargetly](https://retargetly.com/privacy-policy/)
* [RevJet](https://www.revjet.com/privacy) \*
* [Revcontent](https://help.revcontent.com/en/knowledge/revcontent-privacy-policy)
* [RevenueMantra](http://www.revenuemantra.com/privacy.html)
* [Rezonence](https://rezonence.com/privacy-policy/)
* [Rich Audience](http://www.richmediastudio.com/privacy_policy/)
* [Rippll Ltd](http://www.rippll.com/privacy)
* [Rockerbox](https://www.rockerbox.com/privacy-shield)
* [Rontar](https://www.rontar.com/privacy)
* [Roq.ad](https://www.roq.ad/privacy-policy) \*
* [Roy Morgan Research](http://www.roymorgan.com/digital-privacy)
* [SAS One Planet Only](https://oneplanetonly.com/files/PRIVACY_POLICY.pdf)
* [SCIBIDS TECHNOLOGY](https://scibids.com/privacy-policy)
* [SFR](http://www.sfr.fr/securite-confidentialite.html) \*
* [SMARTSTREAM](https://www.smartstream.tv/de/datenschutz)
* [SMN Corporation](http://www.so-netmedia.jp/cookie/index.html)
* [SOL Networks Limited](https://solnetworksltd.com/privacy)
* [SPACE ADSERVER](https://adx.space/policy.html)
* [STEP A/S](https://www.step.dk/cookie-privatlivspolitik)
* [STRÖER SSP GmbH](https://www.stroeer.de/fileadmin/de/Konvergenz_und_Konzepte/Daten_und_Technologien/Stroeer_SSP/Downloads/Datenschutz_Stroeer_SSP.pdf) \*
* [SUITE 66](http://www.suite66.com/privacy-policy/)
* [SUNT Content](https://www.suntcontent.com/privacy/)
* [Sabio, Inc](https://www.sabio.inc/privacypolicy)
* [Salesforce DMP](https://www.salesforce.com/company/privacy/) \*
* [Samba TV](https://samba.tv/legal/privacy-policy/)
* [Sape](https://traffic.sape.ru/policy.html)
* [ScaleMonk](https://www.scalemonk.com/privacy-policy/index.html)
* [Scenestealer](https://scenestealer.co.uk/privacy-policy/) \*
* [Scigineer](https://www.scigineer.co.jp/privacy/)
* [Scoota](https://www.scoota.com/privacy) \*
* [Seedtag](https://www.seedtag.com/cookies-policy/)
* [Seenthis](https://seenthis.co/privacy-notice-2018-04-18.pdf) \*
* [Sellpoints](https://retargeter.com/legal-privacy/)
* [Semasio GmbH](https://www.semasio.com/privacy) \*
* [Sharethrough, Inc.](https://www.sharethrough.com/privacy-center/consumer-privacy-notice)
* [ShowHeroes](https://showheroes.atlassian.net/wiki/spaces/GDPR/pages/1702265742/)
* [Shutterstock, Inc.](https://www.shutterstock.com/privacy)
* [Sift Media](https://www.sift.co/privacy) \*
* [Signal](https://www.signal.co/privacy-policy/)
* [Silver Egg Technology](http://www.silveregg.co.jp/GDPR)
* [SilverMob](https://silvermob.com/privacy)
* [Silverbullet Data Services Group](https://wearesilverbullet.com/privacy-policy/)
* [Simplaex GmBH](https://simplaex.com/advertising-privacy-policy/)
* [Simpli.fi](https://simpli.fi/simpli-fi-services-privacy-policy/) \*
* [Singular Labs Inc.](https://www.singular.net/privacy-policy/)
* [Sirdata](https://www.sirdata.com/privacy/)
* [Sixide](https://sixide.com/sites/default/files/doc/SIXIDE-PP.pdf)
* [Sizmek](https://www.sizmek.com/privacy-policy/) \*
* [Sketchfab, Inc.](https://sketchfab.com/privacy)
* [Skoiy](https://www.skoiy.com/en/privacy-policy/)
* [Skypiea Tech Co.,Limited](https://www.ad-piece.com/gdpr/index.html?p=111)
* [Smaato](https://www.smaato.com/privacy/) \*
* [Smadex](http://smadex.com/end-user-privacy-policy/) \*
* [Smart](https://smartadserver.com/end-user-privacy-policy/) \*
* [Smart.bid ltd](https://www.smart.bid/privacy)
* [Smartly.io Solutions Oy](https://smartly.io/privacypolicy)
* [Smartology](https://www.smartology.net/privacy-policy/) \*
* [SmartyAds](https://smartyads.com/privacy-policy)
* [Smile Wanted](https://www.smilewanted.com/privacy.php)
* [Snap Inc.](https://www.snap.com/en-US/privacy/privacy-policy/)
* [Snapupp Technologies SL](https://www.enterprise.noddus.com/privacy-policy)
* [Snitcher.com](http://help.snitcher.com/general-information/does-snitcher-conform-to-the-gdpr)
* [Softcrylic](https://softcrylic.com/privacy-policy/)
* [Softcube](http://softcube.com/privacy-policy)
* [Sojern](https://www.sojern.com/privacy/product-privacy-policy/) \*
* [Solocal](https://client.adhslx.com/privacy.html) \*
* [Solution Coupons](https://ads.solution.coupons/privacy)
* [Somo Audience](https://somoaudience.com/legal/)
* [Somplo](http://somplo.com/privacy-policy/)
* [Sonobi, Inc](https://sonobi.com/privacy-policy)
* [Soundcast](https://soundcast.fm/en/data-privacy)
* [SourceKnowledge](http://www.sourceknowledge.com/privacy)
* [Sovrn](https://www.sovrn.com/privacy-policy/) \*
* [Spartoo](https://www.spartoo.co.uk/data_protection.php)
* [Spicy Mobile](https://spicymobile.pl/polityka-prywatnosci)
* [SpiderAF](https://spideraf.com/privacy)
* [Spirable](https://www.spirable.com/privacy-policy)
* [Splicky](https://www.splicky.com/de/web/privacy)
* [Sportradar](https://www.sportradar.com/about-us/privacy/)
* [Spotad](http://www.spotad.co/privacy-policy/) \*
* [Spotible](https://www.spotible.com/privacy.php)
* [Spring Venture Group](http://www.springventuregroup.com/privacy-policy/)
* [SpringServe](https://springserve.com/consumer-privacy)
* [Squeezely](https://squeezely.tech/privacy)
* [StackAdapt](https://www.stackadapt.com/privacy)
* [Stailamedia](https://www.stailamedia.com/datenschutz)
* [StartApp](https://www.startapp.com/policy/privacy-policy/)
* [Stratio Big Data](https://www.mutua.es/politica-cookies/)
* [Stream](https://stream.ru/private)
* [Stream Eye](https://app.streameye.com/policy/net)
* [StreamRail](https://www.ironsrc.com/wp-content/uploads/2016/11/ironSourceDisplayPrivacyPolicy.pdf)
* Ströer SSP GmbH
* [Sub2 Technologies](https://www.sub2tech.com/privacy-policy/)
* [Sublime Skinz](http://sublimeskinz.com/Creative-Agency-CDN-Privacy-en)
* [SunMedia](https://www.sunmedia.tv/en/legal)
* [Supership](https://supership.jp/optout/)
* [Suzumuchi](http://suzuserver.dk/GDPR/)
* [Swaven](http://www.swaven.com/cookie-policy/)
* [Synkd](https://synkd.life/GDPR.html)
* [Systemina](https://www.systemina.dk/persondatapolitik)
* [TACTIC™ Real-Time Marketing](http://tacticrealtime.com/privacy/) \*
* [TAPTAP](http://www.taptapnetworks.com/privacy_policy/)
* [TEEMO](https://teemo.co/fr/confidentialite/) \*
* [TF1 - FR](https://www.tf1.fr/politique-de-confidentialite/)
* [TROVIT](https://corporate.trovit.com/politica-de-privacidad)
* [TVSquared](https://tvsquared.com/privacy-policy/)
* [TVadSync](https://www.tvadsync.com/privacy-policy/)
* [TabMo](http://static.tabmo.io.s3.amazonaws.com/privacy-policy/index.html) \*
* [Taboola](https://www.taboola.com/privacy-policy) \*
* [Tagtoo](https://www.tagtoo.com.tw/privacy_en.html)
* [Tail](https://www.tail.digital/#privacy)
* [Taiwan Mobile Co Ltd](https://www.ghtinc.com/privacy-policy/)
* [Takoomi](https://www.takoomi.com/privacy-policy.html)
* [Tangoo](https://www.tangoomedia.com/services_privacypolicy/)
* [Tapad](https://www.tapad.com/eu-privacy-policy)
* [Tapjoy](https://www.tapjoy.com/legal/#privacy-policy)
* [Tapklik](https://www.tapklik.com/gdpr)
* [Tappx](https://www.tappx.com/privacy-policy/)
* [Taptica](https://www.taptica.com/privacy/)
* [Target RTB](http://new-programmatic.com/privacy.htm)
* [Tchibo GmbH](https://www.tchibo.de/cookies-tracking-re-targeting-s400092901.html)
* [Teads](https://teads.tv/privacy-policy/) \*
* [Tealium](https://tealium.com/protecting-your-privacy-and-your-data/)
* [Telecoming](http://www.telecoming.com/privacy-policy/)
* [TenMax](https://www.tenmax.io/gdpr-privacy-policy)
* [The Reach Group](https://trg.de/en/privacy-statement/)
* [The Trade Desk](https://www.thetradedesk.com/general/privacy-policy) \*
* [The Very Group](https://www.very.co.uk/privacy-terms.page)
* [TheINDUSTRY AG](https://www.adspot.ch/j/cookies/policy)
* [Thomann GmbH](https://www.thomann.de/de/compinfo_privacy.html)
* [ThoughtLeadr](http://www.thoughtleadr.com/privacy-policy/)
* [Throtle](https://throtle.io/privacy/)
* [Thunder](https://makethunder.com/privacy)
* [TimeOne](https://www.timeonegroup.com/privacy-policies/)
* [Tinkoff.ru](https://static.tinkoff.ru/documents/docs/processing-personal-data.pdf)
* [Tonefuse](https://cp.tonefuse.com/privacy-policy)
* [TorchAD](https://app.torchad.com/advertiser/privacy)
* [TotalJobs Group Ltd](https://www.totaljobs.com/privacy-policy)
* [TraceAd](http://influenceaudience.com/about/gdpr-privacy-policy-business-partners.html)
* [Tradedoubler AB](http://www.tradedoubler.com/en/privacy-policy/) \*
* [Tradelab](http://tradelab.com/en/privacy/)
* [TrafficGuard](https://www.trafficguard.ai/gdpr/)
* [Trafmag](http://trafmag.com/policy#gdpr)
* [Transmit.Live](https://transmit.live/privacy-policy/)
* [Travel Data Collective](https://www.yieldr.com/privacy/) \*
* [TravelClick](https://www.travelclick.com/privacy-policy.html)
* [TreSensa](http://tresensa.com/eu-privacy/index.html) \*
* [Treepodia](https://www.treepodia.com/En/docroot/Documents/Treepodia_Website_and_Platform_Privacy_Policy.pdf)
* [Trend Research](https://trendfrage.de/?ID=135)
* [Tribes Research](https://www.tribesresearch.co.uk/terms-conditions-cookie-and-privacy-policy/)
* [TripAdvisor](https://tripadvisor.mediaroom.com/us-privacy-policy)
* [TripleLift](https://triplelift.com/privacy/) \*
* [Triton Digital](https://www.tritondigital.com/privacy-policies)
* [TruEffect](https://trueffect.com/privacy-policy/) \*
* [True Wave Technologies Limited](http://truewave.io/gdpr.html)
* [TrustArc](https://www.trustarc.com/privacy-policy/) \*
* [Tuky Data](https://tuky.net/privacy.html)
* [Turbo](https://www.turboadv.com/white-rabbit-privacy-policy)
* [Twinpine](http://twinpinenetwork.com/privacy-policy/)
* [TypeA Holdings](https://risecodes.com/privacy)
* [UNICORN](https://uncn.jp/cup?lan=en)
* [Uber Technologies Inc.](https://privacy.uber.com/policy)
* [UberMedia](https://ubermedia.com/summary-of-privacy-policy/)
* [Ubex DSP](https://static.ubex.io/legal/policy.pdf)
* [Umeng Plus Beijing Technology Limited Company](https://dip.umeng.com/opt_out.html?spm=a211g2.181323.0.0.5c633604LjuRQc)
* [Underdog Media](https://underdogmedia.com/privacy-policy/gdpr)
* [Undertone](https://www.undertone.com/privacy/)
* [Unity Ads](https://unity3d.com/legal/gdpr)
* [Unitymedia](https://www.unitymedia.de/privatkunden/datenschutz/)
* [UnrulyX](https://unruly.co/legal/gdpr/) \*
* [Upwave](https://www.upwave.com/privacy-policy/)
* [Userneeds](https://userneeds.com/pages/privacy-policy-english/)
* [VECTAURY](https://vectaury.io/en/personal-data.html)
* [VF Visual Fantastix Tanner](https://sitebarad.com/de/datenschutz.html)
* [VIADS ADVERTISING S.L.](https://viads.com/privacy-policy)
* [VIVALU](http://www.vivalu.com/downloads/de_DE/VIVALU_Datenschutz_2018.pdf)
* [VIZNET](https://viznet.tv/en/privacy-policy-2/)
* [VMG](https://vmg.nyc/privacy)
* [VRTCAL](https://vrtcal.com/docs/Terms.pdf)
* [Ve Interactive](https://www.ve.com/privacy-policy)
* [Vertoz](https://www.vertoz.com/privacy-policy/)
* [Vertriebswerk](https://eazy.de/agb)
* [Verve Group](https://pubnative.net/privacy-notice) \*
* [Viant](https://viantinc.com/privacy-policy/)
* [Vidazoo](https://vidazoo.gitbook.io/vidazoo-legal/privacy-policy)
* [Video Research Interactive](https://www.videoi.co.jp/privacy/)
* [Videology](https://videologygroup.com/en/privacy-policy/) \*
* [Vidoomy](https://vidoomy.com/privacy-policy-en.html)
* [Vidstart LTD](https://www.vidstart.com/wp-content/uploads/2018/09/DPA_PDF-Vidstart.pdf)
* [Viewbix](http://corp.viewbix.com/cookie-policy/)
* [ViewersLogic LTD](https://www.viewerslogic.com/docs/Privacy-latest.html)
* [Viewst](https://old.viewst.com/privacy_policy)
* [Vimeo](https://vimeo.com/cookie_policy) \*
* [Vinstant](https://vinstant.pro/privacy)
* [Viomba](https://pathfinder.viomba.com/privacy-policy)
* [Virtual Minds](https://virtualminds.de/datenschutz/) \*
* [Visarity](https://primo.design/docs/PrivacyPolicyPrimo.html)
* [Vital Media](https://zefirgood1.ru/opt-out)
* [Vizury](https://vizury.com/privacy-policy)
* [Vodafone GmbH](https://www.vodafone.de/unternehmen/datenschutz-privatsphaere.html) \*
* [Vpon](https://www.vpon.com/en/privacy)
* [Vserv](https://www.vserv.com/privacy-policy/)
* [Vyde](https://www.wearevyde.com/privacy)
* [WHATROCKS](https://www.whatrocks.co/en/privacy-policy)
* [Wagawin](https://www.wagawin.com/privacy-en/)
* [Walmart](https://corporate.walmart.com/privacy-security/walmart-privacy-policy)
* [Wavenet](https://www.wavenet.com.tw/privacy/)
* [Waystack](https://www.wayfair.com/customerservice/general_info.php#privacy) \*
* [We Adapt](https://weadapt.digital/privacy-policy/)
* [Webgains](http://www.webgains.com/public/en/privacy/)
* [Weborama](https://weborama.com/en/weborama-privacy-commitment/) \*
* [Whichit UK Ltd](https://www.getwhichit.com/dataprotection)
* [White Ops](https://www.whiteops.com/privacy) \*
* [Widespace](https://www.widespace.com/legal/privacy-policy-notice/) \*
* [Wish](https://www.wish.com/en-privacy-policy)
* [Wizaly](https://www.wizaly.com/terms-of-use#privacy-policy) \*
* [Wonderbly](https://wonderbly.com/pages/privacy-policy)
* [WooTag](https://www.wootag.com/privacy-policy/)
* [Woobi](https://woobi.com/privacy/)
* [X-Social](http://www.xsocialgroup.com/PrivacyPolicy.html)
* [Xiaomi DSP](https://trust.mi.com/)
* [YDigital Media](http://ydigitalmedia.com/pt/privacy-policy)
* [YOC](https://yoc.com/privacy/)
* [YOOSE](https://www.yoose.com/privacy-policy)
* [YRGLM Inc.](https://www.ebis.ne.jp/gdpr_e/)
* [YSO Corp](https://www.ysocorp.com/privacy-policy)
* [Yabbi](http://dsp.yabbi.me/#popup-privacy)
* [Yahoo](https://legal.yahoo.com/ie/en/yahoo/privacy/index.html) \*
* [Yahoo! Japan](http://docs.yahoo.co.jp/docs/info/terms/chapter1.html)
* [Yandex](https://yandex.ru/legal/confidential/)
* [YieldMo](https://www.yieldmo.com/privacy/)
* [YouAppi](http://youappi.com/privacy-policy)
* [YouGov](https://yougov.co.uk/about/terms-combined/#/terms)
* [Yusp](http://www.yusp.com/yusp-privacy-policy/)
* [ZMS](https://zms.zalando.com/) \*
* [Zebestof](https://zbo.media/politique-de-confidentialite/)
* [Zeit Agency](https://zeitagency.com/privacy.html)
* [Zeta Global](https://zetaglobal.com/privacy-policy/)
* [Zucks](http://zucks.co.jp/en/privacy/)
* [Zuuvi](https://zuuvi.com/privatlivspolitik/)
* [Zynga](https://www.zynga.com/privacy/policy)
* [[24]7.ai (successor to EngageClick)](https://www.247.ai/privacy-policy#gdpr_compliance)
* [abilicom](https://contactimpact.de/datenschutz)
* [ablida](https://www.ablida.de/nutzungsbedingungen)
* [activecore](https://www.activecore.jp/privacy-policy/)
* [adQuery](https://policy.openmobi.pl/en/)
* [adTarget.me](https://adtarget.me/privacy.html)
* [adhood](https://www.theadx.com/en/privacy.php)
* [adlocal.net](http://adlocal.net/privacy.php)
* [adnanny.com](http://adserver01.de/)
* [adrule](https://www.adrule.net/de/datenschutz/)
* [advanced STORE GmbH](https://www.ad4mat.com/en/privacy/) \*
* [advolution.control](http://advolution.de/privacy.php) \*
* [appTV](https://www.apptv.com/privacy-policy)
* [bam! Interactive marketing GmbH](https://bam-interactive.de/datenschutz/)
* [bet365](https://help.bet365.com/en/privacy-policy)
* [bly](https://www.bly.ch/datenschutz/)
* [clean.io](https://clean.io/privacy-policy/)
* [comScore](https://www.comscore.com/About-comScore/Privacy-Policy) \*
* [communicationAds](https://www.communicationads.net/aboutus/privacy/)
* [congstar](https://www.congstar.de/fileadmin/files_congstar/documents/2019/Datenschutz/Datenschutzhinweise_congstar_Webseite.pdf)
* [coupling media](https://www.coupling-media.de/datenschutz.html)
* [digitalAudience](https://digitalaudience.io/legal/)
* [direct interactive](https://www.apartena.net/datenschutzerklaerung.html)
* [eBay](https://www.ebay.com/help/policies/member-behaviour-policies/user-privacy-notice-privacy-policy?id=4260#section12) \*
* [eMarketingSolutions](https://emarketingsolutions.es/privacy-policy)
* [ebuilders](https://www.mediamonks.com/privacy-notice) \*
* [econda GmbH](https://www.econda.de/service/datenschutz/)
* [emetriq](https://www.emetriq.com/datenschutz/) \*
* [engageBDR](http://engagebdr.com/terms/EngageBDR_Buyer_Addendum_December_2015.pdf)
* [firststars](https://firststars.de/datenschutzeinstellungen)
* [fluct](https://corp.fluct.jp/privacy/)
* [fraud0](https://www.fraud0.com/privacy-policy/)
* [geolad GmbH](https://geolad.com/privacy/)
* [gskinner](https://createjs.com/legal/privacy.html) \*
* [hbfsTech](http://www.hbfstech.com/fr/privacy.html)
* [hurra.com](http://www.hurra.com/impressum) \*
* [hyScore.io GmbH](https://hyscore.io/data-privacy/)
* [hybrid.ai](https://hybrid.ai/data_protection_policy)
* [iAGE Engineering](http://iageengineering.net/policy)
* [iBILLBOARD](http://www.ibillboard.com/privacymanagement/)
* [iPROM](https://iprom.eu/privacy_policy/GDPR)
* [iProspect](https://www.iprospect.com/en/ph/work/)
* [imonomy](http://imonomy.com/privacy-policy/)
* [intelliAd](https://www.intelliad.de/datenschutz) \*
* [internetstores GmbH](https://www.internetstores.com/en/legal/privacy-policy/)
* [ironSource Mobile](https://developers.ironsrc.com/ironsource-mobile/air/ironsource-mobile-privacy-policy)
* [jsdelivr](https://www.jsdelivr.com/terms/privacy-policy-jsdelivr-net)
* [lead alliance GmbH](https://www.lead-alliance.net/dataprotection)
* [mediaintelligence](https://mediaintelligence.de/privacy-policyeng.do)
* [mediasmart](https://mediasmart.io/privacy/)
* [mobilcom-debitel](https://www.mobilcom-debitel.de/legal/datenschutz/)
* [modellbau universe GbR](https://www.modellbau-universe.de/datenschutz.htm)
* [nativeMsg](https://nativemsg.com/platform-privacy-policy/)
* [numberly](https://numberly.com/en/privacy/) \*
* [smartclip Europe GmbH](http://privacy-portal.smartclip.net/)
* [t2ó](https://www.t2omedia.com/en/privacy-policy/)
* [tD-GDN](https://www.touridat.com/datenschutz)
* [tapCLIQ](https://www.tapcliq.com/privacy)
* [travel audience – An Amadeus Company](https://travelaudience.com/product-privacy-policy/) \*
* [twiago](https://www.twiago.com/datenschutz/)
* [twyn](http://www.twyn.com/datenschutz.html)
* [ucfunnel](https://www.ucfunnel.com/privacy-policy)
* [unerry Inc](https://www.unerry.co.jp/privacy-en/)
* [uppr GmbH](https://uppr.rocks/datenschutz/)
* [usemax (Emego GmbH)](http://www.usemax.de/?l=privacy) \*
* [xCheck](http://www.xcheck.co/privacy)
* [xpln.ai](https://xpln.ai/privacy)
* [zeotap](https://www.zeotap.com/privacy_policy/)
* [世纪富轩科技发展（北京）有限公司](http://help.dhgate.com/help/buyer_about_usen.php?catpid=g9)
* [北京泛为信息科技有限公司](http://www.fancydigital.com.cn/html/privacy_GDRP.html)
* [顶新](http://www.360.cn/privacy/v3/bpsxy.html)

(eine aktuelle Übersicht findet sich hier: [Link](https://support.google.com/admanager/answer/9012903?hl=en&))

[Google – Datenschutzerklärung und Nutzungsbedinungen](https://policies.google.com/technologies/partner-sites)

Falls Sie grundsätzlich keine Cookies haben wollen, können Sie Ihren Browser so einrichten, dass er Sie immer informiert, wenn ein Cookie gesetzt werden soll. So können Sie bei jedem einzelnen Cookie entscheiden, ob Sie das Cookie erlauben oder nicht. Durch das Herunterladen und Installieren dieses Browser-Plug-ins auf <https://support.google.com/ads/answer/7395996> werden ebenfalls alle „Werbecookies“ deaktiviert. Bedenken Sie, dass Sie durch das Deaktivieren dieser Cookies nicht die Werbeanzeigen verhindern, sondern nur die personalisierte Werbung.

Wenn Sie ein Google Konto besitzen, können Sie auf der Webseite <https://adssettings.google.com/authenticated> personalisierte Werbung deaktivieren. Auch hier sehen Sie dann weiter Anzeigen, allerdings sind diese nicht mehr an Ihre Interessen angepasst. Dennoch werden die Anzeigen auf der Grundlage von ein paar Faktoren, wie Ihrem Standort, dem Browsertyp und der verwendeten Suchbegriffe, angezeigt.

Welche Daten Google grundsätzlich erfasst und wofür sie diese Daten verwenden, können Sie auf <https://www.google.com/intl/de/policies/privacy/> nachlesen.

**Amazon-Partnerprogramm Datenschutzerklärung**

Wir verwenden auf unserer Website das Amazon-Partnerprogramm des Unternehmens Amazon.com, Inc. Die verantwortlichen Stellen im Sinne der Datenschutzerklärung sind die Amazon Europe Core S.à.r.l., die Amazon EU S.à.r.l, die Amazon Services Europe S.à.r.l. und die Amazon Media EU S.à.r.l., alle vier ansässig 5, Rue Plaetis, L-2338 Luxemburg sowie Amazon Instant Video Germany GmbH, Domagkstr. 28, 80807 München. Als Datenverarbeiter wird die Amazon Deutschland Services GmbH, Marcel-Breuer-Str. 12, 80807 München, tätig. Durch die Verwendung dieses Amazon-Partnerprogramms können Daten von Ihnen an Amazon übertragen, gespeichert und verarbeitet werden.

In dieser Datenschutzerklärung informieren wir Sie um welche Daten es sich handelt, warum wir das Programm verwenden und wie Sie die Datenübertragung verwalten bzw. unterbinden können.

**Was ist das Amazon-Partnerprogramm?**

Das Amazon-Partnerprogramm ist ein Affiliate-Marketing-Programm des Online-Versandunternehmens [Amazon.de](https://www.amazon.de/ref=as_li_ss_tl?site-redirect=at&linkCode=ll2&tag=thetraffic-21&linkId=16a65fb03b8cb39206283c5345d87944&language=de_DE&tid=221126186). Wie jedes Affiliate-Programm basiert auch das Amazon-Partnerprogramm auf dem Prinzip der Vermittlungsprovision. Amazon bzw. wir platzieren auf unserer Website Werbung oder Partnerlinks und wenn Sie darauf klicken und ein Produkt über Amazon kaufen, erhalten wir eine Werbekostenerstattung (Provision).

**Warum verwenden wir das Amazon-Partnerprogramm auf unserer Webseite?**

Unser Ziel ist es Ihnen eine angenehme Zeit mit vielen hilfreichen Inhalten zu liefern. Dafür stecken wir sehr viel Arbeit und Energie in die Entwicklung unserer Website. Mit Hilfe des Amazon-Partnerprogramms haben wir die Möglichkeit, für unsere Arbeit auch ein bisschen entlohnt zu werden. Jeder Partnerlink zu Amazon hat selbstverständlich immer mit unserem Thema zu tun und zeigt Angebote, die Sie interessieren könnten.

**Welche Daten werden durch das Amazon-Partnerprogramm gespeichert?**

Sobald Sie mit den Produkten und Dienstleistungen von Amazon interagieren, erhebt Amazon Daten von Ihnen. Amazon unterscheidet zwischen Informationen, die Sie aktiv dem Unternehmen geben und Informationen, die automatisch gesammelt und gespeichert werden. Zu den „aktiven Informationen“ zählen zum Beispiel Name, E-Mail-Adresse, Telefonnummer, Alter, Zahlungsinformationen oder Standortinformationen. Sogenannte „automatische Informationen“ werden in erster Linie über Cookies gespeichert. Dazu zählen Informationen zum Userverhalten, IP-Adresse, Gerätinformationen (Browsertyp, Standort, Betriebssysteme) oder die URL. Amazon speichert weiters auch den Clickstream. Damit ist der Weg (Reihenfolge der Seiten) gemeint, den Sie als User zurücklegen, um zu einem Produkt zu kommen. Auch um die Herkunft einer Bestellung nachvollziehen zu können, speichert Amazon Cookies in Ihrem Browser. So erkennt das Unternehmen, dass Sie über unsere Website eine Amazon-Werbeanzeige oder einen Partnerlink angeklickt haben.

Wenn Sie ein Amazon-Konto haben und angemeldet sind, während Sie auf unserer Webseite surfen, können die erhobenen Daten Ihrem Account zugewiesen werden. Das verhindern Sie, indem Sie sich bei Amazon abmelden, bevor Sie auf unserer Website surfen.

Hier zeigen wir Ihnen beispielhafte Cookies, die in Ihrem Browser gesetzt werden, wenn Sie auf unserer Website auf einen Amazon-Link kicken.

**Name**: uid  
**Wert:** 3230928052675285215221126186-9  
**Verwendungszweck:**Dieses Cookie speichert eine eindeutige User-ID und sammelt Informationen über Ihre Websiteaktivität.  
**Ablaufdatum:** nach 2 Monaten

**Name**: ad-id  
**Wert:** AyDaInRV1k-Lk59xSnp7h5o  
**Verwendungszweck:** Dieses Cookie wird von amazon-adsystem.com zur Verfügung gestellt und dient dem Unternehmen für verschiedene Werbezwecke.  
**Ablaufdatum:** nach 8 Monaten

**Name**: uuid2  
**Wert:**8965834524520213028221126186-2  
**Verwendungszweck:** Dieses Cookie ermöglicht gezielte und interessensbezogene Werbung über die AppNexus-Plattform. Das Cookie sammelt und speichert über die IP-Adresse beispielsweise anonyme Daten darüber, welche Werbung Sie angeklickt haben und welche Seiten Sie aufgerufen haben.  
**Ablaufdatum:** nach 3 Monaten

**Name**: session-id  
**Wert:**262-0272718-2582202221126186-1  
**Verwendungszweck:**Dieses Cookie speichert eine eindeutige User-ID, die der Server Ihnen für die Dauer eines Websitebesuchs (Session) zuweist. Besuchen Sie dieselbe Seite wieder, werden die darin gespeichert Information wieder abgerufen.  
**Ablaufdatum:** nach 15 Jahren

**Name**: APID  
**Wert:** UP9801199c-4bee-11ea-931d-02e8e13f0574  
**Verwendungszweck:** Dieses Cookie speichert Informationen darüber, wie Sie eine Website nutzen und welche Werbung Sie vor dem Websitebesuch angesehen haben.  
**Ablaufdatum:** nach einem Jahr

**Name**: session-id-time  
**Wert:**tb:s-STNY7ZS65H5335FZEVPE|1581329862486&t:1581329864300&adb:adblk\_no  
**Verwendungszweck:** Dieses Cookie erfasst die Zeit, die Sie mit einer eindeutigen Cookie-ID auf einer Webseite verbringen.  
**Ablaufdatum:** nach 2 Jahren

**Name**: csm-hit  
**Wert:**2082754801l  
**Verwendungszweck:** Wir könnten über dieses Cookie keine genauen Informationen in Erfahrung bringen.  
**Ablaufdatum:** nach 15 Jahren

**Anmerkung:** Bitte beachten Sie, dass diese Liste lediglich Cookie-Beispiele zeigt und keinen Anspruch auf Vollständigkeit erheben kann.

Amazon nutzt diese erhaltenen Informationen, um Werbeanzeigen genauer an die Interessen der User abzustimmen.

**Wie lange und wo werden die Daten gespeichert?**

Persönliche Daten werden von Amazon so lange gespeichert, wie es für die geschäftlichen Dienste von Amazon erforderlich ist oder aus rechtlichen Gründen notwendig ist. Da das Unternehmen Amazon seinen Hauptsitz in den USA hat, werden die gesammelten Daten auch auf amerikanischen Servern gespeichert.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und sie auch zu löschen. Wenn Sie einen Amazon-Account besitzen, können Sie in Ihrem Account viele der erhobenen Daten verwalten oder löschen.

Eine weitere Option, die Datenverarbeitung und -speicherung durch Amazon nach Ihren Vorlieben zu verwalten, bietet Ihr Browser. Dort können Sie Cookies verwalten, deaktivieren oder löschen. Dies funktioniert bei jedem Browser ein bisschen anders. Hier finden Sie die Anleitungen zu den gängigsten Browsern:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Amazon ist aktiver Teilnehmer des EU-U.S. Privacy Shield Frameworks, wodurch der korrekte Datentransfer persönlicher Daten zwischen den USA und der EU geregelt wird. Mehr Informationen dazu finden Sie auf [https://www.privacyshield.gov/participant?id=a2zt0000000TOWQAA4](https://www.privacyshield.gov/participant?id=a2zt0000000TOWQAA4&tid=221126186). Wir hoffen wir haben Ihnen die wichtigsten Informationen über die Datenübertragung durch die Verwendung von dem Amazon-Partnerprogramm nähergebracht. Mehr Informationen finden Sie unter <https://www.amazon.de/gp/help/customer/display.html?nodeId=201909010>.

**Google Ads (Google AdWords) Conversion-Tracking Datenschutzerklärung**

Wir verwenden als Online-Marketing-Maßnahme Google Ads (früher Google AdWords), um unsere Produkte und Dienstleistungen zu bewerben. So wollen wir im Internet mehr Menschen auf die hohe Qualität unserer Angebote aufmerksam machen. Im Rahmen unserer Werbe-Maßnahmen durch Google Ads verwenden wir auf unserer Website das Conversion-Tracking der Firma Google Inc. In Europa ist allerdings für alle Google-Dienste das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) verantwortlich. Mithilfe dieses kostenlosen Tracking-Tools können wir unser Werbeangebot an Ihre Interessen und Bedürfnisse besser anpassen. Im Folgenden Artikel wollen wir genauer darauf eingehen, warum wir Conversion-Tracking benutzen, welche Daten dabei gespeichert werden und wie Sie diese Datenspeicherung verhindern.

**Was ist Google Ads Conversion-Tracking?**

Google Ads (früher Google AdWords) ist das hauseigene Online-Werbesystem der Firma Google Inc. Wir sind von der Qualität unseres Angebots überzeugt und wollen, dass so viele Menschen wie möglich unsere Webseite kennenlernen. Im Onlinebereich bietet Google Ads dafür die beste Plattform. Natürlich wollen wir auch einen genauen Überblick über den Kosten-Nutzen-Faktor unserer Werbeaktionen gewinnen. Darum verwenden wir das Conversion-Tracking-Tool von Google Ads.

Doch was ist eine Conversion eigentlich? Eine Conversion entsteht, wenn Sie von einem rein interessierten Webseitenbesucher zu einem handelnden Besucher werden. Dies passiert immer dann, wenn Sie auf unsere Anzeige klicken und im Anschluss eine andere Aktion ausführen, wie zum Beispiel unsere Webseite besuchen. Mit dem Conversion-Tracking-Tool von Google erfassen wir, was nach einem Klick eines Users auf unsere Google Ads-Anzeige geschieht. Zum Beispiel können wir so sehen, ob Produkte gekauft werden, Dienstleistungen in Anspruch genommen werden oder ob sich User für unseren Newsletter angemeldet haben.

**Warum verwenden wir Google Ads Conversion-Tracking auf unserer Webseite?**

Wir setzen Google Ads ein, um auch auf anderen Webseiten auf unser Angebot aufmerksam zu machen. Ziel ist es, dass unsere Werbekampagnen wirklich auch nur jene Menschen erreichen, die sich für unsere Angebote interessieren. Mit dem Conversion-Tracking Tool sehen wir welche Keywords, Anzeigen, Anzeigengruppen und Kampagnen zu den gewünschten Kundenaktionen führen. Wir sehen wie viele Kunden mit unseren Anzeigen auf einem Gerät interagieren und dann eine Conversion durchführen. Durch diese Daten können wir unseren Kosten-Nutzen-Faktor berechnen, den Erfolg einzelner Werbemaßnahmen messen und folglich unsere Online-Marketing-Maßnahmen optimieren. Wir können weiters mithilfe der gewonnenen Daten unsere Webseite für Sie interessanter gestalten und unser Werbeangebot noch individueller an Ihre Bedürfnisse anpassen.

**Welche Daten werden bei Google Ads Conversion-Tracking gespeichert?**

Wir haben ein Conversion-Tracking-Tag oder Code-Snippet auf unserer Webseite eingebunden, um gewisse User-Aktionen besser analysieren zu können. Wenn Sie nun eine unserer Google Ads-Anzeigen anklicken, wird auf Ihrem Computer (meist im Browser) oder Mobilgerät das Cookie „Conversion“ von einer Google-Domain gespeichert. Cookies sind kleine Textdateien, die Informationen auf Ihrem Computer speichern.

Hier die Daten der wichtigsten Cookies für das Conversion-Tracking von Google:

**Name:** Conversion  
**Wert:** EhMI\_aySuoyv4gIVled3Ch0llweVGAEgt-mr6aXd7dYlSAGQ221126186-3  
**Verwendungszweck:** Dieses Cookie speichert jede Conversion, die Sie auf unserer Seite machen, nachdem Sie über eine Google Ad zu uns gekommen sind.  
**Ablaufdatum:** nach 3 Monaten

**Name:** \_gac  
**Wert:** 1.1558695989.EAIaIQobChMIiOmEgYO04gIVj5AYCh2CBAPrEAAYASAAEgIYQfD\_BwE  
**Verwendungszweck:** Dies ist ein klassisches Google Analytics-Cookie und dient dem Erfassen verschiedener Handlungen auf unserer Webseite.  
**Ablaufdatum:** nach 3 Monaten

**Anmerkung:** Das Cookie \_gac scheint nur in Verbindung mit Google Analytics auf. Die oben angeführte Aufzählung hat keinen Anspruch auf Vollständigkeit, da Google für analytische Auswertung immer wieder auch andere Cookies verwendet.

Sobald Sie eine Aktion auf unserer Webseite abschließen, erkennt Google das Cookie und speichert Ihre Handlung als sogenannte Conversion. Solange Sie auf unserer Webseite surfen und das Cookie noch nicht abgelaufen ist, erkennen wir und Google, dass Sie über unsere Google-Ads-Anzeige zu uns gefunden haben. Das Cookie wird ausgelesen und mit den Conversion-Daten zurück an Google Ads gesendet. Es ist auch möglich, dass noch andere Cookies zur Messung von Conversions verwendet werden. Das Conversion-Tracking von Google Ads kann mithilfe von Google Analytics noch verfeinert und verbessert werden. Bei Anzeigen, die Google an verschiedenen Orten im Web anzeigt, werden unter unserer Domain möglicherweise Cookies mit dem Namen „\_\_gads“ oder “\_gac” gesetzt. Seit September 2017 werden diverse Kampagneninformationen von analytics.js mit dem \_gac-Cookie gespeichert. Das Cookie speichert diese Daten, sobald Sie eine unserer Seiten aufrufen, für die die automatische Tag-Kennzeichnung von Google Ads eingerichtet wurde. Im Gegensatz zu Cookies, die für Google-Domains gesetzt werden, kann Google diese Conversion-Cookies nur lesen, wenn Sie sich auf unserer Webseite befinden. Wir erheben und erhalten keine personenbezogenen Daten. Wir bekommen von Google einen Bericht mit statistischen Auswertungen. So erfahren wir beispielsweise die Gesamtanzahl der User, die unsere Anzeige angeklickt haben und wir sehen, welche Werbemaßnahmen gut ankamen.

**Wie lange und wo werden die Daten gespeichert?**

An dieser Stelle wollen wir darauf hinweisen, dass wir keinen Einfluss darauf haben, wie Google die erhobenen Daten weiterverwendet. Laut Google werden die Daten verschlüsselt und auf sicheren Servern gespeichert. In den meisten Fällen laufen Conversion-Cookies nach 30 Tagen ab und übermitteln keine personenbezogenen Daten. Die Cookies mit dem Namen „Conversion“ und „\_gac“ (das in Verbindung mit Google Analytics zum Einsatz kommt) haben ein Ablaufdatum von 3 Monaten.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben die Möglichkeit am Conversion-Tracking von Google Ads nicht teilzunehmen. Wenn Sie das Cookie des Google Conversion-Trackings über Ihren Browser deaktivieren, blockieren Sie das Conversion-Tracking. In diesem Fall werden Sie in der Statistik des Tracking-Tools nicht berücksichtigt. Sie können die Cookie-Einstellungen in Ihrem Browser jederzeit verändern. Bei jedem Browser funktioniert dies etwas anders. Hier finden Sie die Anleitung, wie Sie Cookies in Ihrem Browser verwalten:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Falls Sie grundsätzlich keine Cookies haben wollen, können Sie Ihren Browser so einrichten, dass er Sie immer informiert, wenn ein Cookie gesetzt werden soll. So können Sie bei jedem einzelnen Cookie entscheiden, ob Sie das Cookie erlauben oder nicht. Durch das Herunterladen und Installieren dieses Browser-Plug-ins auf <https://support.google.com/ads/answer/7395996> werden ebenfalls alle „Werbecookies“ deaktiviert. Bedenken Sie, dass Sie durch das Deaktivieren dieser Cookies nicht die Werbeanzeigen verhindern, sondern nur die personalisierte Werbung.

Durch die Zertifizierung für das amerikanische-europäische Datenschutzübereinkommen „Privacy Shield“, muss der amerikanische Konzern Google LLC die in der EU geltenden Datenschutzgesetze einhalten. Wenn Sie Näheres über den Datenschutz bei Google erfahren möchten, empfehlen wir die allgemeine Datenschutzerklärung von Google: <https://policies.google.com/privacy?hl=de>.

**Facebook Datenschutzerklärung**

Wir verwenden auf unserer Webseite ausgewählte Tools von Facebook. Facebook ist ein Social Media Network des Unternehmens Facebook Ireland Ltd., 4 Grand Canal Square, Grand Canal Harbour, Dublin 2 Ireland. Mithilfe dieser Tools können wir Ihnen und Menschen, die sich für unsere Produkte und Dienstleistungen interessieren, das bestmögliche Angebot bieten. Im Folgenden geben wir einen Überblick über die verschiedenen Facebook Tools, welche Daten an Facebook gesendet werden und wie Sie diese Daten löschen können.

**Was sind Facebook-Tools?**

Neben vielen anderen Produkten bietet Facebook auch die sogenannten „Facebook Business Tools“ an. Das ist die offizielle Bezeichnung von Facebook. Da der Begriff aber kaum bekannt ist, haben wir uns dafür entschieden, sie lediglich Facebook-Tools zu nennen. Darunter finden sich unter anderem:

* Facebook-Pixel
* soziale Plug-ins (wie z.B der „Gefällt mir“- oder „Teilen“-Button)
* Facebook Login
* Account Kit
* APIs (Programmierschnittstelle)
* SDKs (Sammlung von Programmierwerkzeugen)
* Plattform-Integrationen
* Plugins
* Codes
* Spezifikationen
* Dokumentationen
* Technologien und Dienstleistungen

Durch diese Tools erweitert Facebook Dienstleistungen und hat die Möglichkeit, Informationen über User-Aktivitäten außerhalb von Facebook zu erhalten.

**Warum verwenden wir Facebook-Tools auf unserer Webseite?**

Wir wollen unsere Dienstleistungen und Produkte nur Menschen zeigen, die sich auch wirklich dafür interessieren. Mithilfe von Werbeanzeigen (Facebook-Ads) können wir genau diese Menschen erreichen. Damit den Usern passende Werbung gezeigt werden kann, benötigt Facebook allerdings Informationen über die Wünsche und Bedürfnisse der Menschen. So werden dem Unternehmen Informationen über das Userverhalten (und Kontaktdaten) auf unserer Webseite zur Verfügung gestellt. Dadurch sammelt Facebook bessere User-Daten und kann interessierten Menschen die passende Werbung über unsere Produkte bzw. Dienstleistungen anzeigen. Die Tools ermöglichen somit maßgeschneiderte Werbekampagnen auf Facebook.

Daten über Ihr Verhalten auf unserer Webseite nennt Facebook „Event-Daten“. Diese werden auch für Messungs- und Analysedienste verwendet. Facebook kann so in unserem Auftrag „Kampagnenberichte“ über die Wirkung unserer Werbekampagnen erstellen. Weiters bekommen wir durch Analysen einen besseren Einblick, wie Sie unsere Dienstleistungen, Webseite oder Produkte verwenden. Dadurch optimieren wir mit einigen dieser Tools Ihre Nutzererfahrung auf unserer Webseite. Beispielsweise können Sie mit den sozialen Plug-ins Inhalte auf unserer Seite direkt auf Facebook teilen.

**Welche Daten werden von Facebook-Tools gespeichert?**

Durch die Nutzung einzelner Facebook-Tools können personenbezogene Daten (Kundendaten) an Facebook gesendet werden. Abhängig von den benutzten Tools können Kundendaten wie Name, Adresse, Telefonnummer und IP-Adresse versandt werden.

Facebook verwendet diese Informationen, um die Daten mit den Daten, die es selbst von Ihnen hat (sofern Sie Facebook-Mitglied sind) abzugleichen. Bevor Kundendaten an Facebook übermittelt werden, erfolgt ein sogenanntes „Hashing“. Das bedeutet, dass ein beliebig großer Datensatz in eine Zeichenkette transformiert wird. Dies dient auch der Verschlüsselung von Daten.

Neben den Kontaktdaten werden auch „Event-Daten“ übermittelt. Unter „Event-Daten“ sind jene Informationen gemeint, die wir über Sie auf unserer Webseite erhalten. Zum Beispiel, welche Unterseiten Sie besuchen oder welche Produkte Sie bei uns kaufen. Facebook teilt die erhaltenen Informationen nicht mit Drittanbietern (wie beispielsweise Werbetreibende), außer das Unternehmen hat eine explizite Genehmigung oder ist rechtlich dazu verpflichtet. „Event-Daten“ können auch mit Kontaktdaten verbunden werden. Dadurch kann Facebook bessere personalisierte Werbung anbieten. Nach dem bereits erwähnten Abgleichungsprozess löscht Facebook die Kontaktdaten wieder.

Um Werbeanzeigen optimiert ausliefern zu können, verwendet Facebook die Event-Daten nur, wenn diese mit anderen Daten (die auf andere Weise von Facebook erfasst wurden) zusammengefasst wurden. Diese Event-Daten nützt Facebook auch für Sicherheits-, Schutz-, Entwicklungs- und Forschungszwecke. Viele dieser Daten werden über Cookies zu Facebook übertragen. Cookies sind kleine Text-Dateien, die zum Speichern von Daten bzw. Informationen in Browsern verwendet werden. Je nach verwendeten Tools und abhängig davon, ob Sie Facebook-Mitglied sind, werden unterschiedlich viele Cookies in Ihrem Browser angelegt. In den Beschreibungen der einzelnen Facebook Tools gehen wir näher auf einzelne Facebook-Cookies ein. Allgemeine Informationen über die Verwendung von Facebook-Cookies erfahren Sie auch auf [https://www.facebook.com/policies/cookies](https://www.facebook.com/policies/cookies?tid=221126186).

**Wie lange und wo werden die Daten gespeichert?**

Grundsätzlich speichert Facebook Daten bis sie nicht mehr für die eigenen Dienste und Facebook-Produkte benötigt werden. Facebook hat auf der ganzen Welt Server verteilt, wo seine Daten gespeichert werden. Kundendaten werden allerdings, nachdem sie mit den eigenen Userdaten abgeglichen wurden, innerhalb von 48 Stunden gelöscht.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Entsprechend der Datenschutz Grundverordnung haben Sie das Recht auf Auskunft, Berichtigung, Übertragbarkeit und Löschung Ihrer Daten.

Eine komplette Löschung der Daten erfolgt nur, wenn Sie Ihr Facebook-Konto vollständig löschen. Und so funktioniert das Löschen Ihres Facebook-Kontos:

1) Klicken Sie rechts bei Facebook auf Einstellungen.

2) Anschließend klicken Sie in der linken Spalte auf „Deine Facebook-Informationen“.

3) Nun klicken Sie „Deaktivierung und Löschung“.

4) Wählen Sie jetzt „Konto löschen“ und klicken Sie dann auf „Weiter und Konto löschen“

5) Geben Sie nun Ihr Passwort ein, klicken Sie auf „Weiter“ und dann auf „Konto löschen“

Die Speicherung der Daten, die Facebook über unsere Seite erhält, erfolgt unter anderem über Cookies (z.B. bei sozialen Plugins). In Ihrem Browser können Sie einzelne oder alle Cookies deaktivieren, löschen oder verwalten. Je nach dem welchen Browser Sie verwenden, funktioniert dies auf unterschiedliche Art und Weise. Die folgenden Anleitungen zeigen, wie Sie Cookies in Ihrem Browser verwalten:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Falls Sie grundsätzlich keine Cookies haben wollen, können Sie Ihren Browser so einrichten, dass er Sie immer informiert, wenn ein Cookie gesetzt werden soll. So können Sie bei jedem einzelnen Cookie entscheiden, ob Sie es erlauben oder nicht.

Facebook ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf <https://www.privacyshield.gov/participant?id=a2zt0000000GnywAAC>. Wir hoffen wir haben Ihnen die wichtigsten Informationen über die Nutzung und Datenverarbeitung durch die Facebook-Tools nähergebracht. Wenn Sie mehr darüber erfahren wollen, wie Facebook Ihre Daten verwendet, empfehlen wir Ihnen die Datenrichtlinien auf <https://www.facebook.com/about/privacy/update>.

**Facebook Soziale Plug-ins Datenschutzerklärung**

Auf unserer Webseite sind sogenannte soziale Plug-ins des Unternehmens Facebook Inc. eingebaut. Sie erkennen diese Buttons am klassischen Facebook-Logo, wie dem „Gefällt mir“-Button (die Hand mit erhobenem Daumen) oder an einer eindeutigen „Facebook Plug-in“-Kennzeichnung. Ein soziales Plug-in ist ein kleiner Teil von Facebook, der in unsere Seite integriert ist. Jedes Plug-in hat eine eigene Funktion. Die am meisten verwendeten Funktionen sind die bekannten „Gefällt mir“- und „Teilen“-Buttons.

Folgende soziale Plug-ins werden von Facebook angeboten:

* „Speichern“-Button
* „Gefällt mir“-Button, Teilen, Senden und Zitat
* Seiten-Plug-in
* Kommentare
* Messenger-Plug-in
* Eingebettete Beiträge und Videoplayer
* Gruppen-Plug-in

Auf <https://developers.facebook.com/docs/plugins> erhalten Sie nähere Informationen, wie die einzelnen Plug-ins verwendet werden. Wir nützen die sozialen Plug-ins einerseits, um Ihnen ein besseres Usererlebnis auf unserer Seite zu bieten, andererseits weil Facebook dadurch unsere Werbeanzeigen optimieren kann.

Sofern Sie ein Facebook-Konto haben oder [facebook.com](https://www.facebook.com/) schon mal besucht haben, hat Facebook bereits mindestens ein Cookie in Ihrem Browser gesetzt. In diesem Fall sendet Ihr Browser über dieses Cookie Informationen an Facebook, sobald Sie unsere Seite besuchen bzw. mit sozialen Plug-ins (z.B. dem „Gefällt mir“-Button) interagieren.

Die erhaltenen Informationen werden innerhalb von 90 Tagen wieder gelöscht bzw. anonymisiert. Laut Facebook gehören zu diesen Daten Ihre IP-Adresse, welche Webseite Sie besucht haben, das Datum, die Uhrzeit und weitere Informationen, die Ihren Browser betreffen.

Um zu verhindern, dass Facebook während Ihres Besuches auf unserer Webseite viele Daten sammelt und mit den Facebook-Daten verbindet, müssen Sie sich während des Webseitenbesuchs von Facebook abmelden (ausloggen).

Falls Sie bei Facebook nicht angemeldet sind oder kein Facebook-Konto besitzen, sendet Ihr Browser weniger Informationen an Facebook, weil Sie weniger Facebook-Cookies haben. Dennoch können Daten wie beispielsweise Ihre IP-Adresse oder welche Webseite Sie besuchen an Facebook übertragen werden. Wir möchten noch ausdrücklich darauf hinweisen, dass wir über die genauen Inhalte der Daten nicht exakt Bescheid wissen. Wir versuchen aber Sie nach unserem aktuellen Kenntnisstand so gut als möglich über die Datenverarbeitung aufzuklären. Wie Facebook die Daten nutzt, können Sie auch in den Datenrichtline des Unternehmens unter <https://www.facebook.com/about/privacy/update> nachlesen.

Folgende Cookies werden in Ihrem Browser mindestens gesetzt, wenn Sie eine Webseite mit sozialen Plug-ins von Facebook besuchen:

**Name:** dpr  
**Wert:** keine Angabe  
**Verwendungszweck:** Dieses Cookie wird verwendet, damit die sozialen Plug-ins auf unserer Webseite funktionieren.  
**Ablaufdatum:** nach Sitzungsende

**Name:** fr  
**Wert:** 0jieyh4221126186c2GnlufEJ9..Bde09j…1.0.Bde09j  
**Verwendungszweck:** Auch das Cookie ist nötig, dass die Plug-ins einwandfrei funktionieren.  
**Ablaufdatum::** nach 3 Monaten

**Anmerkung:** Diese Cookies wurden nach einem Test gesetzt, auch wenn Sie nicht Facebook-Mitglied sind.

Sofern Sie bei Facebook angemeldet sind, können Sie Ihre Einstellungen für Werbeanzeigen unter <https://www.facebook.com/ads/preferences/?entry_product=ad_settings_screen> selbst verändern. Falls Sie kein Facebook-User sind, können Sie auf [http://www.youronlinechoices.com/de/praferenzmanagement/](http://www.youronlinechoices.com/de/praferenzmanagement/?tid=221126186)grundsätzlich Ihre nutzungsbasierte Online-Werbung verwalten. Dort haben Sie die Möglichkeit, Anbieter zu deaktivieren bzw. zu aktivieren.

Wenn Sie mehr über den Datenschutz von Facebook erfahren wollen, empfehlen wir Ihnen die eigenen Datenrichtlinien des Unternehmens auf [https://www.facebook.com/policy.php](https://www.facebook.com/policy.php?tip=221126186).

**Facebook Login Datenschutzerklärung**

Wir haben auf unserer Seite das praktische Facebook Login integriert. So können Sie sich bei uns ganz einfach mit Ihrem Facebook-Konto einloggen, ohne ein weiteres Benutzerkonto anlegen zu müssen. Wenn Sie sich entscheiden, Ihre Registrierung über das Facebook Login zu machen, werden Sie auf das Social Media Network Facebook weitergeleitet. Dort erfolgt die Anmeldung über Ihre Facebook Nutzerdaten. Durch dieses Login-Verfahren werden Daten über Sie bzw. Ihr Userverhalten gespeichert und an Facebook übermittelt.

Um die Daten zu speichern, benutzt Facebook verschiedene Cookies. Im Folgenden zeigen wir Ihnen die wichtigsten Cookies, die in Ihrem Browser gesetzt werden bzw. schon bestehen, wenn Sie sich über das Facebook Login auf unserer Seite anmelden:

**Name:** fr  
**Wert:** 0jieyh4c2GnlufEJ9..Bde09j…1.0.Bde09j  
**Verwendungszweck:** Dieses Cookie wird verwendet, damit das soziale Plugin auf unserer Webseite bestmöglich funktioniert.  
**Ablaufdatum:** nach 3 Monaten

**Name:** datr  
**Wert:** 4Jh7XUA2221126186SEmPsSfzCOO4JFFl  
**Verwendungszweck:** Facebook setzt das „datr“-Cookie, wenn ein Webbrowser auf facebook.com zugreift, und das Cookie hilft, Anmeldeaktivitäten zu identifizieren und die Benutzer zu schützen.  
**Ablaufdatum:** nach 2 Jahren

**Name:** \_js\_datr  
**Wert:** deleted  
**Verwendungszweck:** Dieses Session-Cookie setzt Facebook zu Trackingzwecken, auch wenn Sie kein Facebook-Konto haben oder ausgeloggt sind.  
**Ablaufdatum:** nach Sitzungsende

**Anmerkung:** Die angeführten Cookies sind nur eine kleine Auswahl der Cookies, die Facebook zur Verfügung stehen. Weitere Cookies sind beispielsweise \_ fbp, sb oder wd. Eine vollständige Aufzählung ist nicht möglich, da Facebook über eine Vielzahl an Cookies verfügt und diese variabel einsetzt.

Der Facebook Login bietet Ihnen einerseits einen schnellen und einfachen Registrierungsprozess, andererseits haben wir so die Möglichkeit Daten mit Facebook zu teilen. Dadurch können wir unser Angebot und unsere Werbeaktionen besser an Ihre Interessen und Bedürfnisse anpassen. Daten, die wir auf diese Weise von Facebook erhalten, sind öffentliche Daten wie

* Ihr Facebook-Name
* Ihr Profilbild
* eine hinterlegte E-Mail-Adresse
* Freundeslisten
* Buttons-Angaben (z.B. „Gefällt mir“-Button)
* Geburtstagsdatum
* Sprache
* Wohnort

Im Gegenzug stellen wir Facebook Informationen über Ihre Aktivitäten auf unserer Webseite bereit. Das sind unter anderem Informationen über Ihr verwendetes Endgerät, welche Unterseiten Sie bei uns besuchen oder welche Produkte Sie bei uns erworben haben.

Durch die Verwendung von Facebook Login willigen Sie der Datenverarbeitung ein. Sie können diese Vereinbarung jederzeit widerrufen. Wenn Sie mehr Informationen über die Datenverarbeitung durch Facebook erfahren wollen, empfehlen wir Ihnen die Facebook-Datenschutzerklärung unter [https://de-de.facebook.com/policy.php](https://de-de.facebook.com/policy.php?tid=221126186).

Sofern Sie bei Facebook angemeldet sind, können Sie Ihre Einstellungen für Werbeanzeigen unter <https://www.facebook.com/ads/preferences/?entry_product=ad_settings_screen> selbst verändern.

**Instagram Datenschutzerklärung**

Wir haben auf unserer Webseite Funktionen von Instagram eingebaut. Instagram ist eine Social Media Plattform des Unternehmens Instagram LLC, 1601 Willow Rd, Menlo Park CA 94025, USA. Instagram ist seit 2012 ein Tochterunternehmen von Facebook Inc. und gehört zu den Facebook-Produkten. Das Einbetten von Instagram-Inhalten auf unserer Webseite nennt man Embedding. Dadurch können wir Ihnen Inhalte wie Buttons, Fotos oder Videos von Instagram direkt auf unserer Webseite zeigen. Wenn Sie Webseiten unserer Webpräsenz aufrufen, die eine Instagram-Funktion integriert haben, werden Daten an Instagram übermittelt, gespeichert und verarbeitet. Instagram verwendet dieselben Systeme und Technologien wie Facebook. Ihre Daten werden somit über alle Facebook-Firmen hinweg verarbeitet.

Im Folgenden wollen wir Ihnen einen genaueren Einblick geben, warum Instagram Daten sammelt, um welche Daten es sich handelt und wie Sie die Datenverarbeitung weitgehend kontrollieren können. Da Instagram zu Facebook Inc. gehört, beziehen wir unsere Informationen einerseits von den Instagram-Richtlinien, andererseits allerdings auch von den Facebook-Datenrichtlinien selbst.

**Was ist Instagram?**

Instagram ist eines der bekanntesten Social Media Netzwerken weltweit. Instagram kombiniert die Vorteile eines Blogs mit den Vorteilen von audiovisuellen Plattformen wie YouTube oder Vimeo. Sie können auf „Insta“ (wie viele der User die Plattform salopp nennen) Fotos und kurze Videos hochladen, mit verschiedenen Filtern bearbeiten und auch in anderen sozialen Netzwerken verbreiten. Und wenn Sie selbst nicht aktiv sein wollen, können Sie auch nur anderen interessante Users folgen.

**Warum verwenden wir Instagram auf unserer Webseite?**

Instagram ist jene Social Media Plattform, die in den letzten Jahren so richtig durch die Decke ging. Und natürlich haben auch wir auf diesen Boom reagiert. Wir wollen, dass Sie sich auf unserer Webseite so wohl wie möglich fühlen. Darum ist für uns eine abwechslungsreiche Aufbereitung unserer Inhalte selbstverständlich. Durch die eingebetteten Instagram-Funktionen können wir unseren Content mit hilfreichen, lustigen oder spannenden Inhalten aus der Instagram-Welt bereichern. Da Instagram eine Tochtergesellschaft von Facebook ist, können uns die erhobenen Daten auch für personalisierte Werbung auf Facebook dienlich sein. So bekommen unsere Werbeanzeigen nur Menschen, die sich wirklich für unsere Produkte oder Dienstleistungen interessieren.

Instagram nützt die gesammelten Daten auch zu Messungs- und Analysezwecken. Wir bekommen zusammengefasste Statistiken und so mehr Einblick über Ihre Wünsche und Interessen. Wichtig ist zu erwähnen, dass diese Berichte Sie nicht persönlich identifizieren.

**Welche Daten werden von Instagram gespeichert?**

Wenn Sie auf eine unserer Seiten stoßen, die Instagram-Funktionen (wie Instagrambilder oder Plug-ins) eingebaut haben, setzt sich Ihr Browser automatisch mit den Servern von Instagram in Verbindung. Dabei werden Daten an Instagram versandt, gespeichert und verarbeitet. Und zwar unabhängig, ob Sie ein Instagram-Konto haben oder nicht. Dazu zählen Informationen über unserer Webseite, über Ihren Computer, über getätigte Käufe, über Werbeanzeigen, die Sie sehen und wie Sie unser Angebot nutzen. Weiters werden auch Datum und Uhrzeit Ihrer Interaktion mit Instagram gespeichert. Wenn Sie ein Instagram-Konto haben bzw. eingeloggt sind, speichert Instagram deutlich mehr Daten über Sie.

Facebook unterscheidet zwischen Kundendaten und Eventdaten. Wir gehen davon aus, dass dies bei Instagram genau so der Fall ist. Kundendaten sind zum Beispiel Name, Adresse, Telefonnummer und IP-Adresse. Diese Kundendaten werden erst an Instagram übermittelt werden, wenn Sie zuvor „gehasht“ wurden. Hashing meint, ein Datensatz wird in eine Zeichenkette verwandelt. Dadurch kann man die Kontaktdaten verschlüsseln. Zudem werden auch die oben genannten „Event-Daten“ übermittelt. Unter „Event-Daten“ versteht Facebook – und folglich auch Instagram – Daten über Ihr Userverhalten. Es kann auch vorkommen, dass Kontaktdaten mit Event-Daten kombiniert werden. Die erhobenen Kontaktdaten werden mit den Daten, die Instagram bereits von Ihnen hat, abgeglichen.

Über kleine Text-Dateien (Cookies), die meist in Ihrem Browser gesetzt werden, werden die gesammelten Daten an Facebook übermittelt. Je nach verwendeten Instagram-Funktionen und ob Sie selbst ein Instagram-Konto haben, werden unterschiedlich viele Daten gespeichert.

Wir gehen davon aus, dass bei Instagram die Datenverarbeitung gleich funktioniert wie bei Facebook. Das bedeutet: wenn Sie ein Instagram-Konto haben oder [www.instagram.com](http://www.instagram.com?tid=221126186) besucht haben, hat Instagram zumindest ein Cookie gesetzt. Wenn das der Fall ist, sendet Ihr Browser über das Cookie Infos an Instagram, sobald Sie mit einer Instagram-Funktion in Berührung kommen. Spätestens nach 90 Tagen (nach Abgleichung) werden diese Daten wieder gelöscht bzw. anonymisiert. Obwohl wir uns intensiv mit der Datenverarbeitung von Instagram beschäftigt haben, können wir nicht ganz genau sagen, welche Daten Instagram exakt sammelt und speichert.

Im Folgenden zeigen wir Ihnen Cookies, die in Ihrem Browser mindestens gesetzt werden, wenn Sie auf eine Instagram-Funktion (wie z.B. Button oder ein Insta-Bild) klicken. Bei unserem Test gehen wir davon aus, dass Sie kein Instagram-Konto haben. Wenn Sie bei Instagram eingeloggt sind, werden natürlich deutlich mehr Cookies in Ihrem Browser gesetzt.

Diese Cookies wurden bei unserem Test verwendet:

**Name:** csrftoken  
**Wert:** „“  
**Verwendungszweck:**Dieses Cookie wird mit hoher Wahrscheinlichkeit aus Sicherheitsgründen gesetzt, um Fälschungen von Anfragen zu verhindern. Genauer konnten wir das allerdings nicht in Erfahrung bringen.  
**Ablaufdatum:** nach einem Jahr

**Name:** mid  
**Wert:** „“  
**Verwendungszweck:** Instagram setzt dieses Cookie, um die eigenen Dienstleistungen und Angebote in und außerhalb von Instagram zu optimieren. Das Cookie legt eine eindeutige User-ID fest.  
**Ablaufdatum:** nach Ende der Sitzung

**Name:** fbsr\_221126186124024  
**Wert:** keine Angaben  
**Verwendungszweck:**Dieses Cookie speichert die Log-in-Anfrage für User der Instagram-App. **Ablaufdatum:** nach Ende der Sitzung

**Name:** rur  
**Wert:** ATN  
**Verwendungszweck:** Dabei handelt es sich um ein Instagram-Cookie, das die Funktionalität auf Instagram gewährleistet.  
**Ablaufdatum:** nach Ende der Sitzung

**Name:** urlgen  
**Wert:** „{„194.96.75.33″: 1901}:1iEtYv:Y833k2\_UjKvXgYe221126186“  
**Verwendungszweck:** Dieses Cookie dient den Marketingzwecken von Instagram.  
**Ablaufdatum:** nach Ende der Sitzung

**Anmerkung:** Wir können hier keinen Vollständigkeitsanspruch erheben. Welche Cookies im individuellen Fall gesetzt werden, hängt von den eingebetteten Funktionen und Ihrer Verwendung von Instagram ab.

**Wie lange und wo werden die Daten gespeichert?**

Instagram teilt die erhaltenen Informationen zwischen den Facebook-Unternehmen mit externen Partnern und mit Personen, mit denen Sie sich weltweit verbinden. Die Datenverarbeitung erfolgt unter Einhaltung der eigenen Datenrichtlinie. Ihre Daten sind, unter anderem aus Sicherheitsgründen, auf den Facebook-Servern auf der ganzen Welt verteilt. Die meisten dieser Server stehen in den USA.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Dank der Datenschutz Grundverordnung haben Sie das Recht auf Auskunft, Übertragbarkeit, Berichtigung und Löschung Ihrer Daten. In den Instagram-Einstellungen können Sie Ihre Daten verwalten. Wenn Sie Ihre Daten auf Instagram völlig löschen wollen, müssen Sie Ihr Instagram-Konto dauerhaft löschen.

Und so funktioniert die Löschung des Instagram-Kontos:

Öffnen Sie zuerst die Instagram-App. Auf Ihrer Profilseite gehen Sie nach unten und klicken Sie auf „Hilfebereich“. Jetzt kommen Sie auf die Webseite des Unternehmens. Klicken Sie auf der Webseite auf „Verwalten des Kontos“ und dann auf „Dein Konto löschen“.

Wenn Sie Ihr Konto ganz löschen, löscht Instagram Posts wie beispielsweise Ihre Fotos und Status-Updates. Informationen, die andere Personen über Sie geteilt haben, gehören nicht zu Ihrem Konto und werden folglich nicht gelöscht.

Wie bereits oben erwähnt, speichert Instagram Ihre Daten in erster Linie über Cookies. Diese Cookies können Sie in Ihrem Browser verwalten, deaktivieren oder löschen. Abhängig von Ihrem Browser funktioniert die Verwaltung immer ein bisschen anders. Hier zeigen wir Ihnen die Anleitungen der wichtigsten Browser.

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Sie können auch grundsätzlich Ihren Browser so einrichten, dass Sie immer informiert werden, wenn ein Cookie gesetzt werden soll. Dann können Sie immer individuell entscheiden, ob Sie das Cookie zulassen wollen oder nicht.

Instagram ist ein Tochterunternehmen von Facebook Inc. und Facebook ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework. Dieses Framework stellt eine korrekte Datenübertragung zwischen den USA und der Europäischen Union sicher. Unter <https://www.privacyshield.gov/participant?id=a2zt0000000GnywAAC> erfahren Sie mehr darüber. Wir haben versucht, Ihnen die wichtigsten Informationen über die Datenverarbeitung durch Instagram näherzubringen. Auf <https://help.instagram.com/519522125107875>   
können Sie sich noch näher mit den Datenrichtlinien von Instagram auseinandersetzen.

**Twitter Datenschutzerklärung**

Auf unserer Webseite haben wir Funktionen von Twitter eingebaut. Dabei handelt es sich zum Beispiel um eingebettete Tweets, Timelines, Buttons oder Hashtags. Twitter ist ein Kurznachrichtendienst und eine Social-Media-Plattform der Firma Twitter Inc., One Cumberland Place, Fenian Street, Dublin 2 D02 AX07, Irland.

Nach unserer Kenntnis werden im Europäischen Wirtschaftsraum und in der Schweiz durch das bloße Einbinden von Twitter-Funktion noch keine personenbezogenen Daten oder Daten zu Ihrer Webaktivitäten an Twitter übertragen. Erst wenn Sie mit den Twitter-Funktionen interagieren, wie zum Beispiel auf einen Button klicken, können Daten an Twitter gesendet, dort gespeichert und verarbeitet werden. Auf diese Datenverarbeitung haben wir keinen Einfluss und tragen keine Verantwortung. Im Rahmen dieser Datenschutzerklärung wollen wir Ihnen einen Überblick geben, welche Daten Twitter speichert, was Twitter mit diesen Daten macht und wie Sie sich vor der Datenübertragung weitgehend schützen können.

**Was ist Twitter?**

Für die einen ist Twitter ein Nachrichtendienst, für andere eine Social-Media-Plattform und wieder andere sprechen von einem Microblogging-Dienst. All diese Bezeichnungen haben ihre Berechtigung und meinen mehr oder weniger dasselbe.

Sowohl Privatpersonen als auch Unternehmen nützen Twitter, um mit interessierten Personen über Kurznachrichten zu kommunizieren. Pro Nachricht erlaubt Twitter nur 280 Zeichen. Diese Nachrichten werden „Tweets“ genannt. Anders als beispielsweise bei Facebook fokussiert sich der Dienst nicht auf den Ausbau eines Netzwerks für „Freunde“, sondern will als weltweite und offene Nachrichten-Plattform verstanden werden. Bei Twitter kann man auch ein anonymes Konto führen und Tweets können einerseits vom Unternehmen, andererseits von den Usern selbst gelöscht werden.

**Warum verwenden wir Twitter auf unserer Webseite?**

Wie viele andere Webseiten und Unternehmen versuchen wir unsere Services und Dienstleistungen über verschiedene Kanäle anzubieten und mit unseren Kunden zu kommunizieren. Speziell Twitter ist uns als nützlicher „kleiner“ Nachrichtendienst ans Herz gewachsen. Immer wieder tweeten oder retweeten wir spannende, lustige oder interessante Inhalte. Uns ist klar, dass Sie nicht jedem Kanal extra folgen können. Schließlich haben Sie auch noch etwas anderes zu tun. Darum haben wir auf unserer Webseite auch Twitter-Funktionen eingebunden. Sie können unsere Twitter-Aktivität „vor Ort“ miterleben oder über einen direkten Link zu unserer Twitter-Seite kommen. Durch die Einbindung wollen wir unser Service und die Nutzerfreundlichkeit auf unserer Webseite stärken.

**Welche Daten werden von Twitter gespeichert?**

Auf manchen unserer Unterseiten finden Sie die eingebauten Twitter-Funktionen. Wenn Sie mit den Twitter-Inhalten interagieren, wie zum Beispiel auf einen Button klicken, kann Twitter Daten erfassen und speichern. Und zwar auch dann, wenn Sie selbst kein Twitter-Konto haben. Twitter nennt diese Daten „Log-Daten“. Dazu zählen demografische Daten, Browser-Cookie-IDs, die ID Ihres Smartphones, gehashte E-Mail-Adressen, und Informationen, welche Seiten Sie bei Twitter besucht haben und welche Handlungen Sie ausgeführt haben. Twitter speichert natürlich mehr Daten, wenn Sie ein Twitter-Konto haben und angemeldet sind. Meistens passiert diese Speicherung über Cookies. Cookies sind kleine Text-Dateien, die meist in Ihrem Browser gesetzt werden und unterschiedliche Information an Twitter übermitteln.

Welche Cookies gesetzt werden, wenn Sie nicht bei Twitter angemeldet sind, aber eine Webseite mit eingebauten Twitter-Funktionen besuchen, zeigen wir Ihnen jetzt. Bitte betrachten Sie diese Aufzählung als Beispiel. Einen Anspruch auf Vollständigkeit können wir hier auf keinen Fall gewährleisten, da sich die Wahl der Cookies stets verändert und von Ihren individuellen Handlungen mit den Twitter-Inhalten abhängt.

Diese Cookies wurden bei unserem Test verwendet:

**Name:** personalization\_id  
**Wert:** „v1\_cSJIsogU51SeE221126186“  
**Verwendungszweck:** Dieses Cookie speichert Informationen darüber, wie Sie die Webseite nutzen und über welche Werbung Sie möglicherweise zu Twitter gekommen sind.  
**Ablaufdatum:** nach 2 Jahren

**Name:** lang  
**Wert:** de  
**Verwendungszweck:** Dieses Cookie speichert Ihre voreingestellte bzw. bevorzugte Sprache.  
**Ablaufdatum:**nach Sitzungsende

**Name:** guest\_id  
**Wert:** 221126186v1%3A157132626  
**Verwendungszweck:** Dieses Cookie wird gesetzt, um Sie als Gast zu identifizieren.   
**Ablaufdatum:** nach 2 Jahren

**Name:** fm  
**Wert:** 0  
**Verwendungszweck:** Zu diesem Cookie konnten wir leider den Verwendungszweck nicht in Erfahrung bringen.  
**Ablaufdatum:**nach Sitzungsende

**Name:** external\_referer  
**Wert:** 2211261862beTA0sf5lkMrlGt  
**Verwendungszweck:** Dieses Cookie sammelt anonyme Daten, wie zum Beispiel wie oft Sie Twitter besuchen und wie lange Sie Twitter besuchen.  
**Ablaufdatum:** Nach 6 Tagen

**Name:** eu\_cn  
**Wert:** 1  
**Verwendungszweck:** Dieses Cookie speichert Useraktivität und dient diversen Werbezwecken von Twitter.  **Ablaufdatum:** Nach einem Jahr

**Name:** ct0  
**Wert:** c1179f07163a365d2ed7aad84c99d966  
**Verwendungszweck:** Zu diesem Cookie haben wir leider keine Informationen gefunden.  
**Ablaufdatum:** nach 6 Stunden

**Name:** \_twitter\_sess  
**Wert:** 53D%253D–dd0248221126186-  
**Verwendungszweck:** Mit diesem Cookie können Sie Funktionen innerhalb der Twitter-Webseite nutzen.  
**Ablaufdatum:** nach Sitzungsende

**Anmerkung:** Twitter arbeitet auch mit Drittanbietern zusammen. Darum haben wir bei unserem Test auch die drei Google-Analytics-Cookies \_ga, \_gat, \_gid erkannt.

Twitter verwendet die erhobenen Daten einerseits, um das Userverhalten besser zu verstehen und somit seine eigenen Dienste und Werbeangebote zu verbessern, andererseits dienen die Daten auch internen Sicherheitsmaßnahmen.

**Wie lange und wo werden die Daten gespeichert?**

Wenn Twitter Daten von anderen Webseiten erhebt, werden diese nach maximal 30 Tagen gelöscht, zusammengefasst oder auf andere Weise verdeckt. Die Twitter-Server liegen auf verschiedenen Serverzentren in den Vereinigten Staaten. Demnach ist davon auszugehen, dass die erhobenen Daten in Amerika gesammelt und gespeichert werden. Nach unserer Recherche konnten wir nicht eindeutig feststellen, ob Twitter auch eigene Server in Europa hat. Grundsätzlich kann Twitter die erhobenen Daten speichern, bis sie dem Unternehmen nicht mehr dienlich sind, Sie die Daten löschen oder eine gesetzliche Löschfrist besteht.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Twitter betont in seinen Datenschutzrichtlinien immer wieder, dass es keine Daten von externen Webseitenbesuchen speichert, wenn Sie bzw. Ihr Browser sich im europäischen Wirtschaftsraum oder in der Schweiz befinden. Falls Sie allerdings mit Twitter direkt interagieren, speichert Twitter selbstverständlich auch Daten von Ihnen.

Wenn Sie ein Twitter-Konto besitzen, können Sie Ihre Daten verwalten, indem Sie unter dem „Profil“-Button auf „Mehr“ klicken. Anschließend klicken Sie auf „Einstellungen und Datenschutz“. Hier können Sie die Datenverarbeitung individuell verwalten.

Wenn Sie kein Twitter-Konto besitzen, können Sie auf [twitter.com](https://twitter.com/) gehen und dann auf „Individualisierung“ klicken. Unter dem Punkt „Individualisierung und Daten“ können Sie Ihre erhobenen Daten verwalten.

Die meisten Daten werden, wie oben bereits erwähnt, über Cookies gespeichert und die können Sie in Ihrem Browser verwalten, deaktivieren oder löschen. Bitte beachten Sie, dass Sie die Cookies nur in dem von Ihnen gewählten Browser „bearbeiten“. Das heißt: verwenden Sie in Zukunft einen anderen Browser, müssen Sie dort Ihre Cookies erneut nach Ihren Wünschen verwalten. Hier gibt es die Anleitung zur Cookie-Verwaltung der bekanntesten Browser.

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Ihren Browser können Sie auch so verwalten, dass Sie bei jedem einzelnen Cookie informiert werden. Dann können Sie immer individuell entscheiden, ob Sie ein Cookie zulassen oder nicht.

Twitter verwendet die Daten auch für personalisierte Werbung in- und außerhalb von Twitter. In den Einstellungen können Sie unter „Individualisierung und Daten“ die personalisierte Werbung abschalten. Wenn Sie Twitter auf einem Browser nutzen, können Sie die personalisierte Werbung unter <http://optout.aboutads.info/?c=2&lang=EN> deaktivieren.

Twitter ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework. Dieses Framework stellt eine korrekte Datenübertragung zwischen den USA und der Europäischen Union sicher. Unter <https://www.privacyshield.gov/participant?id=a2zt0000000TORzAAO> erfahren Sie mehr darüber.

Wir hoffen, wir haben Ihnen einen grundsätzlichen Überblick über die Datenverarbeitung durch Twitter gegeben. Wir erhalten keinen Daten von Twitter und tragen auch keine Verantwortung darüber, was Twitter mit Ihren Daten macht. Falls Sie noch weitere Fragen zu diesem Thema haben, empfehlen wir Ihnen die Twitter-Datenschutzerklärung unter <https://twitter.com/de/privacy>.

**LinkedIn Datenschutzerklärung**

Wir nutzen auf unserer Webseite Social-Plug-ins des Social-Media-Netzwerks LinkedIn, der Firma LinkedIn Corporation, 2029 Stierlin Court, Mountain View, CA 94043, USA. Bei den Social-Plug-ins kann es sich um Feeds, das Teilen von Inhalten oder um die Verlinkung zu unserer LinkedIn-Seite handeln. Die Social-Plug-ins sind eindeutig mit dem bekannten LinkedIn-Logo gekennzeichnet und erlauben beispielsweise interessante Inhalte direkt über unsere Webseite zu teilen. Für den Europäischen Wirtschaftsraum und die Schweiz ist die Firma LinkedIn Ireland Unlimited Company Wilton Place in Dublin für die Datenverarbeitung verantwortlich.

Durch die Einbettung solcher Plug-ins können Daten an LinkedIn versandt, gespeichert und dort verarbeitet werden. In dieser Datenschutzerklärung wollen wir Sie informieren, um welche Daten es sich handelt, wie das Netzwerk diese Daten verwendet und wie Sie die Datenspeicherung verwalten bzw. unterbinden können.

**Was ist LinkedIn?**

LinkedIn ist das größte soziale Netzwerk für Geschäftskontakte. Anders als beispielsweise bei Facebook konzentriert sich das Unternehmen ausschließlich auf den Aufbau geschäftlicher Kontakte. Unternehmen können auf der Plattform Dienstleistungen und Produkte vorstellen und Geschäftsbeziehungen knüpfen. Viele Menschen verwenden LinkedIn auch für die Jobsuche oder um selbst geeignete Mitarbeiter oder Mitarbeiterinnen für die eigene Firma zu finden. Allein in Deutschland zählt das Netzwerk über 11 Millionen Mitglieder. In Österreich sind es etwa 1,3 Millionen.

**Warum verwenden wir LinkedIn auf unserer Webseite?**

Wir wissen wie beschäftigt Sie sind. Da kann man nicht alle Social-Media-Kanäle einzeln verfolgen. Auch wenn es sich, wie in unserem Fall, lohnen würde. Denn immer wieder posten wir interessante News oder Berichte, die es wert sind, verbreitet zu werden. Darum haben wir auf unserer Webseite die Möglichkeit geschaffen, interessante Inhalte direkt auf LinkedIn zu teilen bzw. direkt auf unsere LinkedIn-Seite zu verweisen. Wir betrachten eingebaute Social-Plug-ins als erweiterten Service auf unserer Webseite. Die Daten, die LinkedIn sammelt, helfen uns zudem mögliche Werbemaßnahmen nur Menschen zu zeigen, die sich für unser Angebot interessieren.

**Welche Daten werden von LinkedIn gespeichert?**

Nur durch die bloße Einbindung der Social-Plug-ins speichert LinkedIn keine persönlichen Daten. LinkedIn nennt diese Daten, die durch Plug-ins generiert werden, passive Impressionen. Wenn Sie aber auf ein Social-Plug-in klicken, um beispielsweise unsere Inhalte zu teilen, speichert die Plattform personenbezogene Daten als sogenannte „aktive Impressionen“. Und zwar unabhängig, ob Sie ein LinkedIn-Konto haben oder nicht. Falls Sie angemeldet sind, werden die erhobenen Daten Ihrem Konto zugeordnet.

Ihr Browser stellt eine direkte Verbindung zu den Servern von LinkedIn her, wenn Sie mit unseren Plug-ins interagieren. So protokolliert das Unternehmen verschiedene Nutzungsdaten. Neben Ihrer IP-Adresse können das beispielsweise Anmeldungsdaten, Gerätinformationen oder Infos über Ihren Internet- bzw. Mobilfunkanbieter sein. Wenn Sie LinkedIn-Dienste über Ihr Smartphone aufrufen, kann auch Ihr Standort (nachdem Sie das erlaubt haben) ermittelt werden. LinkedIn kann diese Daten in „gehashter“ Form auch an dritte Werbetreibende weitergeben. Hashing bedeutet, dass ein Datensatz in eine Zeichenkette verwandelt wird. Dadurch kann man die Daten so verschlüsseln, dass Personen nicht mehr identifiziert werden können.

Die meisten Daten zu Ihrem Userverhalten werden in Cookies gespeichert. Das sind kleine Text-Dateien, die meist in Ihrem Browser gesetzt werden. Weiters kann LinkedIn aber auch Web Beacons, Pixel-Tags, Anzeige-Tags und andere Geräteerkennungen benutzen.

Diverse Tests zeigen auch welche Cookies gesetzt werden, wenn ein User mit einem Social-Plug-in interagiert. Die gefundenen Daten können keinen Vollständigkeitsanspruch erheben und dienen lediglich als Beispiel. Die folgenden Cookies wurden gesetzt, ohne bei LinkedIn angemeldet zu sein:

**Name:** bcookie  
**Wert:** =2&34aab2aa-2ae1-4d2a-8baf-c2e2d7235c16221126186-  
**Verwendungszweck:** Das Cookie ist ein sogenanntes „Browser-ID-Cookie“ und speichert folglich Ihre Identifikationsnummer (ID).  
**Ablaufdatum:** Nach 2 Jahren

**Name:** lang  
**Wert:** v=2&lang=de-de  
**Verwendungszweck:** Dieses Cookie speichert Ihre voreingestellte bzw. bevorzugte Sprache.  
**Ablaufdatum:** nach Sitzungsende

**Name:** lidc  
**Wert:** 1818367:t=1571904767:s=AQF6KNnJ0G221126186…  
**Verwendungszweck:** Dieses Cookie wird zum Routing verwendet. Routing zeichnet die Wege auf, wie Sie zu LinkedIn gekommen sind und wie Sie dort durch die Webseite navigieren.  
**Ablaufdatum:** nach 24 Stunden

**Name:** rtc  
**Wert:** kt0lrv3NF3x3t6xvDgGrZGDKkX  
**Verwendungszweck:** Zu diesem Cookie konnten keine näheren Informationen in Erfahrung gebracht werden.  
**Ablaufdatum:** nach 2 Minuten

**Name:** JSESSIONID  
**Wert:** ajax:2211261862900777718326218137  
**Verwendungszweck:** Es handelt sich hier um ein Session-Cookie, das LinkedIn verwendet, um anonyme Benutzersitzungen durch den Server aufrecht zu erhalten.  
**Ablaufdatum:** nach Sitzungsende

**Name:** bscookie  
**Wert:** „v=1&201910230812…  
**Verwendungszweck:** Bei diesem Cookie handelt es sich um ein Sicherheits-Cookie. LinkedIn beschreibt es als Secure-Browser-ID-Cookie.  
**Ablaufdatum:** nach 2 Jahren

**Name:** fid  
**Wert:** AQHj7Ii23ZBcqAAAA…  
**Verwendungszweck:** Zu diesem Cookie konnten keine näheren Informationen gefunden werden.  
**Ablaufdatum:** nach 7 Tagen

**Anmerkung:** LinkedIn arbeitet auch mit Drittanbietern zusammen. Darum haben wir bei unserem Test auch die beiden Google-Analytics-Cookies \_ga und \_gat erkannt.

**Wie lange und wo werden die Daten gespeichert?**

Grundsätzlich behaltet LinkedIn Ihre personenbezogenen Daten so lange, wie es das Unternehmen als nötig betrachtet, um die eigenen Dienste anzubieten. LinkedIn löscht aber Ihre personenbezogenen Daten, wenn Sie Ihr Konto löschen. In manchen Ausnahmefällen behaltet LinkedIn selbst nach Ihrer Kontolöschung einige Daten in zusammengefasster und anonymisierter Form. Sobald Sie Ihr Konto löschen, können andere Personen Ihre Daten innerhalb von einem Tag nicht mehr sehen. LinkedIn löscht die Daten grundsätzlich innerhalb von 30 Tagen. LinkedIn behält allerdings Daten, wenn es aus rechtlicher Pflicht notwendig ist. Daten, die keinen Personen mehr zugeordnet werden können, bleiben auch nach Schließung des Kontos gespeichert. Die Daten werden auf verschiedenen Servern in Amerika und vermutlich auch in Europa gespeichert.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und sie auch zu löschen. In Ihrem LinkedIn-Konto können Sie Ihre Daten verwalten, ändern und löschen. Zudem können Sie von LinkedIn auch eine Kopie Ihrer personenbezogenen Daten anfordern.

So greifen Sie auf die Kontodaten in Ihrem LinkedIn-Profil zu:

Klicken Sie in LinkedIn auf Ihr Profilsymbol und wählen Sie die Rubrik „Einstellungen und Datenschutz“. Klicken Sie nun auf „Datenschutz“ und dann im Abschnitt „So verwendet LinkedIn Ihre Daten auf „Ändern“. In nur kurzer Zeit können Sie ausgewählte Daten zu Ihrer Web-Aktivität und Ihrem Kontoverlauf herunterladen.

Sie haben auch in Ihrem Browser die Möglichkeit, die Datenverarbeitung durch LinkedIn zu unterbinden. Wie oben bereits erwähnt, speichert LinkedIn die meisten Daten über Cookies, die in Ihrem Browser gesetzt werden. Diese Cookies können Sie verwalten, deaktivieren oder löschen. Je nachdem, welchen Browser Sie haben, funktioniert die Verwaltung etwas anders. Die Anleitungen der gängigsten Browser finden Sie hier:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Sie können auch grundsätzlich Ihren Browser dahingehend einrichten, dass Sie immer informiert werden, wenn ein Cookie gesetzt werden soll. Dann können Sie immer individuell entscheiden, ob Sie das Cookie zulassen wollen oder nicht.

LinkedIn ist aktiver Teilnehmer des EU-U.S. Privacy Shield Frameworks. Dieses Framework stellt eine korrekte Datenübertragung zwischen den USA und der Europäischen Union sicher. Unter <https://www.privacyshield.gov/participant?id=a2zt0000000L0UZAA0> erfahren Sie mehr darüber. Wir haben versucht, Ihnen die wichtigsten Informationen über die Datenverarbeitung durch LinkedIn näherzubringen. Auf <https://www.linkedin.com/legal/privacy-policy> erfahren Sie noch mehr über die Datenverarbeitung des Social-Media-Netzwerks LinkedIn.

**Pinterest Datenschutzerklärung**

Wir verwenden auf unserer Seite Buttons und Widgets des Social Media Netzwerks Pinterest, der Firma Pinterest Inc.,808 Brannan Street, San Francisco, CA 94103, USA.

Durch den Aufruf von Seiten die solche Funktionen nutzen werden Daten (IP-Adresse, Browserdaten, Datum und Zeitpunkt, Cookies) an Pinterest übermittelt, gespeichert und ausgewertet.

Die Datenschutzrichtlinien, welche Informationen Pinterest sammelt und wie sie diese verwenden finden Sie auf <https://policy.pinterest.com/de/privacy-policy>.

**XING Datenschutzerklärung**

Wir benutzen auf unserer Webseite Social-Plugins des Social-Media-Netzwerks Xing, der Firma Xing SE, Dammtorstraße 30, 20354 Hamburg, Deutschland. Durch diese Funktionen können Sie beispielsweise direkt über unsere Website Inhalte auf Xing teilen, sich über Xing einloggen oder interessanten Inhalten folgen. Sie erkennen die Plug-ins am Unternehmensnamen oder am Xing-Logo. Wenn Sie eine Webseite aufrufen, die ein Xing-Plug-in verwendet, können Daten an die „Xing-Server“ übermittelt, gespeichert und ausgewertet werden. In dieser Datenschutzerklärung wollen wir Sie darüber informieren, um welche Daten es sich dabei handelt und wie Sie diese Datenspeicherung verwalten oder verhindern.

**Was ist Xing?**

Xing ist ein soziales Netzwerk mit dem Hauptsitz in Hamburg. Das Unternehmen hat sich auf das Verwalten von beruflichen Kontakten spezialisiert. Das heißt, anders als bei andere Netzwerken, geht es bei Xing in erster Linie um berufliches Networking. Die Plattform wird oft für die Jobsuche verwendet oder um Mitarbeiter für das eigene Unternehmen zu finden. Darüber hinaus bietet Xing interessanten Content zu verschiedenen beruflichen Themen. Das globale Pendant dazu ist das amerikanische Unternehmen LinkedIn.

**Warum verwenden wir Xing auf unserer Webseite?**

Es gibt mittlerweile eine Flut an Social-Media-Kanälen und uns ist durchaus bewusst, dass Ihre Zeit sehr kostbar ist. Nicht jeder Social-Media-Kanal eines Unternehmens kann genau unter die Lupe genommen werden. Daher wollen wir Ihnen das Leben so einfach wie möglich machen, damit Sie interessante Inhalte direkt über unsere Website auf Xing teilen oder folgen können. Mit solchen „Social-Plug-ins“ erweitern wir unser Service auf unserer Website. Darüber hinaus helfen uns die Daten, die von Xing gesammelt werden, auf der Plattform gezielte Werbemaßnahmen durchführen zu können. Das heißt unser Service wird nur Menschen gezeigt, die sich auch wirklich dafür interessieren.

**Welche Daten werden von Xing gespeichert?**

Xing bietet den Teilen-Button, den Folgen-Button und den Log-in-Button als Plug-in für Websites an. Sobald Sie eine Seite öffnen, wo ein Social-Plug-in von Xing eingebaut ist, verbindet sich Ihr Browser mit Servern in einem von Xing verwendeten Rechenzentrum. Im Falle des Teilen-Buttons sollen – laut Xing – keine Daten gespeichert werden, die einen direkten Bezug auf eine Person herleiten könnten. Insbesondere speichert Xing keine IP-Adresse von Ihnen. Weiters werden im Zusammenhang mit dem Teilen-Button auch keine Cookies gesetzt. Somit findet auch keine Auswertung Ihres Nutzerverhaltens statt. Nähere Informationen dazu erhalten Sie über [https://www.xing.com/app/share%3Fop%3Ddata\_protection.](https://www.xing.com/app/share%3Fop%3Ddata_protection?tid=221126186)

Bei den anderen Xing-Plug-ins werden erst Cookies in Ihrem Browser gesetzt, wenn Sie mit dem Plug-in interagieren bzw. darauf klicken. Hier können personenbezogene Daten wie beispielsweise Ihre IP-Adresse, Browserdaten, Datum und Zeitpunkt Ihres Seitenaufrufs bei Xing gespeichert werden. Sollten Sie ein XING-Konto haben und angemeldet sein, werden erhobene Daten Ihrem persönlichen Konto und den darin gespeicherten Daten zugeordnet.

Folgende Cookies werden in Ihrem Browser gesetzt, wenn Sie auf den Folgen bzw. Log-in-Button klicken und noch nicht bei Xing eingeloggt sind. Bitte bedenken Sie, dass es sich hier um eine beispielhafte Liste handelt und wir keinen Anspruch auf Vollständigkeit erheben können:

**Name:** AMCVS\_0894FF2554F733210A4C98C6%40AdobeOrg  
**Wert:** 1  
**Verwendungszweck:** Dieses Cookie wird verwendet, um Identifikationen von Websitebesuchern zu erstellen und zu speichern.  
**Ablaufdatum:** nach Sitzungsende

**Name:** c\_  
**Wert:** 157c609dc9fe7d7ff56064c6de87b019221126186-8  
**Verwendungszweck:** Zu diesem Cookie konnten wir keine näheren Informationen in Erfahrung bringen.  
**Ablaufdatum:** nach einem Tag

**Name:** prevPage  
**Wert:** wbm%2FWelcome%2Flogin  
**Verwendungszweck:** Dieses Cookie speichert die URL der vorhergehenden Webseite, die Sie besucht haben.  
**Ablaufdatum:** nach 30 Minuten

**Name:** s\_cc  
**Wert:** true  
**Verwendungszweck:** Dieses Adobe Site Catalyst Cookie bestimmt, ob Cookies im Browser grundsätzlich aktiviert sind.  
**Ablaufdatum:** nach Sitzungsende

**Name:** s\_fid  
**Wert:** 6897CDCD1013221C-39DDACC982217CD1221126186-2  
**Verwendungszweck:** Dieses Cookie wird verwendet, um einen eindeutigen Besucher zu identifizieren.  
**Ablaufdatum:** nach 5 Jahren

**Name:** visitor\_id  
**Wert:** fe59fbe5-e9c6-4fca-8776-30d0c1a89c32  
**Verwendungszweck:** Das Besucher-Cookie enthält eine eindeutige Besucher-ID und die eindeutige Kennung für Ihren Account.  
**Ablaufdatum:** nach 2 Jahren

**Name:**\_session\_id  
**Wert:**533a0a6641df82b46383da06ea0e84e7221126186-2  
**Verwendungszweck:** Dieses Cookie erstellt eine vorübergehende Sitzungs-ID, die als In-Session-Benutzer-ID verwendet wird. Das Cookie ist absolut notwendig, um die Funktionen von Xing bereitzustellen.  
**Ablaufdatum:** nach Sitzungsende

Sobald Sie bei Xing eingeloggt bzw. Mitglied sind, werden definitiv weitere personenbezogene Daten erhoben, verarbeitet und gespeichert. Xing gibt auch personenbezogene Daten an Dritte weiter, wenn das für die Erfüllung eigener betriebswirtschaftlicher Zwecke nötig ist, Sie eine Einwilligung erteilt haben oder eine rechtliche Verpflichtung besteht.

**Wie lange und wo werden die Daten gespeichert?**

Xing speichert die Daten auf verschiedenen Servern in diversen Rechenzentren. Das Unternehmen speichert diese Daten bis Sie die Daten löschen bzw. bis zur Löschung eines Nutzerkontos. Das betrifft natürlich nur User, die bereits Xing-Mitglied sind.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und sie auch zu löschen. Auch wenn Sie kein Xing-Mitglied sind, können Sie über Ihren Browser eine mögliche Datenverarbeitung unterbinden oder nach Ihren Wünschen verwalten. Die meisten Daten werden über Cookies gespeichert. Je nachdem, welchen Browser Sie haben, funktioniert die Verwaltung etwas anders. Die Anleitungen der gängigsten Browser finden Sie hier:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Sie können auch grundsätzlich Ihren Browser dahingehend einrichten, dass Sie immer informiert werden, wenn ein Cookie gesetzt werden soll. Dann können Sie immer individuell entscheiden, ob Sie das Cookie zulassen wollen oder nicht.

Wir haben versucht, Ihnen die wichtigsten Informationen über die Datenverarbeitung durch Xing näherzubringen. Auf [https://privacy.xing.com/de/datenschutzerklaerung](https://privacy.xing.com/de/datenschutzerklaerung?tid=221126186) erfahren Sie noch mehr über die Datenverarbeitung des Social-Media-Netzwerks Xing.

**Gravatar Datenschutzerklärung**

Wir haben auf unserer Website das Gravatar-Plug-in der Firma Automattic Inc. (60 29th Street #343, San Francisco, CA 94110, USA) eingebunden. Gravatar ist unter anderem bei allen WordPress-Websites automatisch aktiviert. Die Funktion ermöglicht, Userbilder (Avatars) bei veröffentlichten Beiträgen oder Kommentaren anzuzeigen, sofern die entsprechende E-Mail-Adresse bei [www.gravatar.com](https://de.gravatar.com/?tid=221126186) registriert ist.

Durch diese Funktion werden Daten an die Firma Gravatar bzw. Automattic Inc. versandt, gespeichert und dort verarbeitet. In dieser Datenschutzerklärung wollen wir Sie informieren, um welche Daten es sich handelt, wie das Netzwerk diese Daten verwendet und wie Sie die Datenspeicherung verwalten bzw. unterbinden können.

**Was ist Gravatar?**

Gravatar steht grundsätzlich für „Globally Recognized Avatar“ und damit ist ein global verfügbarer Avatar (ein Benutzerbild) gemeint, der mit der E-Mail-Adresse verbunden ist. Das Unternehmen Gravatar ist der weltweit führende Dienstleister für dieses Service. Sobald ein User auf einer Website die E-Mail-Adresse angibt, die auch bei der Firma Gravatar unter [www.gravatar.com](https://de.gravatar.com/?tid=221126186) registriert ist, wird automatisch ein zuvor hinterlegtes Bild gemeinsam mit einem veröffentlichten Beitrag oder Kommentar angezeigt.

**Warum verwenden wir Gravatar auf unserer Webseite?**

Es wird oft über die Anonymität im Internet gesprochen. Durch einen Avatar bekommen User ein Gesicht zu den kommentierenden Personen. Zudem wird man grundsätzlich im Netz leichter erkannt und kann sich so einen gewissen Bekanntheitsgrad aufbauen. Viele User genießen die Vorzüge eines solchen Benutzerbildes und wollen auch im Netz persönlich und authentisch auftreten. Wir wollen Ihnen selbstverständlich die Möglichkeit bieten, dass Sie Ihren Gravatar auch auf unserer Website anzeigen können. Zudem sehen auch wir gerne Gesichter zu unseren kommentierenden Usern. Mit der aktivierten Gravatar-Funktion erweitern auch wir unser Service auf unserer Website. Wir wollen schließlich, dass Sie sich auf unserer Website wohl fühlen und ein umfangreiches und interessantes Angebot bekommen.

**Welche Daten werden von Gravatar gespeichert?**

Sobald Sie beispielsweise einen Kommentar zu einem Blogbeitrag veröffentlichen, der eine E-Mailadresse erfordert, prüft WordPress, ob die E-Mail-Adresse mit einem Avatar bei Gravatar verknüpft ist. Für diese Anfrage wird Ihre E-Mail-Adresse in verschlüsselter bzw. gehashter Form samt IP-Adresse und unserer URL an die Server von Gravatar bzw. Automattic gesendet. So wird überprüft, ob diese E-Mail-Adresse bei Gravatar registriert ist.

Ist das der Fall, wird das dort hinterlegte Bild (Gravatar) gemeinsam mit dem veröffentlichten Kommentar angezeigt. Wenn Sie eine E-Mail-Adresse bei Gravatar registriert haben und auf unserer Website kommentieren, werden weitere Daten an Gravatar übertragen, gespeichert und verarbeitet. Dabei handelt es sich neben IP-Adresse und Daten zum Userverhalten zum Beispiel um Browsertyp, eindeutige Gerätkennung, bevorzugte Sprache, Daten und Uhrzeit des Seiteneintritts, Betriebssystem und Informationen zum mobilen Netzwerk. Gravatar nutzt diese Informationen, um die eigenen Services und Angebote zu verbessern und bessere Einblicke zur Nutzung des eigenen Service zu erhalten.

Folgende Cookies werden von Automattic gesetzt, wenn ein User für einen Kommentar eine E-Mail-Adresse verwendet, die bei Gravatar registriert ist:

**Name:** gravatar  
**Wert:** 16b3191024acc05a238209d51ffcb92bdd710bd19221126186-7  
**Verwendungszweck:** Wir konnten keine genauen Informationen über das Cookie in Erfahrung bringen.  
**Ablaufdatum:** nach 50 Jahren

**Name:** is-logged-in  
**Wert:**1221126186-1  
**Verwendungszweck:** Dieses Cookie speichert die Information, dass der User über die registrierte E-Mail-Adresse angemeldet ist.  
**Ablaufdatum:** nach 50 Jahren

**Wie lange und wo werden die Daten gespeichert?**

Automattic löscht die gesammelten Daten, wenn diese für die eigenen Dienste nicht mehr verwendet werden und das Unternehmen nicht gesetzlich dazu verpflichtet ist, die Daten aufzubewahren. Webserverprotokolle wie IP-Adresse, Browsertyp und Betriebssystem werden nach etwa 30 Tagen gelöscht. Solange verwendet Automattic die Daten, um den Verkehr auf den eigenen Webseiten (zum Beispiel alle WordPress-Seiten) zu analysieren und mögliche Probleme zu beheben. Die Daten werden auch auf amerikanischen Servern von Automattic gespeichert.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und sie auch zu löschen. Wenn Sie sich bei Gravatar mit einer E-Mail-Adresse registriert haben, können Sie dort Ihr Konto bzw. die E-Mail-Adresse jederzeit wieder löschen.

Da nur beim Einsatz einer bei Gravatar registrierten E-Mail-Adresse ein Bild angezeigt wird und somit Daten zu Gravatar übertragen werden, können Sie die Übertragung Ihrer Daten zu Gravatar auch verhindern, indem Sie mit einer bei Gravatar nicht registrierten E-Mail-Adresse auf unserer Website kommentieren oder Beiträge verfassen.

Mögliche Cookies, die während dem Kommentieren gesetzt werden, können Sie in Ihrem Browser verwalten, deaktivieren oder löschen. Nehmen Sie bitte nur zur Kenntnis, dass dann etwaige Kommentarfunktionen nicht mehr im vollen Ausmaß zur Verfügung stehen. Je nachdem, welchen Browser Sie benutzen, funktioniert die Verwaltung der Cookies ein bisschen anders. Die Anleitungen der gängigsten Browser finden Sie hier:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Automattic ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf <https://www.privacyshield.gov/participant?id=a2zt0000000CbqcAAC> .  
Mehr Details zur Datenschutzrichtlinie und welche Daten auf welche Art durch Gravatar erfasst werden finden Sie auf [https://automattic.com/privacy/](https://automattic.com/privacy/?tid=221126186), allgemeine Informationen zu Gravatar auf <http://de.gravatar.com/>.

**ShareThis Datenschutzerklärung**

Auf unserer Website haben wir Funktionen von ShareThis der Firma ShareThis Inc. (4005 Miranda Ave, Suite 100, Palo Alto, 94304 Kalifornien, USA) eingebaut. Dabei handelt es sich zum Beispiel um „Teilen“-Plug-ins verschiedener Social-Media-Kanäle. Mit Hilfe dieser Funktionen können Sie Inhalte unserer Website auf Social-Media-Kanälen teilen. Wenn Sie eine Webseite mit einer ShareThis-Funktion aufrufen, können Daten von Ihnen an das Unternehmen übertragen, gespeichert und verarbeitet werden. Mit dieser Datenschutzerklärungen erfahren Sie warum wir ShareThis verwenden, welche Daten verarbeitet werden und wie Sie diese Datenübertragung unterbinden können.

**Was ist ShareThis?**

ShareThis ist ein Technologieunternehmen, das Websitebetreibern Tools zur Steigerung der Websitequalität anbietet. Durch die Nutzung der Social-Plugins von ShareThis können Sie Inhalte unserer Website in verschiedenen Social-Media-Kanälen wie Facebook, Twitter, Instagram und Co teilen. Das Unternehmen bietet das Teilen von Inhalten für über 40 verschiedene Kanäle an und wird von über 3 Millionen Websitebetreibern weltweit genutzt. Die von ShareThis gesammelten Daten werden auch für individuelle Werbeanzeigen genutzt.

**Warum verwenden wir ShareThis auf unserer Webseite?**

Wir wollen mit unserem Content überzeugen und natürlich freuen wir uns, wenn unser Content auch weiterempfohlen wird. Dann wissen wir, wir sind am richtigen Weg. Am einfachsten funktioniert das über „Share/Teilen-Buttons“ direkt auf unserer Website. Durch die Vielzahl an verschiedenen Social-Media-Kanälen kann so unser Content auch einem breiten Publikum präsentiert werden. Das hilft uns im Internet bekannter und erfolgreicher zu werden. Zudem dienen die Plug-ins auch Ihnen, weil Sie mit nur einem Klick, interessante Inhalte mit Ihrer Social-Media-Community teilen können.

**Welche Daten werden von ShareThis gespeichert?**

Wenn Sie Inhalte mit ShareThis teilen und Sie mit dem jeweiligen Social-Media-Konto angemeldet sind, können Daten wie beispielsweise der Besuch auf unserer Website und das Teilen von Inhalten dem Userkonto des entsprechenden Social-Media-Kanals zugeordnet werden. ShareThis verwendet Cookies, Pixel, HTTP-Header und Browser Identifier, um Daten zu Ihrem Besucherverhalten zu sammeln. Zudem werden manche dieser Daten nach einer Pseudonymisierung mit Dritten geteilt.

Hier eine Liste der möglicherweise verarbeiteten Daten:

* Eindeutige ID eines im Webbrowser platzierten Cookies
* Allgemeines Klickverhalten
* Adressen der besuchten Webseiten
* Suchanfragen über die ein Besucher zur Seite mit ShareThis gelangt ist
* Navigation von Webseite zu Webseite falls dies über ShareThis Dienste abgelaufen ist
* Verweildauer auf einer Webseite
* Welche Elemente angeklickt oder hervorgehoben wurden
* Die IP-Adresse des Computers oder mobilen Gerätes
* Mobile Werbe-IDs (Apple IDFA oder Google AAID)
* In HTTP-Headern oder anderen verwendeten Übertragungsprotokollen enthaltene Informationen
* Welches Programm auf dem Computer (Browser) oder welches Betriebssystem verwendet wurde (iOS)

ShareThis verwendet Cookies, die wir im Folgenden beispielhaft auflisten. Mehr zu den ShareThis Cookies finden Sie unter <https://www.sharethis.com/privacy/>.

**Name:** \_\_unam  
**Wert:** 8961a7f179d1d017ac27lw87qq69V69221126186-5  
**Verwendungszweck:**Dieses Cookie zählt die „Clicks“ und „Shares“ auf einer Webseite.  
**Ablaufdatum:** nach 9 Monaten

**Name:** \_\_stid  
**Wert:** aGCDwF4hjVEI+oIsABW7221126186Ag==  
**Verwendungszweck:** Dieses Cookie speichert Userverhalten, wie zum Beispiel die aufgerufenen Webseiten, die Navigation von Seite zu Seite und die Verweildauer auf der Webseite. **Ablaufdatum:** nach 2 Jahren

**Name:** \_\_sharethis\_cookie\_test\_\_  
**Wert:** 0  
**Verwendungszweck:** Dieses Cookie überwacht die „Clickstream“-Aktivität. Das bedeutet es beobachtet wo Sie auf der Webseite geklickt haben. **Ablaufdatum:** nach Sitzungsende

**Anmerkung:** Wir können hier keinen Vollständigkeitsanspruch erheben. Welche Cookies im individuellen Fall gesetzt werden, hängt von den eingebetteten Funktionen und Ihrer Verwendung ab.

**Wie lange und wo werden die Daten gespeichert?**

ShareThis bewahrt gesammelte Daten für einen Zeitraum von bis zu 14 Monaten ab dem Datum der Datenerfassung auf. ShareThis-Cookies laufen 13 Monate nach der letzten Aktualisierung ab. Da ShareThis ein amerikanisches Unternehmen ist, werden Daten auf amerikanischen ShareThis-Servern übertragen und gespeichert.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Wenn Sie keine Werbung mehr sehen möchten, die auf von ShareThis gesammelten Daten basiert, können Sie den Opt-out-Button auf [https://www.sharethis.com/privacy/](https://www.sharethis.com/privacy/?tid=221126186) verwenden. Dabei wird ein Opt-out-Cookie gesetzt, das Sie nicht löschen dürfen, um diese Einstellung weiterhin zu behalten.

Sie können Ihre Präferenzen für nutzungsbasierte Onlinewerbung auch über <http://www.youronlinechoices.com/at/> im Präferenzmanagement festlegen.

Weiters haben Sie auch die Möglichkeit Daten, die über Cookies gespeichert werden, in Ihrem Browser zu verwalten, zu deaktivieren oder zu löschen. Wie die Verwaltung genau funktioniert, hängt von Ihrem Browser ab. Hier finden Sie die Anleitungen zu den momentan bekanntesten Browsern.

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Sie können Ihren Browser auch so einrichten, dass Sie immer informiert werden, wenn ein Cookie gesetzt werden soll.

ShareThis ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf <https://www.privacyshield.gov/participant?id=a2zt0000000L1HMAA0&status=Active>. Wenn Sie mehr über die Verarbeitung Ihrer Daten durch ShareThis wissen möchten, finden Sie alle Informationen unter [https://www.sharethis.com/privacy/](https://www.sharethis.com/privacy/?tid=221126186).

**plista Datenschutzerklärung**

Wir verwenden auf dieser Website plista der Firma plista GmbH (Torstraße 33-35, 10119 Berlin, Deutschland), um für Sie passende Onlinewerbung und interessante Inhalte anzuzeigen. Dabei werden Daten von Ihnen erfasst, gespeichert und verarbeitet. In dieser Datenschutzerklärung informieren wir Sie darüber, warum wir plista verwenden, welche Daten wo Daten gespeichert werden und wie Sie diese Datenverarbeitung verwalten oder unterbinden können.

**Was ist plista?**

plista analysiert Ihr Besucherverhalten auf unserer Website und sorgt mit Hilfe der gesammelten Daten und einer Echtzeit-Empfehlungstechnologie dafür, dass Sie passende Werbeanzeigen und passenden bezahlten Content (z.B. Beiträge) zu sehen bekommen. plista empfiehlt Besuchern von Websites des plista-Netzwerks (wie dieser Website) bestimmte Inhalte oder Anzeigen, die auf der Analyse der erhobenen Daten beruhen, die auf Seiten des plista-Netzwerks gesammelt oder abgerufen werden. Das sind Inhalte, die Sie interessieren könnten, Inhalte, die auf den Interessen ähnlicher User beruhen und Inhalte, die User zuvor auf Webseiten außerhalb des plista-Netzwerks angesehen haben.

**Warum verwenden wir plista auf unserer Webseite?**

Wir wollen Ihnen auf unserer Website das bestmögliche Service und die beste Nutzererfahrung (User Experience, UX) bieten. Für uns bedeutet das auch, dass Sie nur Inhalte und Werbeanzeigen zu sehen bekommen, die Sie auch wirklich interessieren. Durch plista können wir Werbeanzeigen und weiteren Content exakt an Ihre Wünsche und Interessen anpassen. Damit versorgen wir Sie mit guten Inhalten und erreichen leichter und schneller unsere Unternehmensziele.

**Welche Daten werden von plista gespeichert?**

Die plista Dienste erfassen Informationen über das Besucherverhalten, wenn Besucher Websites des plista-Netzwerks und Werbeanzeigen aufrufen, ansehen und mit diesen interagieren. plista erhebt dafür Daten, mit denen sich Browser und Geräte, die Seiten des plista Netzwerks wiederholt besuchen, identifizieren lassen:

* Cookie IDs, um den Browser zu identifizieren
* Advertising-IDs für mobile Geräte, um das Werbeumfeld zu erkennen
* IP-Adressen und von solchen IP-Adressen abgeleitete Daten, wie ungenaue Geolokalisierungsdaten, die das Land, die Region, die Stadt und/oder den Postleitzahlenbereich eines Geräts angeben
* Art des Internetbrowsers, Browser-Sprache und Betriebssystem
* Art der Verbindung (kabelgebunden oder kabellos); Netzwerk, an welches das Gerät angeschlossen ist, und Mobilfunkbetreiber (wenn verfügbar)
* Breitengrad/Längengrad eines mobilen Geräts.

Die von plista erhobenen Daten beinhalten niemals Namen, Adressen, Telefonnummern, E-Mail-Adressen oder ähnliche Daten der Nutzer und werden auch nicht mit solchen verknüpft. Ein Rückschluss auf natürliche Personen ist plista somit nicht möglich.

Im Folgenden zeigen wir Ihnen Cookies, die plista in Ihrem Browser setzen kann. Die gefundenen Cookies können keinen Vollständigkeitsanspruch erheben und dienen lediglich als Beispiel.

**Name:** Pookie  
**Wert:** HhjIN4SdViBlW1ZTPZuoWBdoQTF4L5DINUZEtNQVSzU=  
**Verwendungszweck:** Durch dieses Cookie erhalten Sie eine zufällige Cookie-ID, die als Identifizierung dient.  
**Ablaufdatum:** nach 50 Jahren

**Name:** Ploptout  
**Wert:** 1  
**Verwendungszweck:** Dieses Cookie speichert die Information, dass Sie die Opt-out-Funktion verwendet haben.  
**Ablaufdatum:** nach 30 Jahren

**Name:** rt11  
**Wert:** AlnCL9toeaa5lX0u2uS7D1B%2BinxhWAjqYkRre9sYf%2BI%3221126186-4  
**Verwendungszweck:** Dieses Cookie speichert Retargeting-Kampagnen-IDs von Ihnen.  
**Ablaufdatum:** nach 60 Tagen

**Name:** um  
**Wert:** c3de=1581682028%3B3420334527069442875&crc=8d5889e4c3c6bd6237e6fd9c2b94624221126186-1  
**Verwendungszweck:** Dieses Cookie speichert von Partnern übermittelte Drittanbieter-IDs von Ihnen.  
**Ablaufdatum:** nach 30 Tagen

**Name:** arv  
**Wert:** q1YqSy0qzszPU7Iy0lFKSSxJVLKKrlYysrQ0sQSylEzNDSxMDI2NjJRia2221126186-8  
**Verwendungszweck:** Dieses Cookie speichert die zuvor von Ihnen gesehenen Beiträge.  
**Ablaufdatum:** nach 3 Tagen

**Name:** rec  
**Wert:** a%3A0%3A%7B%7D  
**Verwendungszweck:** Dieses Cookie speichert die zuvor von Ihnen angeklickten Empfehlungen.  
**Ablaufdatum:** nach 3 Tagen

**Name:** red  
**Wert:** a%3A1%3A%7Bi%3A0%3Ba%3A1%3A%7BA9%3A%22477939325%22%3221126186-9  
**Verwendungszweck:** Dieses Cookie speichert die für Sie zuvor angezeigten Empfehlungen.  
**Ablaufdatum:** nach 3 Tagen

**Name:** frc  
**Wert:** q1YqSy0qzszPU7Iy0lFKSSxJVLKKjq0FAA  
**Verwendungszweck:** Das Cookie sorgt dafür, dass Besucher Werbeanzeigen nur in begrenzter Anzahl sehen.  
**Ablaufdatum:** nach 3 Tagen

plista gibt Daten von Besuchern (insbesondere die von uns zugewiesene Cookie ID bzw. die jeweilige Advertising ID) an ausgewählte Drittanbieter und Dienstleister weiter, etwa um besondere Arten von Werbung auszuspielen und die eigenen Dienstleistungen zu verbessern.

**Wie lange und wo werden die Daten gespeichert?**

Alle Besucherdaten aus der EU werden auf den plista-Servern in Deutschland gespeichert. Das plista Targeting-Cookie hat eine Speicherungszeit von einem Jahr und wird nach Ablauf dieser Zeit automatisch gelöscht. All Ihre Daten werden ebenfalls spätestens ein Jahr nach deren Erhebung gelöscht oder anonymisiert und können in letzterem Fall nur noch für statistische Zwecke verwendet werden.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und sie auch zu löschen. Mit dem Opt-out Button auf <https://www.plista.com/de/ueber/opt-out> können Sie die Erfassung Ihrer Daten unterbinden.

Zudem haben Sie auch in Ihrem Browser die Möglichkeit, die Datenverarbeitung durch plista zu unterbinden. Wie oben bereits erwähnt, speichert plista die meisten Daten über Cookies, die in Ihrem Browser gesetzt werden. Diese Cookies können Sie verwalten, deaktivieren oder löschen. Je nachdem, welchen Browser Sie haben, funktioniert die Verwaltung etwas anders. Die Anleitungen der gängigsten Browser finden Sie hier:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Sie können auch grundsätzlich Ihren Browser dahingehend einrichten, dass Sie immer informiert werden, wenn ein Cookie gesetzt werden soll. Dann können Sie immer individuell entscheiden, ob Sie das Cookie zulassen wollen oder nicht.

Wir haben versucht, Ihnen die wichtigsten Informationen über die Datenverarbeitung durch plista näherzubringen. Auf [https://www.plista.com/de/ueber/privacy](https://www.plista.com/de/ueber/privacy?tid=221126186) erfahren Sie noch mehr über die Datenschutzrichtlinien des Unternehmens.

**AddThis Datenschutzerklärung**

Wir verwenden auf unserer Website Plug-ins von AddThis der Firma Oracle America, Inc. (500 Oracle Parkway, Redwood Shores, CA 94065, USA). Mit diesen Plug-ins können Sie Inhalte unserer Website schnell und einfach mit anderen Menschen teilen. Wenn Sie eine Webseite mit einer AddThis-Funktion besuchen, können Daten von Ihnen an das Unternehmen AddThis übertragen, gespeichert und verarbeitet werden. Mit dieser Datenschutzerklärungen erfahren Sie warum wir AddThis verwenden, welche Daten verarbeitet werden und wie Sie diese Datenübertragung unterbinden können.

**Was ist AddThis?**

AddThis entwickelt unter anderem Software-Tools, die auf Websites eingebunden werden, um Usern das Verbreiten von Inhalten auf verschiedenen Social-Media-Kanälen oder per E-Mail zu ermöglichen. Darüber hinaus bietet AddThis auch Funktionen, die der Websiteanalyse dienen. Die gesammelten Daten werden auch genutzt, um Internetusern interessensbezogene Werbung anzubieten. Das Service wird von mehr als 15 Millionen Websitebetreibern weltweit in Anspruch genommen.

**Warum verwenden wir AddThis auf unserer Webseite?**

Durch die Nutzung der AddThis-Buttons können Sie interessante Inhalte unserer Webseite in verschiedenen Social-Media-Kanälen wie Facebook, Twitter, Instagram oder Pinterest teilen. Wenn Sie unsere Inhalte gut finden, freut es uns natürlich, wenn Sie diese auch mit Ihrer Social-Community teilen. Und am einfachsten geht das über die AddThis-Buttons.

**Welche Daten werden von AddThis gespeichert?**

Wenn Sie Inhalte mit AddThis teilen und Sie mit dem jeweiligen Social-Media-Konto angemeldet sind, können Daten wie beispielsweise der Besuch auf unserer Website und das Teilen von Inhalten dem Userkonto des entsprechenden Social-Media-Kanals zugeordnet werden. AddThis verwendet Cookies, Pixel, HTTP-Header und Browser Identifier, um Daten zu Ihrem Besucherverhalten zu sammeln. Zudem werden manche dieser Daten nach einer Pseudonymisierung mit Dritten geteilt.  
Hier eine beispielhafte Auflistung der möglicherweise verarbeiteten Daten:

* Eindeutige ID eines im Webbrowser platzierten Cookies
* Adresse der besuchten Webseite
* Zeitpunkt des Webseitenbesuches
* Suchanfragen über die ein Besucher zur Seite mit AddThis gelangt ist
* Verweildauer auf einer Webseite
* Die IP-Adresse des Computers oder mobilen Gerätes
* Mobile Werbe-IDs (Apple IDFA oder Google AAID)
* In HTTP-Headern oder anderen verwendeten Übertragungsprotokollen enthaltene Informationen
* Welches Programm auf dem Computer (Browser) oder welches Betriebssystem verwendet wurde (iOS)

AddThis verwendet Cookies, die wir im Folgenden beispielhaft und auszugsweise auflisten. Mehr zu den AddThis-Cookies finden Sie unter <http://www.addthis.com/privacy/privacy-policy>.

**Name:** bt2  
**Wert:** 8961a7f179d87qq69V69221126186-3  
**Verwendungszweck** **:** Dieses Cookie wird verwendet, um Teile der besuchten Website aufzuzeichnen, um andere Teile der Website zu empfehlen.  
**Ablaufdatum:** nach 255 Tagen

**Name:** bku  
**Wert:** ra/99nTmYN+fZWX7221126186-4  
**Verwendungszweck:** Dieses Cookie registriert anonymisierte Benutzerdaten wie Ihre IP-Adresse, geografischen Standort, besuchte Websites und auf welche Anzeigen Sie geklickt haben.  
**Ablaufdatum:** nach 179 Tagen

**Anmerkung:** Bitte bedenken Sie, dass es sich hier um eine beispielhafte Liste handelt und wir keinen Anspruch auf Vollständigkeit erheben können.

AddThis teilt gesammelte Informationen auch mit anderen Unternehmen. Nähere Details dazu finden Sie unter <http://www.addthis.com/privacy/privacy-policy#section5>. AddThis verwendet die erhaltenen Daten auch, Zielgruppen und Interessensprofile zu erstellen, um Usern im selben Werbenetzwerk interessensbezogene Werbung anzubieten.

**Wie lange und wo werden die Daten gespeichert?**

AddThis speichert die gesammelten Daten für 13 Monate ab der Datenerhebung. 1% der Daten werden als „Musterdatensatz“ für maximal 24 Monate aufgehoben, damit die Geschäftsverbindung bewahrt bleibt. In diesem „Musterdatensatz“ wird allerdings die direkte und indirekte Identifikation (wie Ihre IP-Adresse und Cookie-ID) gehasht. Das bedeutet, dass die persönlichen Daten ohne Zusatzinformationen nicht mehr mit Ihnen in Verbindung gebracht werden können. Da das Unternehmen AddThis ihren Hauptsitz in den USA hat, werden die gesammelte Daten auch auf amerikanischen Servern gespeichert.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und sie auch zu löschen. Wenn Sie keine Werbung mehr sehen möchten, die auf von AddThis gesammelten Daten basiert, können Sie den Opt-out-Button auf [http://www.addthis.com/privacy/opt-out](http://www.addthis.com/privacy/opt-out?tid=221126186) verwenden. Dabei wird ein Opt-out-Cookie gesetzt, das Sie nicht löschen dürfen, um diese Einstellung weiterhin zu behalten.

Sie können Ihre Präferenzen für nutzungsbasierte Onlinewerbung auch über <http://www.youronlinechoices.com/at/> im Präferenzmanagement festlegen.

Eine Möglichkeit die Datenverarbeitung zu unterbinden bzw. nach Ihren Wünschen zu verwalten, bietet Ihr Browser. Je nach Browser funktioniert die Datenverarbeitung etwas anders. Hier finden Sie die Anleitungen zu den momentan bekanntesten Browsern:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

AddThis ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf <https://www.privacyshield.gov/participant?id=a2zt00000000181AAA>. Wenn Sie mehr über die Verarbeitung Ihrer Daten durch AddThis wissen möchten, finden Sie weitere Informationen unter [http://www.addthis.com/privacy/privacy-policy](http://www.addthis.com/privacy/privacy-policy?tid=221126186).

**YouTube Datenschutzerklärung**

Wir haben auf unserer Website YouTube-Videos eingebaut. So können wir Ihnen interessante Videos direkt auf unserer Seite präsentieren. YouTube ist ein Videoportal, das seit 2006 eine Tochterfirma von Google ist. Betrieben wird das Videoportal durch YouTube, LLC, 901 Cherry Ave., San Bruno, CA 94066, USA. Wenn Sie auf unserer Website eine Seite aufrufen, die ein YouTube-Video eingebettet hat, verbindet sich Ihr Browser automatisch mit den Servern von YouTube bzw. Google. Dabei werden (je nach Einstellungen) verschiedene Daten übertragen. Für die gesamte Datenverarbeitung im europäischen Raum ist Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) verantwortlich.

Im Folgenden wollen wir Ihnen genauer erklären, welche Daten verarbeitet werden, warum wir YouTube-Videos eingebunden haben und wie Sie Ihre Daten verwalten oder löschen können.

**Was ist YouTube?**

Auf YouTube können die User kostenlos Videos ansehen, bewerten, kommentieren und selbst hochladen. Über die letzten Jahre wurde YouTube zu einem der wichtigsten Social-Media-Kanäle weltweit. Damit wir Videos auf unserer Webseite anzeigen können, stellt YouTube einen Codeausschnitt zur Verfügung, den wir auf unserer Seite eingebaut haben.

**Warum verwenden wir YouTube-Videos auf unserer Webseite?**

YouTube ist die Videoplattform mit den meisten Besuchern und dem besten Content. Wir sind bemüht, Ihnen die bestmögliche User-Erfahrung auf unserer Webseite zu bieten. Und natürlich dürfen interessante Videos dabei nicht fehlen. Mithilfe unserer eingebetteten Videos stellen wir Ihnen neben unseren Texten und Bildern weiteren hilfreichen Content zur Verfügung. Zudem wird unsere Webseite auf der Google-Suchmaschine durch die eingebetteten Videos leichter gefunden. Auch wenn wir über Google Ads Werbeanzeigen schalten, kann Google – dank der gesammelten Daten – diese Anzeigen wirklich nur Menschen zeigen, die sich für unsere Angebote interessieren.

**Welche Daten werden von YouTube gespeichert?**

Sobald Sie eine unserer Seiten besuchen, die ein YouTube-Video eingebaut hat, setzt YouTube zumindest ein Cookie, das Ihre IP-Adresse und unsere URL speichert. Wenn Sie in Ihrem YouTube-Konto eingeloggt sind, kann YouTube Ihre Interaktionen auf unserer Webseite meist mithilfe von Cookies Ihrem Profil zuordnen. Dazu zählen Daten wie Sitzungsdauer, Absprungrate, ungefährer Standort, technische Informationen wie Browsertyp, Bildschirmauflösung oder Ihr Internetanbieter. Weitere Daten können Kontaktdaten, etwaige Bewertungen, das Teilen von Inhalten über Social Media oder das Hinzufügen zu Ihren Favoriten auf YouTube sein.

Wenn Sie nicht in einem Google-Konto oder einem Youtube-Konto angemeldet sind, speichert Google Daten mit einer eindeutigen Kennung, die mit Ihrem Gerät, Browser oder App verknüpft sind. So bleibt beispielsweise Ihre bevorzugte Spracheinstellung beibehalten. Aber viele Interaktionsdaten können nicht gespeichert werden, da weniger Cookies gesetzt werden.

In der folgenden Liste zeigen wir Cookies, die in einem Test im Browser gesetzt wurden. Wir zeigen einerseits Cookies, die ohne angemeldetes YouTube-Konto gesetzt werden. Andererseits zeigen wir Cookies, die mit angemeldetem Account gesetzt werden. Die Liste kann keinen Vollständigkeitsanspruch erheben, weil die Userdaten immer von den Interaktionen auf YouTube abhängen.

**Name:** YSC  
**Wert:** b9-CV6ojI5Y221126186-1  
**Verwendungszweck:** Dieses Cookie registriert eine eindeutige ID, um Statistiken des gesehenen Videos zu speichern.  
**Ablaufdatum:** nach Sitzungsende

**Name:** PREF  
**Wert:** f1=50000000  
**Verwendungszweck:** Dieses Cookie registriert ebenfalls Ihre eindeutige ID. Google bekommt über PREF Statistiken, wie Sie YouTube-Videos auf unserer Webseite verwenden.  
**Ablaufdatum:** nach 8 Monaten

**Name:** GPS  
**Wert:** 1  
**Verwendungszweck:** Dieses Cookie registriert Ihre eindeutige ID auf mobilen Geräten, um den GPS-Standort zu tracken.  
**Ablaufdatum:** nach 30 Minuten

**Name:** VISITOR\_INFO1\_LIVE  
**Wert:** 95Chz8bagyU  
**Verwendungszweck:** Dieses Cookie versucht die Bandbreite des Users auf unseren Webseiten (mit eingebautem YouTube-Video) zu schätzen.  
**Ablaufdatum:** nach 8 Monaten

Weitere Cookies, die gesetzt werden, wenn Sie mit Ihrem YouTube-Konto angemeldet sind:

**Name:** APISID  
**Wert:** zILlvClZSkqGsSwI/AU1aZI6HY7221126186-  
**Verwendungszweck:** Dieses Cookie wird verwendet, um ein Profil über Ihre Interessen zu erstellen. Genützt werden die Daten für personalisierte Werbeanzeigen.  
**Ablaufdatum:** nach 2 Jahren

**Name:** CONSENT  
**Wert:** YES+AT.de+20150628-20-0  
**Verwendungszweck:** Das Cookie speichert den Status der Zustimmung eines Users zur Nutzung unterschiedlicher Services von Google. CONSENT dient auch der Sicherheit, um User zu überprüfen und Userdaten vor unbefugten Angriffen zu schützen.  
**Ablaufdatum:** nach 19 Jahren

**Name:** HSID  
**Wert:** AcRwpgUik9Dveht0I  
**Verwendungszweck:** Dieses Cookie wird verwendet, um ein Profil über Ihre Interessen zu erstellen. Diese Daten helfen personalisierte Werbung anzeigen zu können.  
**Ablaufdatum:** nach 2 Jahren

**Name:** LOGIN\_INFO  
**Wert:** AFmmF2swRQIhALl6aL…  
**Verwendungszweck:** In diesem Cookie werden Informationen über Ihre Login-Daten gespeichert.  
**Ablaufdatum:** nach 2 Jahren

**Name:** SAPISID  
**Wert:** 7oaPxoG-pZsJuuF5/AnUdDUIsJ9iJz2vdM  
**Verwendungszweck:** Dieses Cookie funktioniert, indem es Ihren Browser und Ihr Gerät eindeutig identifiziert. Es wird verwendet, um ein Profil über Ihre Interessen zu erstellen.  
**Ablaufdatum:** nach 2 Jahren

**Name:** SID  
**Wert:** oQfNKjAsI221126186-  
**Verwendungszweck:** Dieses Cookie speichert Ihre Google-Konto-ID und Ihren letzten Anmeldezeitpunkt in digital signierter und verschlüsselter Form.  
**Ablaufdatum:** nach 2 Jahren

**Name:** SIDCC  
**Wert:** AN0-TYuqub2JOcDTyL  
**Verwendungszweck:** Dieses Cookie speichert Informationen, wie Sie die Webseite nutzen und welche Werbung Sie vor dem Besuch auf unserer Seite möglicherweise gesehen haben.  
**Ablaufdatum:** nach 3 Monaten

**Wie lange und wo werden die Daten gespeichert?**

Die Daten, die YouTube von Ihnen erhält und verarbeitet werden auf den Google-Servern gespeichert. Die meisten dieser Server befinden sich in Amerika. Unter <https://www.google.com/about/datacenters/inside/locations/?hl=de>  sehen Sie genau wo sich die Google-Rechenzentren befinden. Ihre Daten sind auf den Servern verteilt. So sind die Daten schneller abrufbar und vor Manipulation besser geschützt.

Die erhobenen Daten speichert Google unterschiedlich lang. Manche Daten können Sie jederzeit löschen, andere werden automatisch nach einer begrenzten Zeit gelöscht und wieder andere werden von Google über längere Zeit gespeichert. Einige Daten (wie Elemente aus „Meine Aktivität“, Fotos oder Dokumente, Produkte), die in Ihrem Google-Konto gespeichert sind, bleiben so lange gespeichert, bis Sie sie löschen. Auch wenn Sie nicht in einem Google-Konto angemeldet sind, können Sie einige Daten, die mit Ihrem Gerät, Browser oder App verknüpft sind, löschen.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Grundsätzlich können Sie Daten im Google Konto manuell löschen. Mit der 2019 eingeführten automatischen Löschfunktion von Standort- und Aktivitätsdaten werden Informationen abhängig von Ihrer Entscheidung – entweder 3 oder 18 Monate gespeichert und dann gelöscht.

Unabhängig, ob Sie ein Google-Konto haben oder nicht, können Sie Ihren Browser so konfigurieren, dass Cookies von Google gelöscht bzw. deaktiviert werden. Je nachdem welchen Browser Sie verwenden, funktioniert dies auf unterschiedliche Art und Weise. Die folgenden Anleitungen zeigen, wie Sie Cookies in Ihrem Browser verwalten:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Falls Sie grundsätzlich keine Cookies haben wollen, können Sie Ihren Browser so einrichten, dass er Sie immer informiert, wenn ein Cookie gesetzt werden soll. So können Sie bei jedem einzelnen Cookie entscheiden, ob Sie es erlauben oder nicht. Da YouTube ein Tochterunternehmen von Google ist, gibt es eine gemeinsame Datenschutzerklärung. Wenn Sie mehr über den Umgang mit Ihren Daten erfahren wollen, empfehlen wir Ihnen die Datenschutzerklärung unter [https://policies.google.com/privacy?hl=de.](https://policies.google.com/privacy?hl=de)

**YouTube Abonnieren Button Datenschutzerklärung**

Wir haben auf unserer Webseite den YouTube Abonnieren Button (engl. „Subscribe-Button“) eingebaut. Sie erkennen den Button meist am klassischen YouTube-Logo. Das Logo zeigt vor rotem Hintergrund in weißer Schrift die Wörter „Abonnieren“ oder „YouTube“ und links davon das weiße „Play-Symbol“. Der Button kann aber auch in einem anderen Design dargestellt sein.

Unser YouTube-Kanal bietet Ihnen immer wieder lustige, interessante oder spannende Videos. Mit dem eingebauten „Abonnieren-Button“ können Sie unseren Kanal direkt von unserer Webseite aus abonnieren und müssen nicht eigens die YouTube-Webseite aufrufen. Wir wollen Ihnen somit den Zugang zu unserem umfassenden Content so einfach wie möglich machen. Bitte beachten Sie, dass YouTube dadurch Daten von Ihnen speichern und verarbeiten kann.

Wenn Sie auf unserer Seite einen eingebauten Abo-Button sehen, setzt YouTube – laut Google – mindestens ein Cookie. Dieses Cookie speichert Ihre IP-Adresse und unsere URL. Auch Informationen über Ihren Browser, Ihren ungefähren Standort und Ihre voreingestellte Sprache kann YouTube so erfahren. Bei unserem Test wurden folgende vier Cookies gesetzt, ohne bei YouTube angemeldet zu sein:

**Name:** YSC  
**Wert:** b9-CV6ojI5221126186Y  
**Verwendungszweck:** Dieses Cookie registriert eine eindeutige ID, um Statistiken des gesehenen Videos zu speichern.  
**Ablaufdatum:** nach Sitzungsende

**Name:** PREF  
**Wert:** f1=50000000  
**Verwendungszweck:** Dieses Cookie registriert ebenfalls Ihre eindeutige ID. Google bekommt über PREF Statistiken, wie Sie YouTube-Videos auf unserer Webseite verwenden.  
**Ablaufdatum:** nach 8 Monate

**Name:** GPS  
**Wert:** 1  
**Verwendungszweck:** Dieses Cookie registriert Ihre eindeutige ID auf mobilen Geräten, um den GPS-Standort zu tracken.  
**Ablaufdatum:** nach 30 Minuten

**Name:** VISITOR\_INFO1\_LIVE  
**Wert:** 22112618695Chz8bagyU  
**Verwendungszweck:** Dieses Cookie versucht die Bandbreite des Users auf unseren Webseiten (mit eingebautem YouTube-Video) zu schätzen.  
**Ablaufdatum:** nach 8 Monaten

**Anmerkung:** Diese Cookies wurden nach einem Test gesetzt und können nicht den Anspruch auf Vollständigkeit erheben.

Wenn Sie in Ihrem YouTube-Konto angemeldet sind, kann YouTube viele Ihrer Handlungen/Interaktionen auf unserer Webseite mit Hilfe von Cookies speichern und Ihrem YouTube-Konto zuordnen. YouTube bekommt dadurch zum Beispiel Informationen wie lange Sie auf unserer Seite surfen, welchen Browsertyp Sie verwenden, welche Bildschirmauflösung Sie bevorzugen oder welche Handlungen Sie ausführen.

YouTube verwendet diese Daten zum einen um die eigenen Dienstleistungen und Angebote zu verbessern, zum anderen um Analysen und Statistiken für Werbetreibende (die Google Ads verwenden) bereitzustellen.

**Cloudflare Datenschutzerklärung**

Wir verwenden auf dieser Webseite Cloudflare der Firma Cloudflare, Inc. (101 Townsend St., San Francisco, CA 94107, USA), um unsere Webseite schneller und sicherer zu machen. Dabei verwendet Cloudflare Cookies und verarbeitet User-Daten. Cloudflare, Inc. ist eine amerikanische Firma, die ein Content Delivery Network und diverse Sicherheitsdienste anbietet. Diese Dienste befinden sich zwischen dem User und unserem Hosting-Anbieter. Was das alles genau bedeutet, versuchen wir im Folgenden genauer zu erläutern.

**Was ist Cloudflare?**

Ein Content Delivery Network (CDN), wie es die Firma Cloudflare bereitstellt, ist nichts anderes als ein Netzwerk aus verbundenen Servern. Cloudflare hat auf der ganzen Welt solche Server verteilt, um Webseiten schneller auf Ihren Bildschirm zu bringen. Ganz einfach gesagt, legt Cloudflare Kopien unserer Webseite an und platziert sie auf ihren eigenen Servern. Wenn Sie jetzt unsere Webseite besuchen, stellt ein System der Lastenverteilung sicher, dass die größten Teile unsere Webseite von jenem Server ausgeliefert werden, der Ihnen unsere Webseite am schnellsten anzeigen kann. Die Strecke der Datenübertragung zu Ihrem Browser wird durch ein CDN deutlich verkürzt. Somit wird Ihnen der Content unserer Webseite durch Cloudflare nicht nur von unserem Hosting-Server geliefert, sondern von Servern aus der ganzen Welt. Besonders hilfreich wird der Einsatz von Cloudflare für User aus dem Ausland, da hier die Seite von einem Server in der Nähe ausgeliefert werden kann. Neben dem schnellen Ausliefern von Webseiten bietet Cloudflare auch diverse Sicherheitsdienste, wie den DDoS-Schutz oder die Web Application Firewall an.

**Warum wir Cloudflare auf unserer Webseite verwenden?**

Natürlich wollen wir Ihnen mit unserer Webseite das bestmögliche Service bieten. Cloudflare hilft uns dabei, unsere Webseite schneller und sicherer zu machen. Cloudflare bietet uns sowohl Web-Optimierungen als auch Sicherheitsdienste, wie DDoS-Schutz und Web-Firewall, an. Dazu gehören auch ein [Reverse-Proxy](https://de.wikipedia.org/wiki/Reverse_Proxy) und das Content-Verteilungsnetzwerk (CDN). Cloudflare blockiert Bedrohungen und begrenzt missbräuchliche Bots und Crawler, die unsere Bandbreite und Serverressourcen verschwenden. Durch das Speichern unserer Webseite auf lokalen Datenzentren und das Blockieren von Spam-Software ermöglicht Cloudflare, unsere Bandbreitnutzung etwa um 60% zu reduzieren. Das Bereitstellen von Inhalten über ein Datenzentrum in Ihrer Nähe und einiger dort durchgeführten Web-Optimierungen reduziert die durchschnittliche Ladezeit einer Webseite etwa um die Hälfte. Durch die Einstellung „I´m Under Attack Mode“ („Ich werde angegriffen“-Modus) können laut Cloudflare weitere Angriffe abgeschwächt werden, indem eine JavaScript-Rechenaufgabe angezeigt wird, die man lösen muss, bevor ein User auf eine Webseite zugreifen kann. Insgesamt wird dadurch unsere Webseite deutlich leistungsstärker und weniger anfällig auf Spam oder andere Angriffe.

**Welche Daten werden von Cloudflare gespeichert?**

Cloudflare leitet im Allgemeinen nur jene Daten weiter, die von Webseitenbetreibern gesteuert werden. Die Inhalte werden also nicht von Cloudflare bestimmt, sondern immer vom Webseitenbetreiber selbst. Zudem erfasst Cloudflare unter Umständen bestimmte Informationen zur Nutzung unserer Webseite und verarbeitet Daten, die von uns versendet werden oder für die Cloudflare entsprechende Anweisungen erhalten hat. In den meisten Fällen erhält Cloudflare Daten wie IP-Adresse, Kontakt- und Protokollinfos, Sicherheitsfingerabdrücke und Leistungsdaten für Webseiten. Protokolldaten helfen Cloudflare beispielsweise dabei, neue Bedrohungen zu erkennen. So kann Cloudflare einen hohen Sicherheitsschutz für unsere Webseite gewährleisten. Cloudflare verarbeitet diese Daten im Rahmen der Services unter Einhaltung der geltenden Gesetze. Dazu zählt natürlich auch die Datenschutzgrundverordnung (DSGVO).

Aus Sicherheitsgründen verwendet Cloudflare auch ein Cookie. Das Cookie (\_\_cfduid) wird eingesetzt, um einzelne User hinter einer gemeinsam genutzten IP-Adresse zu identifizieren und Sicherheitseinstellungen für jeden einzelnen User anzuwenden. Sehr nützlich wird dieses Cookie beispielsweise, wenn Sie unsere Webseite aus einem Lokal benutzen, in dem sich eine Reihe infizierter Computer befinden. Wenn aber Ihr Computer vertrauenswürdig ist, können wir dies anhand des Cookies erkennen. So können Sie, trotz infizierter PCs in Ihrem Umfeld, ungehindert und sorgenfrei durch unsere Webseite surfen. Wichtig zu wissen ist auch noch, dass dieses Cookie keine personenbezogenen Daten speichert. Dieses Cookie ist für die Cloudflare-Sicherheitsfunktionen unbedingt erforderlich und kann nicht deaktiviert werden.

**Cookies von Cloudflare**

**Name:** \_\_cfduid  
**Wert:** d798bf7df9c1ad5b7583eda5cc5e78221126186-3  
**Verwendungszweck:** Sicherheitseinstellungen für jeden einzelnen Besucher  
**Ablaufdatum:** nach einem Jahr

Cloudflare arbeitet auch mit Drittanbietern zusammen. Diese dürfen personenbezogene Daten nur unter Anweisung der Firma Cloudflare und in Übereinstimmung mit den Datenschutzrichtlinien und anderer Vertraulichkeits- und Sicherheitsmaßnahmen verarbeiten. Ohne explizite Einwilligung von uns gibt Cloudflare keine personenbezogenen Daten weiter.

**Wie lange und wo werden die Daten gespeichert?**

Cloudflare speichert Ihre Informationen hauptsächlich in den USA und im Europäischen Wirtschaftsraum. Cloudflare kann die oben beschriebenen Informationen aus der ganzen Welt übertragen und darauf zugreifen. Im Allgemeinen speichert Cloudflare Daten auf User-Ebene für Domains in den Versionen Free, Pro und Business für weniger als 24 Stunden. Für Enterprise Domains, die Cloudflare Logs (früher Enterprise LogShare oder ELS) aktiviert haben, können die Daten bis zu 7 Tage gespeichert werden. Wenn allerdings IP-Adressen bei Cloudflare Sicherheitswarnungen auslösen, kann es zu Ausnahmen der oben angeführten Speicherungsdauer kommen.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Cloudflare bewahrt Daten-Protokolle nur solange wie nötig auf und diese Daten werden auch in den meisten Fällen innerhalb von 24 Stunden wieder gelöscht. Cloudflare speichert auch keine personenbezogenen Daten, wie beispielsweise Ihre IP-Adresse. Es gibt allerdings Informationen, die Cloudflare als Teil seiner permanenten Protokolle auf unbestimmte Zeit speichert, um so die Gesamtleistung von Cloudflare Resolver zu verbessern und etwaige Sicherheitsrisiken zu erkennen. Welche permanenten Protokolle genau speichert werden, können Sie auf <https://www.cloudflare.com/application/privacypolicy/> nachlesen. Alle Daten, die Cloudflare sammelt (temporär oder permanent), werden von allen personenbezogenen Daten bereinigt. Alle permanenten Protokolle werden zudem von Cloudflare anonymisiert.

Cloudflare geht in ihrer Datenschutzerklärung darauf ein, dass sie für die Inhalte, die sie erhalten nicht verantwortlich sind. Wenn Sie beispielsweise bei Cloudflare anfragen, ob sie Ihre Inhalte aktualisieren oder löschen können, verweist Cloudflare grundsätzlich auf uns als Webseitenbetreiber. Sie können auch die gesamte Erfassung und Verarbeitung Ihrer Daten durch Cloudflare komplett unterbinden, indem Sie die Ausführung von Script-Code in Ihrem Browser deaktivieren oder einen Script-Blocker in Ihren Browser einbinden.

Cloudflare ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf [https://www.privacyshield.gov/participant?id=a2zt0000000GnZKAA0](https://www.privacyshield.gov/participant?id=a2zt0000000GnZKAA0&tid=221126186).  
Mehr Informationen zum Datenschutz bei Cloudflare finden Sie auf [https://www.cloudflare.com/de-de/privacypolicy/](https://www.cloudflare.com/de-de/privacypolicy/?tid=221126186)

**Google reCAPTCHA Datenschutzerklärung**

Unser oberstes Ziel ist es, unsere Webseite für Sie und für uns bestmöglich zu sichern und zu schützen. Um das zu gewährleisten, verwenden wir Google reCAPTCHA der Firma Google Inc. Für den europäischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) für alle Google-Dienste verantwortlich. Mit reCAPTCHA können wir feststellen, ob Sie auch wirklich ein Mensch aus Fleisch und Blut sind und kein Roboter oder eine andere Spam-Software. Unter Spam verstehen wir jede, auf elektronischen Weg, unerwünschte Information, die uns ungefragter Weise zukommt. Bei den klassischen CAPTCHAS mussten Sie zur Überprüfung meist Text- oder Bildrätsel lösen. Mit reCAPTCHA von Google müssen wir Sie meist nicht mit solchen Rätseln belästigen. Hier reicht es in den meisten Fällen, wenn Sie einfach ein Häkchen setzen und so bestätigen, dass Sie kein Bot sind. Mit der neuen Invisible reCAPTCHA Version müssen Sie nicht mal mehr ein Häkchen setzen. Wie das genau funktioniert und vor allem welche Daten dafür verwendet werden, erfahren Sie im Verlauf dieser Datenschutzerklärung.

**Was ist reCAPTCHA?**

reCAPTCHA ist ein freier Captcha-Dienst von Google, der Webseiten vor Spam-Software und den Missbrauch durch nicht-menschliche Besucher schützt. Am häufigsten wird dieser Dienst verwendet, wenn Sie Formulare im Internet ausfüllen. Ein Captcha-Dienst ist eine Art automatischer Turing-Test, der sicherstellen soll, dass eine Handlung im Internet von einem Menschen und nicht von einem Bot vorgenommen wird. Im klassischen Turing-Test (benannt nach dem Informatiker Alan Turing) stellt ein Mensch die Unterscheidung zwischen Bot und Mensch fest. Bei Captchas übernimmt das auch der Computer bzw. ein Softwareprogramm. Klassische Captchas arbeiten mit kleinen Aufgaben, die für Menschen leicht zu lösen sind, doch für Maschinen erhebliche Schwierigkeiten aufweisen. Bei reCAPTCHA müssen Sie aktiv keine Rätsel mehr lösen. Das Tool verwendet moderne Risikotechniken, um Menschen von Bots zu unterscheiden. Hier müssen Sie nur noch das Textfeld „Ich bin kein Roboter“ ankreuzen bzw. bei Invisible reCAPTCHA ist selbst das nicht mehr nötig. Bei reCAPTCHA wird ein JavaScript-Element in den Quelltext eingebunden und dann läuft das Tool im Hintergrund und analysiert Ihr Benutzerverhalten. Aus diesen Useraktionen berechnet die Software einen sogenannten Captcha-Score. Google berechnet mit diesem Score schon vor der Captcha-Eingabe wie hoch die Wahrscheinlichkeit ist, dass Sie ein Mensch sind. reCAPTCHA bzw. Captchas im Allgemeinen kommen immer dann zum Einsatz, wenn Bots gewisse Aktionen (wie z.B. Registrierungen, Umfragen usw.) manipulieren oder missbrauchen könnten.

**Warum verwenden wir reCAPTCHA auf unserer Webseite?**

Wir wollen nur Menschen aus Fleisch und Blut auf unserer Seite begrüßen. Bots oder Spam-Software unterschiedlichster Art dürfen getrost zuhause bleiben. Darum setzen wir alle Hebel in Bewegung, uns zu schützen und die bestmögliche Benutzerfreundlichkeit für Sie anzubieten. Aus diesem Grund verwenden wir Google reCAPTCHA der Firma Google. So können wir uns ziemlich sicher sein, dass wir eine „botfreie“ Webseite bleiben. Durch die Verwendung von reCAPTCHA werden Daten an Google übermittelt, um festzustellen, ob Sie auch wirklich ein Mensch sind. reCAPTCHA dient also der Sicherheit unserer Webseite und in weiterer Folge damit auch Ihrer Sicherheit. Zum Beispiel könnte es ohne reCAPTCHA passieren, dass bei einer Registrierung ein Bot möglichst viele E-Mail-Adressen registriert, um im Anschluss Foren oder Blogs mit unerwünschten Werbeinhalten „zuzuspamen“. Mit reCAPTCHA können wir solche Botangriffe vermeiden.

**Welche Daten werden von reCAPTCHA gespeichert?**

reCAPTCHA sammelt personenbezogene Daten von Usern, um festzustellen, ob die Handlungen auf unserer Webseite auch wirklich von Menschen stammen. Es kann also die IP-Adresse und andere Daten, die Google für den reCAPTCHA-Dienst benötigt, an Google versendet werden. IP-Adressen werden innerhalb der Mitgliedstaaten der EU oder anderer Vertragsstaaten des Abkommens über den Europäischen Wirtschaftsraum fast immer zuvor gekürzt, bevor die Daten auf einem Server in den USA landen. Die IP-Adresse wird nicht mit anderen Daten von Google kombiniert, sofern Sie nicht während der Verwendung von reCAPTCHA mit Ihrem Google-Konto angemeldet sind. Zuerst prüft der reCAPTCHA-Algorithmus, ob auf Ihrem Browser schon Google-Cookies von anderen Google-Diensten (YouTube. Gmail usw.) platziert sind. Anschließend setzt reCAPTCHA ein zusätzliches Cookie in Ihrem Browser und erfasst einen Schnappschuss Ihres Browserfensters.

Die folgende Liste von gesammelten Browser- und Userdaten, hat nicht den Anspruch auf Vollständigkeit. Vielmehr sind es Beispiele von Daten, die nach unserer Erkenntnis, von Google verarbeitet werden.

* Referrer URL (die Adresse der Seite von der der Besucher kommt)
* IP-Adresse (z.B. 256.123.123.1)
* Infos über das Betriebssystem (die Software, die den Betrieb Ihres Computers ermöglicht. Bekannte Betriebssysteme sind Windows, Mac OS X oder Linux)
* Cookies (kleine Textdateien, die Daten in Ihrem Browser speichern)
* Maus- und Keyboardverhalten (jede Aktion, die Sie mit der Maus oder der Tastatur ausführen wird gespeichert)
* Datum und Spracheinstellungen (welche Sprache bzw. welches Datum Sie auf Ihrem PC voreingestellt haben wird gespeichert)
* Alle Javascript-Objekte (JavaScript ist eine Programmiersprache, die Webseiten ermöglicht, sich an den User anzupassen. JavaScript-Objekte können alle möglichen Daten unter einem Namen sammeln)
* Bildschirmauflösung (zeigt an aus wie vielen Pixeln die Bilddarstellung besteht)

Unumstritten ist, dass Google diese Daten verwendet und analysiert noch bevor Sie auf das Häkchen „Ich bin kein Roboter“ klicken. Bei der Invisible reCAPTCHA-Version fällt sogar das Ankreuzen weg und der ganze Erkennungsprozess läuft im Hintergrund ab. Wie viel und welche Daten Google genau speichert, erfährt man von Google nicht im Detail.

Folgende Cookies werden von reCAPTCHA verwendet: Hierbei beziehen wir uns auf die reCAPTCHA Demo-Version von Google unter <https://www.google.com/recaptcha/api2/demo>. All diese Cookies benötigen zu Trackingzwecken eine eindeutige Kennung. Hier ist eine Liste an Cookies, die Google reCAPTCHA auf der Demo-Version gesetzt hat:

**Name:** IDE  
**Wert:** WqTUmlnmv\_qXyi\_DGNPLESKnRNrpgXoy1K-pAZtAkMbHI-221126186-8  
**Verwendungszweck:** Dieses Cookie wird von der Firma DoubleClick (gehört auch Google) gesetzt, um die Aktionen eines Users auf der Webseite im Umgang mit Werbeanzeigen zu registrieren und zu melden. So kann die Werbewirksamkeit gemessen und entsprechende Optimierungsmaßnahmen getroffen werden. IDE wird in Browsern unter der Domain doubleclick.net gespeichert.  
**Ablaufdatum:** nach einem Jahr

**Name:** 1P\_JAR  
**Wert:** 2019-5-14-12  
**Verwendungszweck:** Dieses Cookie sammelt Statistiken zur Webseite-Nutzung und misst Conversions. Eine Conversion entsteht z.B., wenn ein User zu einem Käufer wird. Das Cookie wird auch verwendet, um Usern relevante Werbeanzeigen einzublenden. Weiters kann man mit dem Cookie vermeiden, dass ein User dieselbe Anzeige mehr als einmal zu Gesicht bekommt.  
**Ablaufdatum:** nach einem Monat

**Name:** ANID  
**Wert:** U7j1v3dZa2211261860xgZFmiqWppRWKOr  
**Verwendungszweck:** Viele Infos konnten wir über dieses Cookie nicht in Erfahrung bringen. In der Datenschutzerklärung von Google wird das Cookie im Zusammenhang mit „Werbecookies“ wie z. B. „DSID“, „FLC“, „AID“, „TAID“ erwähnt. ANID wird unter Domain google.com gespeichert.  
**Ablaufdatum:** nach 9 Monaten

**Name:** CONSENT  
**Wert:**YES+AT.de+20150628-20-0  
**Verwendungszweck:** Das Cookie speichert den Status der Zustimmung eines Users zur Nutzung unterschiedlicher Services von Google. CONSENT dient auch der Sicherheit, um User zu überprüfen, Betrügereien von Anmeldeinformationen zu verhindern und Userdaten vor unbefugten Angriffen zu schützen.  
**Ablaufdatum:** nach 19 Jahren

**Name:** NID  
**Wert:** 0WmuWqy221126186zILzqV\_nmt3sDXwPeM5Q  
**Verwendungszweck:** NID wird von Google verwendet, um Werbeanzeigen an Ihre Google-Suche anzupassen. Mit Hilfe des Cookies „erinnert“ sich Google an Ihre meist eingegebenen Suchanfragen oder Ihre frühere Interaktion mit Anzeigen. So bekommen Sie immer maßgeschneiderte Werbeanzeigen. Das Cookie enthält eine einzigartige ID, um persönliche Einstellungen des Users für Werbezwecke zu sammeln.  
**Ablaufdatum:** nach 6 Monaten

**Name:** DV  
**Wert:** gEAABBCjJMXcI0dSAAAANbqc221126186-4  
**Verwendungszweck:** Sobald Sie das „Ich bin kein Roboter“-Häkchen angekreuzt haben, wird dieses Cookie gesetzt. Das Cookie wird von Google Analytics für personalisierte Werbung verwendet. DV sammelt Informationen in anonymisierter Form und wird weiters benutzt, um User-Unterscheidungen zu treffen.  
**Ablaufdatum:** nach 10 Minuten

**Anmerkung:**Diese Aufzählung kann keinen Anspruch auf Vollständigkeit erheben, da Google erfahrungsgemäß die Wahl ihrer Cookies immer wieder auch verändert.

**Wie lange und wo werden die Daten gespeichert?**

Durch das Einfügen von reCAPTCHA werden Daten von Ihnen auf den Google-Server übertragen. Wo genau diese Daten gespeichert werden, stellt Google, selbst nach wiederholtem Nachfragen, nicht klar dar. Ohne eine Bestätigung von Google erhalten zu haben, ist davon auszugehen, dass Daten wie Mausinteraktion, Verweildauer auf der Webseite oder Spracheinstellungen auf den europäischen oder amerikanischen Google-Servern gespeichert werden. Die IP-Adresse, die Ihr Browser an Google übermittelt, wird grundsätzlich nicht mit anderen Google-Daten aus weiteren Google-Diensten zusammengeführt. Wenn Sie allerdings während der Nutzung des reCAPTCHA-Plug-ins bei Ihrem Google-Konto angemeldet sind, werden die Daten zusammengeführt.Dafür gelten die abweichenden Datenschutzbestimmungen der Firma Google.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Wenn Sie wollen, dass über Sie und über Ihr Verhalten keine Daten an Google übermittelt werden, müssen Sie sich, bevor Sie unsere Webseite besuchen bzw. die reCAPTCHA-Software verwenden, bei Google vollkommen ausloggen und alle Google-Cookies löschen. Grundsätzlich werden die Daten sobald Sie unsere Seite aufrufen automatisch an Google übermittelt. Um diese Daten wieder zu löschen, müssen Sie den Google-Support auf  <https://support.google.com/?hl=de&tid=221126186> kontaktieren.

Wenn Sie also unsere Webseite verwenden, erklären Sie sich einverstanden, dass Google LLC und deren Vertreter automatisch Daten erheben, bearbeiten und nutzen.

Etwas mehr über reCAPTCHA erfahren Sie auf der Webentwickler-Seite von Google auf <https://developers.google.com/recaptcha/>. Google geht hier zwar auf die technische Entwicklung der reCAPTCHA näher ein, doch genaue Informationen über Datenspeicherung und datenschutzrelevanten Themen sucht man auch dort vergeblich. Eine gute Übersicht über die grundsätzliche Verwendung von Daten bei Google finden Sie in der hauseigenen Datenschutzerklärung auf [https://www.google.com/intl/de/policies/privacy/](https://policies.google.com/privacy?hl=de&tid=221126186).

**Vimeo Datenschutzerklärung**

Wir verwenden auf unserer Website auch Videos der Firma Vimeo. Betrieben wird das Videoportal durch Vimeo LLC, 555 West 18th Street, New York, New York 10011, USA. Mit Hilfe eines Plug-ins können wir Ihnen so interessantes Videomaterial direkt auf unserer Website anzeigen. Dabei können gewissen Daten von Ihnen an Vimeo übertragen werden. In dieser Datenschutzerklärung zeigen wir Ihnen, um welche Daten es sich handelt, warum wir Vimeo verwenden und wie Sie Ihre Daten bzw. die Datenübertragung verwalten oder unterbinden können.

**Was ist Vimeo?**

Vimeo ist eine Videoplattform, die 2004 gegründet wurde und seit 2007 das Streamen von Videos in HD-Qualität ermöglicht. Seit 2015 kann auch in 4k Ultra HD gestreamt werden. Die Nutzung des Portals ist kostenlos, es kann allerdings auch kostenpflichtiger Content veröffentlicht werden. Im Vergleich zum Marktführer YouTube, legt Vimeo vorrangig Wert auf hochwertigen Content in guter Qualität. So bietet das Portal einerseits viele künstlerische Inhalte wie Musikvideos und Kurzfilme, andererseits aber auch wissenswerte Dokumentationen zu den unterschiedlichsten Themen.

**Warum verwenden wir Vimeo auf unserer Webseite?**

Ziel unserer Webpräsenz ist es, Ihnen den bestmöglichen Content zu liefern. Und zwar so einfach zugänglich wie möglich. Erst wenn wir das geschafft haben, sind wir mit unserem Service zufrieden. Der Videodienst Vimeo unterstützt uns dieses Ziel zu erreichen. Vimeo bietet uns die Möglichkeit, Ihnen qualitativ hochwertige Inhalte direkt auf unserer Website zu präsentieren. Statt Ihnen nur einen Link zu einem interessanten Video zu geben, können Sie so das Video gleich bei uns ansehen. Das erweitert unser Service und erleichtert Ihnen den Zugang zu interessanten Inhalten. Somit bieten wir neben unseren Texten und Bildern auch Video-Content an.

**Welche Daten werden auf Vimeo gespeichert?**

Wenn Sie auf unserer Website eine Seite aufrufen, die ein Vimeo-Video eingebettet hat, verbindet sich Ihr Browser mit den Servern von Vimeo. Dabei kommt es zu einer Datenübertragung. Diese Daten werden auf den Vimeo-Servern gesammelt, gespeichert und verarbeitet. Unabhängig davon, ob Sie ein Vimeo-Konto haben oder nicht, sammelt Vimeo Daten über Sie. Dazu zählen Ihre IP-Adresse, technische Infos über Ihren Browsertyp, Ihr Betriebssystem oder ganz grundlegende Geräteinformationen. Weiters speichert Vimeo Informationen über welche Webseite Sie den Vimeo-Dienst nutzen und welche Handlungen (Webaktivitäten) Sie auf unserer Webseite ausführen. Zu diesen Webaktivitäten zählen beispielsweise Sitzungsdauer, Absprungrate oder auf welchen Button Sie auf unserer Webseite mit eingebauter Vimeo-Funktion geklickt haben. Diese Handlungen kann Vimeo mit Hilfe von Cookies und ähnlichen Technologien verfolgen und speichern.

Falls Sie als registriertes Mitglied bei Vimeo eingeloggt sind, können meistens mehr Daten erhoben werden, da möglicherweise mehr Cookies bereits in Ihrem Browser gesetzt wurden. Zudem werden Ihre Handlungen auf unsere Webseite direkt mit Ihrem Vimeo-Account verknüpft. Um dies zu verhindern müssen Sie sich, während des „Surfens“ auf unserer Webseite, von Vimeo ausloggen.

Nachfolgend zeigen wir Ihnen Cookies, die von Vimeo gesetzt werden, wenn Sie auf einer Webseite mit integrierter Vimeo-Funktion, sind. Diese Liste erhebt keinen Anspruch auf Vollständigkeit und geht davon aus, dass Sie keinen Vimeo-Account haben.

**Name:** player  
**Wert:** „“  
**Verwendungszweck:** Dieses Cookie speichert Ihre Einstellungen, bevor Sie ein eingebettetes Vimeo-Video abspielen. Dadurch bekommen Sie beim nächsten Mal, wenn Sie ein Vimeo-Video ansehen, wieder Ihre bevorzugten Einstellungen.  
**Ablaufdatum:** nach einem Jahr

**Name**: vuid  
**Wert:**pl1046149876.614422590221126186-4 **Verwendungszweck:** Dieses Cookie sammelt Informationen über Ihre Handlungen auf Webseiten, die ein Vimeo-Video eingebettet haben. **Ablaufdatum:** nach 2 Jahren

**Anmerkung:** Diese beiden Cookies werden immer gesetzt, sobald Sie sich auf einer Webseite mit einem eingebetteten Vimeo-Video befinden. Wenn Sie das Video ansehen und auf die Schaltfläche klicken, um beispielsweise das Video zu „teilen“ oder zu „liken“, werden weitere Cookies gesetzt. Dabei handelt es sich auch um Drittanbieter-Cookies wie  \_ga oder \_gat\_UA-76641-8 von Google Analytics oder \_fbp von Facebook. Welche Cookies hier genau gesetzt werden, hängt von Ihrer Interaktion mit dem Video ab.

Die folgende Liste zeigt einen Ausschnitt möglicher Cookies, die gesetzt werden, wenn Sie mit dem Vimeo-Video interagieren:

**Name:** \_abexps  
**Wert:** %5B%5D  
**Verwendungszweck:**Dieses Vimeo-Cookie hilft Vimeo, sich an die von Ihnen getroffenen Einstellungen zu erinnern. Dabei kann es sich zum Beispiel um eine voreingestellte Sprache, um eine Region oder einen Benutzernamen handeln. Im Allgemeinen speichert das Cookie Daten darüber, wie Sie Vimeo verwenden.  
**Ablaufdatum:** nach einem Jahr

**Name:** continuous\_play\_v3  
**Wert:** 1  
**Verwendungszweck:**Bei diesem Cookie handelt es sich um ein Erstanbieter-Cookie von Vimeo. Das Cookie sammelt Informationen wie Sie das Vimeo-Service verwenden. Beispielsweise speichert das Cookie, wann Sie ein Video pausieren bzw. wieder abspielen.  
**Ablaufdatum:** nach einem Jahr

**Name:** \_ga  
**Wert:** GA1.2.1522249635.1578401280221126186-7  
**Verwendungszweck:**Dieses Cookie ist ein Drittanbieter-Cookie von Google. Standardmäßig verwendet analytics.js das Cookie \_ga, um die User-ID zu speichern. Grundsätzlich dient es zur Unterscheidung der Websitebesucher.  
**Ablaufdatum:** nach 2 Jahren

**Name:** \_gcl\_au  
**Wert:** 1.1.770887836.1578401279221126186-3  
**Verwendungszweck:** Dieses Drittanbieter-Cookie von Google AdSense wird verwendet, um die Effizienz von Werbeanzeigen auf Websites zu verbessern.  
**Ablaufdatum:** nach 3 Monaten

**Name:** \_fbp  
**Wert:** fb.1.1578401280585.310434968  
**Verwendungszweck:** Das ist ein Facebook-Cookie. Dieses Cookie wird verwendet, um Werbeanzeigen bzw. Werbeprodukte von Facebook oder anderen Werbetreibenden einzublenden.  
**Ablaufdatum:** nach 3 Monaten

Vimeo nutzt diese Daten unter anderem, um das eigene Service zu verbessern, um mit Ihnen in Kommunikation zu treten und um eigene zielgerichtete Werbemaßnahmen zu setzen. Vimeo betont auf seiner Website, dass bei eingebetteten Videos nur Erstanbieter-Cookies (also Cookies von Vimeo selbst) verwendet werden, solange man mit dem Video nicht interagiert.

**Wie lange und wo werden die Daten gespeichert?**

Vimeo hat den Hauptsitz in White Plains im Bundesstaat New York (USA). Die Dienste werden aber weltweit angeboten. Dabei verwendet das Unternehmen Computersysteme, Datenbanken und Server in den USA und auch in anderen Ländern. Ihre Daten können somit auch auf Servern in Amerika gespeichert und verarbeitet werden. Die Daten bleiben bei Vimeo so lange gespeichert, bis das Unternehmen keinen wirtschaftlichen Grund mehr für die Speicherung hat. Dann werden die Daten gelöscht oder anonymisiert. Vimeo entspricht dem EU-U.S. Privacy Shield Framework und darf somit Daten von Usern aus der EU sammeln, nutzen und in die USA übertragen.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben immer die Möglichkeit, Cookies in Ihrem Browser nach Ihren Wünschen zu verwalten. Wenn Sie beispielsweise nicht wollen, dass Vimeo Cookies setzt und so Informationen über Sie sammelt, können Sie in Ihren Browser-Einstellungen Cookies jederzeit löschen oder deaktivieren. Je nach Browser funktioniert dies ein bisschen anders. Bitte beachten Sie, dass möglicherweise nach dem Deaktivieren/Löschen von Cookies diverse Funktionen nicht mehr im vollen Ausmaß zur Verfügung stehen. Die folgenden Anleitungen zeigen, wie Sie Cookies in Ihrem Browser verwalten bzw. löschen.

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Falls Sie ein registriertes Vimeo-Mitglied sind, können Sie auch in den Einstellungen bei Vimeo die verwendeten Cookies verwalten.

Vimeo ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf <https://www.privacyshield.gov/participant?id=a2zt00000008V77AAE&status=Active>. Mehr über den Einsatz von Cookies bei Vimeo erfahren Sie auf [https://vimeo.com/cookie\_policy](https://vimeo.com/cookie_policy?tid=221126186), Informationen zum Datenschutz bei Vimeo können Sie auf [https://vimeo.com/privacy](https://vimeo.com/privacy?tid=221126186) nachlesen.

**SoundCloud Datenschutzerklärung**

Wir verwenden auf unserer Website Funktionen (Widgets) des Social Media Netzwerks SoundCloud der Firma SoundCloud Limited, Rheinsberger Str. 76/77, 10115 Berlin, Deutschland. Sie erkennen die Widgets am bekannten orangen Logo. Durch die Verwendung von Funktionen wie beispielsweise dem Abspielen von Musik werden Daten an SoundCloud übermittelt, gespeichert und ausgewertet. In dieser Datenschutzerklärung zeigen wir Ihnen, um welche Daten es sich handelt, warum wir SoundCloud verwenden und wie Sie Ihre Daten bzw. die Datenübertragung verwalten oder unterbinden können.

**Was ist SoundCloud?**

Das Social-Media-Netzwerk SoundCloud ist eine Online-Musikplattform, die dem Austausch und der Verteilung von Audiodateien dient. Auf SoundCloud bieten Musiker oder Podcaster ihre Audiodateien zum Downloaden an. Zudem kann man mit SoundCloud die Audiodateien auch in anderen Websites einbinden. Und genau das haben auch wir gemacht. Typisch für SoundCloud sind die grafischen Darstellungen der Audiodateien in Wellenform und die Kommentarleiste. So können angemeldete User Musikstücke bzw. Podcasts jederzeit anhören und kommentieren.

**Warum verwenden wir SoundCloud auf unserer Webseite?**

Unser Ziel ist es, Ihnen auf unserer Webseite den bestmöglichen Service zu liefern. Damit meinen wir nicht nur unsere Produkte oder Dienstleistungen. Zu einem gesamtheitlichen Kundenservice zählt auch, wie wohl Sie sich auf unserer Website fühlen und wie hilfreich unsere Website für Sie ist. Durch die eingebettete SoundCloud-Abspielfunktion können wir Ihnen akustischen Content direkt und frei Haus liefern. Sie müssen nicht zuerst irgendeinen Link folgen, um sich eine Audiodatei anzuhören, sondern können gleich über unsere Webseite starten.

**Welche Daten werden auf SoundCloud gespeichert?**

Sobald Sie eine unserer Webseiten besuchen, die ein Widget (Like- oder Share-Button oder Abspielfunktion) eingebaut hat, verbindet sich Ihr Browser mit einem SoundCloud-Server. Dabei können Daten von Ihnen an SoundCloud übertragen, dort verwaltet und gespeichert werden. Zum Beispiel erfährt SoundCloud auf diese Weise Ihre IP-Adresse und welche Seite (in diesem Fall unsere) Sie wann besucht haben. Wenn Sie ein SoundCloud-Konto haben und angemeldet sind, während Sie auf unserer Webseite surfen, werden die erhobenen Daten direkt Ihrem Konto/Account zugewiesen. Das können Sie nur verhindern, indem Sie sich, während Ihres Aufenthalts auf unserer Website, von SoundCloud abmelden. Neben den oben genannten Informationen werden in den Cookies auch Daten über Ihr Userverhalten gespeichert. Wann immer Sie beispielsweise einen Button klicken, ein Musikstück abspielen oder pausieren wird diese Information in den Cookies gespeichert. Das Widget bzw. SoundCloud ist somit in der Lage, Sie zu erkennen und manchmal wird das Widget auch verwendet, um Ihnen personalisierte Inhalte zu liefern. SoundCloud verwendet nicht nur eigene Cookies, sondern auch Cookies von Drittanbietern wie Facebook oder Google Analytics. Diese Cookies dienen dem Unternehmen mehr Informationen über Ihr Verhalten auf externen Websites und der eigenen Plattform zu erhalten. Wir als Websitebetreiber bekommen durch die verwendeten Cookies von SoundCloud keine Informationen über Ihr Userverhalten. Die Datenübertragung und daher auch die Informationen zu technischen Geräten und Ihrem Verhalten auf der Webseite findet zwischen Ihnen und SoundCloud statt.

Im Folgenden zeigen wir Cookies, die gesetzt wurden, wenn man auf eine Webseite geht, die SoundCloud-Funktionen eingebunden hat. Diese Liste ist nur ein Beispiel möglicher Cookies und kann keinen Anspruch auf Vollständigkeit erheben. Bei diesem Beispiel hat der User kein SoundCloud-Konto:

**Name:**sc\_anonymous\_id  
**Wert:** 208165-986996-398971-423805221126186-0  
**Verwendungszweck:** Dieses Cookie macht es erst möglich, Dateien oder andere Inhalte in Websites einzubinden und speichert eine User-ID.  
**Ablaufdatum:** nach 10 Jahren

**Anmerkung:**Das Cookie sc\_anonymous\_id wird sofort gesetzt, wenn Sie auf einer unserer Webseiten sind, die eine Soundcloud-Funktion eingebaut hat. Dafür müssen Sie mit der Funktion noch nicht interagieren.

**Name:**\_\_qca  
**Wert:** P0-1223379886-1579605792812221126186-7  
**Verwendungszweck:** Dieses Cookie ist ein Drittanbieter-Cookie von Quantcast und sammelt Daten wie beispielsweise wie oft Sie die Seite besuchen oder wie lange Sie auf der Seite bleiben. Die gesammelten Informationen werden dann an SoundCloud weitergegeben.  
**Ablaufdatum:** nach einem Jahr

**Name:** Sclocale  
**Wert:** de  
**Verwendungszweck:** Das Cookie speichert die Spracheinstellung, die Sie voreingestellt haben.  
**Ablaufdatum:** nach einem Jahr

**Name:**\_soundcloud\_session  
**Wert:** /  
**Verwendungszweck:** Zu diesem Cookie konnten wir keine konkreten Informationen in Erfahrung bringen.  
**Ablaufdatum:** nach Sitzungsende

**Name:**\_session\_auth\_key  
**Wert:** /  
**Verwendungszweck:** Mit Hilfe des Cookies können Sitzungsinformationen (also Userverhalten) gespeichert werden und eine Client-Anfrage authentifiziert werden.  
**Ablaufdatum:** nach 10 Jahren

Zudem verwendet SoundCloud auch weitere Drittanbieter-Cookies wie \_fbp, \_ga, gid von Facebook und Google Analytics. All die in den Cookies gespeicherten Informationen nutzt SoundCloud, um die eigenen Dienste zu verbessern und personalisierte Werbung auszuspielen.

**Wie lange und wo werden die Daten gespeichert?**

Grundsätzlich bleiben die erhobenen Daten bei SoundCloud gespeichert, solange ein User-Konto besteht oder es für SoundCloud nötig ist, um die betriebswirtschaftlichen Ziele zu erreichen. Wie lange genau gespeichert wird ändert sich abhängig vom Kontext und den rechtlichen Verpflichtungen. Auch wenn Sie kein Konto haben und personenbezogene Daten gespeichert wurden, haben Sie das Recht die Datenlöschung zu beantragen.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Wenn Sie ein SoundCloud-Konto haben, können Sie über „Einstellungen“ die Datenverarbeitung verwalten bzw. Ihr ganzes Konto löschen. Sie können aber auch Cookies in Ihrem Browser genau nach Ihren Ansprüchen verwalten, löschen oder deaktivieren. Die Herangehensweise hängt immer von Ihrem verwendeten Browser ab. Falls Sie sich zum Löschen oder Deaktivieren von Cookies entscheiden, nehmen Sie bitte zu Kenntnis, dass dann möglicherweise nicht mehr alle Funktionen verfügbar sind. In den folgenden Anleitungen steht, wie Sie Cookies in Ihrem Browser verwalten, löschen oder deaktivieren können.

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Wir hoffen, wir haben Ihnen einen guten Überblick über den Datenverkehr durch SoundCloud geliefert. Wenn Sie mehr über die Datenschutzrichtlinien und dem allgemeinen Umgang mit Daten durch SoundCloud erfahren wollen, empfehlen wir Ihnen die Datenschutzerklärung des Unternehmens unter [https://soundcloud.com/pages/privacy](https://soundcloud.com/pages/privacy?tid=221126186).

**Benutzerdefinierte Google Suche Datenschutzerklärung**

Wir haben auf unserer Website das Google-Plug-in zur benutzerdefinierten Suche eingebunden. Google ist die größte und bekannteste Suchmaschine weltweit und wird von dem US-amerikanische Unternehmen Google Inc. betrieben. Für den europäischen Raum ist das Unternehmen Google Ireland Limited (Gordon House, Barrow Street Dublin 4, Irland) verantwortlich. Durch die benutzerdefinierte Google Suche können Daten von Ihnen an Google übertragen werden. In dieser Datenschutzerklärung informieren wir Sie, warum wir dieses Plug-in verwenden, welche Daten verarbeitet werden und wie Sie diese Datenübertragung verwalten oder unterbinden können.

**Was ist die benutzerdefinierte Google Suche?**

Das Plug-in zur benutzerdefinierten Google Suche ist eine Google-Suchleiste direkt auf unserer Website. Die Suche findet wie auf [www.google.com](https://www.google.com?tid=221126186) statt, nur fokussieren sich die Suchergebnisse auf unsere Inhalte und Produkte bzw. auf einen eingeschränkten Suchkreis.

**Warum verwenden wir die benutzerdefinierte Google Suche auf unserer Webseite?**

Eine Website mit vielen interessanten Inhalten wird oft so groß, dass man unter Umständen den Überblick verliert. Über die Zeit hat sich auch bei uns viel wertvolles Material angesammelt und wir wollen als Teil unserer Dienstleistung, dass Sie unsere Inhalte so schnell und einfach wie möglich finden. Durch die benutzerdefinierte Google-Suche wird das Finden von interessanten Inhalten zu einem Kinderspiel. Das eingebaute Google-Plug-in verbessert insgesamt die Qualität unserer Website und macht Ihnen das Suchen leichter.

**Welche Daten werden durch die benutzerdefinierte Google Suche gespeichert?**

Durch die benutzerdefinierte Google-Suche werden nur Daten von Ihnen an Google übertragen, wenn Sie die auf unserer Website eingebaute Google-Suche aktiv verwenden. Das heißt, erst wenn Sie einen Suchbegriff in die Suchleiste eingeben und dann diesen Begriff bestätigen (z.B. auf „Enter“ klicken) wird neben dem Suchbegriff auch Ihre IP-Adresse an Google gesandt, gespeichert und dort verarbeitet. Anhand der gesetzten Cookies (wie z.B. 1P\_JAR) ist davon auszugehen, dass Google auch Daten zur Webseiten-Nutzung erhält. Wenn Sie während Ihrem Besuch auf unserer Webseite, über die eingebaute Google-Suchfunktion, Inhalte suchen und gleichzeitig mit Ihrem Google-Konto angemeldet sind, kann Google die erhobenen Daten auch Ihrem Google-Konto zuordnen. Als Websitebetreiber haben wir keinen Einfluss darauf, was Google mit den erhobenen Daten macht bzw. wie Google die Daten verarbeitet.

Folgende Cookie werden in Ihrem Browser gesetzt, wenn Sie die benutzerdefinierte Google Suche verwenden und nicht mit einem Google-Konto angemeldet sind:

**Name:** 1P\_JAR  
**Wert:** 2020-01-27-13221126186-5  
**Verwendungszweck:** Dieses Cookie sammelt Statistiken zur Website-Nutzung und misst Conversions. Eine Conversion entsteht zum Beispiel, wenn ein User zu einem Käufer wird. Das Cookie wird auch verwendet, um Usern relevante Werbeanzeigen einzublenden.  
**Ablaufdatum:** nach einem Monat

**Name:** CONSENT  
**Wert:** WP.282f52221126186-9  
**Verwendungszweck:** Das Cookie speichert den Status der Zustimmung eines Users zur Nutzung unterschiedlicher Services von Google. CONSENT dient auch der Sicherheit, um User zu überprüfen und Userdaten vor unbefugten Angriffen zu schützen.  
**Ablaufdatum:** nach 18 Jahren

**Name:** NID  
**Wert:** 196=pwIo3B5fHr-8  
**Verwendungszweck:** NID wird von Google verwendet, um Werbeanzeigen an Ihre Google-Suche anzupassen. Mit Hilfe des Cookies „erinnert“ sich Google an Ihre eingegebenen Suchanfragen oder Ihre frühere Interaktion mit Anzeigen. So bekommen Sie immer maßgeschneiderte Werbeanzeigen.  
**Ablaufdatum:** nach 6 Monaten

**Anmerkung:** Diese Aufzählung kann keinen Anspruch auf Vollständigkeit erheben, da Google die Wahl ihrer Cookies immer wieder auch verändert.

**Wie lange und wo werden die Daten gespeichert?**

Die Google-Server sind auf der ganzen Welt verteilt. Da es sich bei Google um ein amerikanisches Unternehmen handelt, werden die meisten Daten auf amerikanischen Servern gespeichert. Unter <https://www.google.com/about/datacenters/inside/locations/?hl=de> sehen Sie genau, wo die Google-Server stehen.  
Ihre Daten werden auf verschiedenen physischen Datenträgern verteilt. Dadurch sind die Daten schneller abrufbar und vor möglichen Manipulationen besser geschützt. Google hat auch entsprechende Notfallprogramme für Ihre Daten. Wenn es beispielsweise bei Google interne technische Probleme gibt und dadurch Server nicht mehr funktionieren, bleibt das Risiko einer Dienstunterbrechung und eines Datenverlusts dennoch gering.  
Je nach dem um welche Daten es sich handelt, speichert Google diese unterschiedlich lange. Manche Daten können Sie selbst löschen, andere werden von Google automatisch gelöscht oder anonymisiert. Es gibt aber auch Daten, die Google länger speichert, wenn dies aus juristischen oder geschäftlichen Gründen erforderlich ist.

**Wie kann ich meinen Daten löschen bzw. die Datenspeicherung verhindern?**

Nach dem Datenschutzrecht der Europäischen Union haben Sie das Recht, Auskunft über Ihre Daten zu erhalten, sie zu aktualisieren, zu löschen oder einzuschränken. Es gibt einige Daten, die Sie jederzeit löschen können. Wenn Sie ein Google-Konto besitzen, können Sie dort Daten zu Ihrer Webaktivität löschen bzw. festlegen, dass sie nach einer bestimmten Zeit gelöscht werden sollen.  
In Ihrem Browser haben Sie zudem die Möglichkeit, Cookies zu deaktivieren, zu löschen oder nach Ihren Wünschen und Vorlieben zu verwalten. Hier finden Sie Anleitungen zu den wichtigsten Browsern:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Google ist aktiver Teilnehmer beim EU-U.S. Privacy Shield Framework, wodurch der korrekte und sichere Datentransfer persönlicher Daten geregelt wird. Mehr Informationen dazu finden Sie auf [https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI](https://www.privacyshield.gov/participant?id=a2zt000000001L5AAI&tid=221126186). Wir hoffen wir konnten Ihnen die wichtigsten Informationen rund um die Datenverarbeitung durch Google näherbringen. Wenn Sie mehr darüber erfahren wollen, empfehlen wir die umfangreiche Datenschutzerklärung von Google unter <https://policies.google.com/privacy?hl=de>.

**Cookiebot Datenschutzerklärung**

Wir verwenden auf unserer Website Funktionen des Anbieters Cookiebot. Hinter Cookiebot steht das Unternehmen Cybot A/S, Havnegade 39, 1058 Kopenhagen, DK. Cookiebot bietet uns unter anderem die Möglichkeit, Ihnen einen umfangreichen Cookie-Hinweis (auch Cookie-Banner oder Cookie-Notice genannt) zu liefern. Durch die Verwendung dieser Funktion können Daten von Ihnen an Cookiebot bzw. Cybot gesendet, gespeichert und verarbeitet werden. In dieser Datenschutzerklärung informieren wir Sie warum wir Cookiebot nutzen, welche Daten übertragen werden und wie Sie diese Datenübertragung verhindern können.

**Was ist Cookiebot?**

Cookiebot ist ein Software-Produkt des Unternehmens Cybot. Die Software erstellt automatisch einen DSGVO-konformen Cookie-Hinweis für unserer Websitebesucher. Zudem scannt, kontrolliert und wertet die Technologie hinter Cookiebot alle Cookies und Tracking-Maßnahmen auf unserer Website.

**Warum verwenden wir Cookiebot auf unserer Webseite?**

Datenschutz nehmen wir sehr ernst. Wir wollen Ihnen ganz genau zeigen, was auf unserer Website vor sich geht und welche Ihrer Daten gespeichert werden. Cookiebot hilft uns einen guten Überblick über all unsere Cookies (Erst- und Drittanbieter-Cookies) zu erhalten. So können wir Sie über die Nutzung von Cookies auf unserer Website exakt und transparent informieren. Sie bekommen stets einen aktuellen und datenschutzkonformen Cookie-Hinweis und entscheiden selbst, welche Cookies Sie zulassen und welche nicht.

**Welche Daten werden von Cookiebot gespeichert?**

Wenn Sie Cookies zulassen, werden folgende Daten an Cybot übertragen, gespeichert und verarbeitet.

* IP-Adresse (in anonymisierter Form, die letzten 3 Ziffern werden auf 0 gesetzt)
* Datum und Uhrzeit Ihres Einverständnisses
* unsere Website-URL
* technische Browserdaten
* verschlüsselter, anonymer Key
* die Cookies, die Sie zugelassen haben (als Zustimmungsnachweis)

Folgenden Cookies werden von Cookiebot gesetzt, wenn Sie der Verwendung von Cookies zugestimmt haben:

**Name:** CookieConsent  
**Wert:** {stamp:’P7to4eNgIHvJvDerjKneBsmJQd9221126186-2  
**Verwendungszweck:** In diesem Cookie wird Ihr Zustimmungsstatus, gespeichert. Dadurch kann unsere Website auch bei zukünftigen Besuchen den aktuellen Status lesen und befolgen.  
**Ablaufdatum:** nach einem Jahr

**Name:** CookieConsentBulkTicket  
**Wert:** kDSPWpA%2fjhljZKClPqsncfR8SveTnNWhys5NojaxdFYBPjZ2PaDnUw%3d%3221126186-6  
**Verwendungszweck:** Dieses Cookie wird gesetzt, wenn Sie alle Cookies erlauben und somit eine „Sammelzustimmung“ aktiviert haben. Das Cookie speichert dann eine eigene, zufällige und eindeutige ID.  
**Ablaufdatum:**nach einem Jahr

**Anmerkung:** Bitte bedenken Sie, dass es sich hier um eine beispielhafte Liste handelt und wir keinen Anspruch auf Vollständigkeit erheben können. In der Cookie-Erklärung unter <https://www.cookiebot.com/de/cookie-declaration/> sehen Sie, welche weiteren Cookies eingesetzt werden können.

Laut der Datenschutzerklärung von Cybot verkauft das Unternehmen personenbezogene Daten nicht weiter. Cybot gibt allerdings Daten an vertrauensvolle Dritt- oder Subunternehmen weiter, die dem Unternehmen helfen, die eigenen betriebswirtschaftlichen Ziele zu erreichen. Daten werden auch dann weitergegeben, wenn dies rechtlich erforderlich ist.

**Wie lange und wo werden die Daten gespeichert?**

Alle erhobenen Daten werden ausschließlich innerhalb der Europäischen Union übertragen, gespeichert und weitergeleitet. Die Daten werden in einem Azure-Rechenzentrum (Cloud-Anbieter ist Microsoft) gespeichert. Auf  [https://azure.microsoft.com/de-de/global-infrastructure/regions/](https://azure.microsoft.com/de-de/global-infrastructure/regions/?tid=221126186) erfahren Sie mehr über alle „Azure-Regionen“. Alle User Daten werden von Cookiebot nach 12 Monaten ab der Registrierung (Cookie-Zustimmung) bzw. unmittelbar nach Kündigung des Cookiebot-Services gelöscht.

**Wie kann ich meine Daten löschen bzw. die Datenspeicherung verhindern?**

Sie haben jederzeit das Recht auf Ihre personenbezogenen Daten zuzugreifen und sie auch zu löschen. Die Datenerfassung und Speicherung können Sie beispielsweise verhindern, indem Sie über den Cookie-Hinweis die Verwendung von Cookies ablehnen. Eine weitere Möglichkeit die Datenverarbeitung zu unterbinden bzw. nach Ihren Wünschen zu verwalten, bietet Ihr Browser. Je nach Browser funktioniert die Cookie-Verwaltung etwas anders. Hier finden Sie die Anleitungen zu den momentan bekanntesten Browsern:

[Chrome: Cookies in Chrome löschen, aktivieren und verwalten](https://support.google.com/chrome/answer/95647?tid=221126186)

[Safari: Verwalten von Cookies und Websitedaten mit Safari](https://support.apple.com/de-at/guide/safari/sfri11471/mac?tid=221126186)

[Firefox: Cookies löschen, um Daten zu entfernen, die Websites auf Ihrem Computer abgelegt haben](https://support.mozilla.org/de/kb/cookies-und-website-daten-in-firefox-loschen?tid=221126186)

[Internet Explorer: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/17442/windows-internet-explorer-delete-manage-cookies?tid=221126186)

[Microsoft Edge: Löschen und Verwalten von Cookies](https://support.microsoft.com/de-at/help/4027947/windows-delete-cookies?tid=221126186)

Wenn Sie mehr über die Datenschutzrichtlinien von „Cookiebot“ bzw. dem dahinterstehenden Unternehmen Cybot erfahren wollen, empfehlen wir Ihnen die Datenschutzrichtlinien unter [https://www.cookiebot.com/de/privacy-policy/](https://www.cookiebot.com/de/privacy-policy/?tid=221126186) durchzulesen.